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ST EVE, Circuit Judge. Over the course of a three-
week crime spree in October 2017, Rex Hammond 
robbed, or attempted to rob, seven stores at gunpoint in 
Indiana and Michigan. Five of the seven incidents took 
place in northern Indiana, where the government 
charged Hammond with five counts of Hobbs Act rob-
bery and several attendant weapons charges. The 
charges included one count of being a felon in posses-
sion of a firearm in violation of 18 U.S.C. § 922(g) and 
two counts of brandishing a weapon during a crime of 
violence in violation of 18 U.S.C. § 924(c). A jury con-
victed Hammond of all charges, and the district court 
sentenced him to forty-seven years in prison. 

Hammond now appeals his conviction and sentence. 
First, he argues that the district court should have 
suppressed certain cell site location information that 
law enforcement collected to locate him during his rob-
bery spree and to confirm his location on the days of the 
robberies, based on Carpenter v. United States, 138 S. 
Ct. 2206 (2018). He also argues that the district court 
erred in instructing the jury regarding the felon-in-
possession charge under Rehaif v. United States, 139 S. 
Ct. 2191 (2019). Finally, he claims that Hobbs Act rob-
bery is not a crime of violence under 18 U.S.C. § 924(c) 
or under the Sentencing Guidelines, so his § 924(c) 
conviction must be overturned, and his sentence vacat-
ed. We reject each of these arguments and affirm 
Hammond’s conviction and sentence in all respects. 

I.  Background 
In October 2017, a series of armed robberies 

plagued northern Indiana and southern Michigan. 
Each robbery involved a white man wearing a long 
sleeved, gray t-shirt; a winter hat; a black face mask; 
clear, plastic gloves; and bright blue tennis shoes. Dur-
ing each incident, the perpetrator walked straight up 
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to the register and demanded that the cashier with-
draw cash from the register and put it into a bag that 
the man provided. Based on the similarities among the 
robberies, law enforcement suspected that the same 
perpetrator had committed them. Robberies took place 
on Friday, October 6 in Logansport, Indiana; Satur-
day, October 7 in Peru, Indiana; and Monday, October 
9 in Auburn, Indiana. On October 10, the perpetrator 
attempted two unsuccessful robberies in southern 
Michigan—one in Portage and one in Kalamazoo. 

During the first attempted robbery on October 10, 
the cashier fled the scene, leaving the suspect to at-
tempt opening the cash register himself. He failed and 
fled. The perpetrator then attempted a second robbery, 
this time at a liquor store in the adjoining town of Kal-
amazoo. This endeavor also ended poorly for the rob-
ber. Rather than placing the cash into the robber’s bag 
as directed, the store clerk placed the cash from the 
register on the counter. This forced the robber to at-
tempt to stuff the cash into the bag and gave the store 
clerk an opportunity to grab the gun, a desert-sand col-
ored Hi-Point, and swipe it behind the counter. The 
robber fled without the weapon. 

Leaving his weapon behind had two important con-
sequences: First, there was a two-week hiatus between 
the Kalamazoo attempted robbery and the resumption 
of the robberies on October 24. In that time, the robber 
secured a new weapon—a dark colored, .22 caliber re-
volver. Witnesses prior to the Kalamazoo robbery de-
scribed the robber’s weapon as a “light brown gun.” Af-
ter October 10, witnesses described the robber’s weap-
on as a “dark revolver.” The robber committed two ad-
ditional robberies using the dark revolver, on October 
25 in Decatur, Indiana and October 27 in Logansport, 
Indiana. Despite the change in weapon, other similari-
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ties with the earlier robberies indicated that the same 
suspect likely committed the late October robberies. 

Second, in addition to forcing the robber to find 
a new weapon, the Kalamazoo store clerk’s quick think-
ing also gave law enforcement their first substantial 
clue as to the identity of the robber. By this time, fed-
eral and state law enforcement agencies had begun co-
operating with each other to investigate the string of 
incidents. So, on Wednesday, October 25, officers from 
several jurisdictions met to review surveillance of the 
robberies, including Agent Andrew Badowski of the 
Bureau of Alcohol, Tobacco and Firearms (“ATF”); De-
tective Jacob Quick of the Indiana State Police; Detec-
tive Tyler Preston of the Logansport, Indiana police; 
Detective Stacey Sexton of the Auburn, Indiana police; 
and Detective Cory Ghiringhelli of the Kalamazoo, 
Michigan police. 

Upon recovery of the desert-sand colored Hi-Point, 
ATF Agent Badowski traced the weapon to Todd For-
sythe, who reported that he had sold the weapon to 
“Rex.” Forsythe also provided Badowski with the cell 
phone number that “Rex” used to arrange the gun sale. 
On Saturday, October 28, Badowski conveyed this in-
formation to Detective Quick, who traced the phone 
number to the defendant, Rex Hammond. Using Indi-
ana DMV records, the officers also confirmed that 
Hammond’s vehicle, a light-colored Chrysler Concorde, 
matched descriptions of the vehicle used during the 
robberies and caught on surveillance footage near the 
scenes of the crimes. Officers also learned that Ham-
mond had several prior convictions in Indiana, includ-
ing armed robbery. 

The parties dispute exactly when officers learned all 
of this information: Hammond asserts that officers knew 
that he was the prime suspect by Saturday, October 28 
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and that officers could have sought a warrant at the 
time. In contrast, the government emphasizes that 
while officers suspected Hammond had committed the 
robberies, they spent the weekend confirming that the 
evidence linked Hammond to the robberies, including 
re-interviewing Forsythe on Sunday, October 29. De-
tective Ghiringhelli testified that “the information iden-
tifying our suspect came over the weekend. I believe it 
came the evening of the 28th, which was a Saturday. It 
either came the 28th or 29th. It was that weekend.” 
Ghiringhelli also testified that he believed that he had 
probable cause to arrest Hammond by Monday, Octo-
ber 30. 

On that Monday, Ghiringhelli submitted an “exi-
gency” request under 18 U.S.C. § 2702(c)(4) to AT&T, re-
questing cell site location information (“CSLI”) to geolo-
cate Hammond using the cell phone number that For-
sythe had provided. In addition to real-time “pings” to 
nearby cell towers, Ghiringhelli requested Hammond’s 
historical CSLI dating back to the beginning of the 
robbery spree on October 7. AT&T complied with Ghir-
inghelli’s request. The historical CSLI records con- 
firmed that Hammond’s phone was near Portage and 
Kalamazoo, Michigan on October 10, and AT&T began 
providing real-time CSLI, consisting of “pings” to 
Hammond’s location roughly every fifteen minutes, 
commencing at approximately 6 p.m. on October 30. 

Using this real-time CSLI, Ghiringhelli directed De-
tectives Quick and Sexton to Elkhart, Indiana around 
7:30 or 8 p.m. on Monday, October 30. The officers could 
not locate Hammond in Elkhart. Around 11:30 p.m., 
Hammond’s CSLI pinged near the Indiana toll road in 
South Bend. Following that ping, Quick and Sexton 
recognized Hammond’s light blue Chrysler Concorde in 
a Quality Inn parking lot in South Bend. Quick ran the 
license plate and confirmed it belonged to Hammond. 
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The detectives called for backup and began following 
Hammond when he exited the parking lot after mid-
night. As Hammond drove south from South Bend to-
ward Marshall County, Detective Quick called the 
county’s sheriff’s department, informed the department 
that he was following an armed robbery suspect, and 
requested a traffic stop. After apparently realizing that 
officers were following him, Hammond lost the officers 
by engaging in evasive driving maneuvers. While wait-
ing on updated CSLI information from Ghiringhelli, 
Quick and Sexton met with Marshall County Deputy 
Kerry Brouyette. During this meeting, Brouyette rec-
ognized Hammond drive past them, so the officers re-
sumed their pursuit. Brouyette ultimately stopped 
Hammond’s car around 1:23 a.m. for speeding and fail-
ing to signal. At the time, Hammond wore a gray t-shirt, 
a winter hat, and bright blue tennis shoes, matching 
the description provided by the robbery victims. 

After Detective Quick confirmed with Logansport1 
Detective Preston that they should arrest Hammond 
immediately, the officers ordered Hammond and his 
passenger, Alexandra Latendresse, out of the vehicle. 
They arrested Hammond and read him his Miranda 
rights. Hammond told officers that everything in the 
car belonged to him, and Latendresse told officers that 
Hammond had told her that they were going to “get[ ] 
some money.” Detective Quick later sought and ob- 
tained a search warrant for Hammond’s car, which con-
tained a black .22 caliber revolver, 44 rounds of .22 cal-
iber ammunition, methamphetamine, a white plastic 
bag, rubber gloves, a cell phone, and a Garmin GPS 
Unit. 

 
1 The location of the first and last of the Indiana robberies. 
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A grand jury indicted Hammond on January 10, 
2018 for five counts of Hobbs Act robbery, in violation 
of 18 U.S.C. § 1951; two counts of brandishing a fire-
arm during a crime of violence, in violation of 18 U.S.C. 
§ 924(c); and one count of being a felon in possession of 
a firearm, in violation of 18 U.S.C. § 922(g). 

Also in January 2018, the government filed an ex 
parte application for a court order for Hammond’s his-
torical CSLI. Although the application acknowledged 
that law enforcement had already obtained “partial 
phone records” from Hammond’s phone, the application 
did not rely on those records as a basis for granting the 
application. The magistrate judge found “reasonable 
grounds to believe that the records… are relevant and 
material to an ongoing criminal investigation” and or-
dered AT&T to disclose the historical CSLI records 
pursuant to 18 U.S.C. § 2703(d). The records confirmed 
that around the time of each robbery, Hammond’s 
phone connected to AT&T towers near the stores. 

Approximately six months after the magistrate 
judge issued the § 2703(d) order, the Supreme Court 
held that the collection of historical CSLI over the 
course of 127 days, without a warrant, was a search in 
violation of the Fourth Amendment. Carpenter, 138 S. 
Ct. at 2217. As such, Carpenter held that the govern-
ment must “generally” obtain a warrant before ob- 
taining such records. Id. at 2222. 

Relying substantially on Carpenter, Hammond 
moved the district court in September 2018 to suppress 
all cell phone data related to Hammond’s phone num-
ber, the physical evidence recovered from Hammond’s 
car, and the statements made by Hammond and 
Latendresse during the October 31 traffic stop. After a 
lengthy suppression hearing, the district court ruled 
that although the collection of Hammond’s CSLI was a 
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search, Detective Ghiringhelli had relied in good faith 
on the Stored Communications Act in requesting the 
information from AT&T. In the district court’s view, 
because the Supreme Court had not yet decided Car-
penter at the time of the search, it was reasonable for 
Detective Ghiringhelli to rely on the Stored Communi-
cations Act’s provisions in requesting cell phone data 
from AT&T. 

The government tried Hammond before a jury in 
April 2019. The government called roughly thirty wit-
nesses over the course of three days; the defense did 
not call any witnesses and immediately rested. The ju-
ry returned a verdict of guilty on all counts after 
roughly one hour of deliberations. 

After trial, Hammond moved to vacate his felon-in-
possession conviction, based on the Supreme Court’s 
intervening ruling in Rehaif v. United States, which 
held that a felon-in-possession conviction requires 
knowledge of felon status. 139 S. Ct. at 2191, 2200. The 
district court denied the motion. 

The district court sentenced Hammond to forty-
seven years (564 months) in prison: ten, twelve, four-
teen, sixteen, and eighteen years to run concurrently 
for each of the five Hobbs Act robbery convictions, plus 
consecutive, mandatory minimum sentences of seven, 
seven, and fifteen years for the two brandishing-a-
weapon counts and felon-in-possession count, respec-
tively. This appeal followed. 

II. Discussion 
A. Suppression of Cell Site Location Infor-

mation and Resulting Evidence 
Hammond first challenges the district court’s deni-

al of his motion to suppress the CSLI obtained from 
AT&T and the evidence derived from that data, includ-
ing the physical evidence recovered from his car and his 
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and Latendresse’s statements to officers during the traf-
fic stop. Hammond focuses on the Supreme Court’s deci-
sion in Carpenter, which found that the collection of 
historical CSLI without a warrant constituted a search 
in violation of the Fourth Amendment. 138 S. Ct. at 
2220. Hammond argues that Carpenter compels the ex-
clusion of the CSLI collected in this case. In response, 
the government asserts a litany of reasons why sup-
pression is unwarranted. 

The government collected three different types of 
CSLI2 from Hammond’s phone: (1) the historical CSLI 
collected by the government under the authority of the 
magistrate judge’s § 2703(d) order, (2) the historical 
CSLI collected by Ghiringhelli to confirm Hammond’s 
proximity to the Michigan robberies, and (3) the “real 
time” CSLI collected by Ghiringhelli for several hours 
to physically locate Hammond in Indiana. Each of 
these categories requires a separate Fourth Amend-
ment analysis. As we explain below, we hold that the 
first category—the historical CSLI collected under the 
magistrate judge’s § 2703(d) order—was a search for 
Fourth Amendment purposes, but was collected in good 
faith reliance on § 2703(d) of the Stored Communica-
tion Act, which was settled law at the time the gov-
ernment collected the data. As a result, the Fourth 
Amendment does not require the district court to ex-
clude this evidence from the jury’s consideration. The 

 
2 “CSLI is location information generated by cellular phone pro-
viders that indicates which cell tower a particular phone was 
communicating with when a communication was made.” United 
States v. Curtis, 901 F.3d 846, 847 (7th Cir. 2018) (citation omit-
ted). “Any cell phone with a functioning battery regularly com-
municates with cell towers. The phone leaves behind a trail” of 
this data. United States v. Castro-Aguirre, 983 F.3d 927, 934 (7th 
Cir. 2020). 
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second category of CSLI—the historical CSLI collected 
by Ghiringhelli—was not introduced at trial nor did it 
“taint” any other evidence. Accordingly, there is no 
need to exclude evidence never admitted at trial or 
used improperly to obtain additional evidence. Finally, 
the collection of the CSLI in the third category—
Hammond’s real-time CSLI—was not a search for 
Fourth Amendment purposes based on the facts of this 
case. We discuss each of these categories of CSLI be-
low. 

1. Standard of Review 
We review a district court’s denial of a motion to 

suppress “under a ‘dual standard of review’; we review 
legal conclusions de novo but findings of fact for clear 
error.” United States v. Edgeworth, 889 F.3d 350, 353 
(7th Cir. 2018) (quoting United States v. Tepiew, 859 
F.3d 452, 456 (7th Cir. 2017)). “A factual finding is 
clearly erroneous only if, after considering all the evi-
dence, we cannot avoid or ignore a definite and firm 
conviction that a mistake has been made.” United 
States v. Thurman, 889 F.3d 356, 363 (7th Cir. 2018) 
(quoting United States v. Burnside, 588 F.3d 511, 517 
(7th Cir. 2009)). 

2. Analysis 
The Fourth Amendment provides: “The right of the 

people to be secure in their persons, houses, papers, 
and effects, against unreasonable searches and sei-
zures, shall not be violated[.]” U.S. Const. Amend. IV. 
“The ‘touchstone’ of the Fourth Amendment analysis is 
whether a person has a ‘constitutionally protected rea-
sonable expectation of privacy.’” Henry v. Hulett, 969 
F.3d 769, 776–77 (7th Cir. 2020) (citing Oliver v. Unit-
ed States, 466 U.S. 170, 177 (1984)); see also Riley v. 
California, 573 U.S. 373, 381 (2014). As explained in 
Justice Harlan’s concurring opinion in Katz v. United 
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States, the Fourth Amendment requires both that the 
defendant held a subjective expectation of privacy and 
that “society is prepared to recognize [that expectation] 
as ‘reasonable.’” Id. (quoting Katz v. United States, 389 
U.S. 347, 361 (1967) (Harlan, J., concurring)); see also 
Byrd v. United States, 138 S. Ct. 1518, 1526 (2018) 
(recognizing the primacy and wide acceptance of Jus- 
tice Harlan’s concurrence); Smith v. Maryland, 442 
U.S. 735, 740 (1979) (same). “To determine whether 
someone has a legitimate    expectation    of   privacy,    
courts   must consider (1) whether that person, by his 
conduct, has exhibited an actual, subjective expecta-
tion of privacy and (2) whether his expectation of pri-
vacy is one that society is prepared to recognize as rea-
sonable.” United States v. Sawyer, 929 F.3d 497, 499 
(7th Cir. 2019). 

If a defendant has the requisite expectation of pri-
vacy, the Fourth Amendment generally requires law 
enforcement to obtain a warrant before executing a 
search. See Riley, 573 U.S. at 382. “In the absence of a 
warrant, a search is reasonable only if it falls within a 
specific exception to the warrant requirement.” Id. (cit-
ing Kentucky v. King, 563 U.S. 452, 459–60 (2011)). 
“One well-recognized exception applies when ‘the exi-
gencies of the situation make the needs of law en-
forcement so compelling that a warrantless search is 
objectively reasonable under the Fourth Amendment.’” 
King, 563 U.S. at 460 (quoting Mincey v. Arizona, 437 
U.S. 385, 394 (1978)). 

The Supreme Court “fashioned the exclusionary 
rule” to “compel respect for the constitutional guaran-
ty” of freedom from unreasonable searches. United 
States v. Martin, 807 F.3d 842, 846 (7th Cir. 2015) 
(quoting Davis v. United States, 564 U.S. 229 (2011)). 
“The [exclusionary] rule is not a ‘personal constitution-
al right,’ and its application ‘exacts a heavy toll on both 
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the judicial system and society at large,’ as its effect of-
ten ‘is to suppress the truth and set the criminal loose 
in the community without punishment.’” Id. (quoting 
United States v. Calandra, 414 U.S. 338, 348 (1974); 
Davis, 564 U.S. at 237). “The exclusionary rule is de-
signed primarily to deter unconstitutional conduct.” 
United States v. Curtis, 901 F.3d 846, 849 (7th Cir. 
2018). The exclusionary rule therefore does not apply 
when law enforcement has relied in good faith on a fa-
cially valid warrant, United States v. Leon, 468 U.S. 
897, 922 (1984); a then-valid statute, Illinois v. Krull, 
480 U.S. 340, 357 (1987); or binding circuit precedent, 
Davis, 564 U.S. at 232. Succinctly, “[s]uppression of ev-
idence…has always been our last resort.” Hudson v. 
Michigan, 547 U.S. 586, 591 (2006). 

i. Historical CSLI Obtained Pursuant 
to § 2703(d) Order 

We first address the government’s collection of 
Hammond’s historical CSLI from AT&T pursuant to 
the § 2703(d) order. 

Section 2703 of the Stored Communications Act, 
entitled “Required disclosure of customer communica-
tions or records,” authorizes courts to “order cell-phone 
providers to disclose non-content information if the 
government ‘offers specific and articulable facts show-
ing that there are reasonable grounds to believe that… 
the records or other information sought are relevant 
and material to an ongoing criminal investigation.’” 
Curtis, 901 F.3d at 848 (quoting 18 U.S.C. §§ 2703 
(c)(1)(B), (d)). 

Based on this statutory authority, in January 2018, 
the government sought a § 2703(d) order from the mag-
istrate judge directing AT&T to release Hammond’s 
historical CSLI to the government. In its application 
for the order, the government recounted the distinctive 
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details of the five Indiana robberies, Agent Badowski’s 
investigation into the abandoned Hi-Point, the gun-
seller’s identification of “Rex” and his cell phone num-
ber, Hammond’s ownership of the phone number, and 
the similarities in appearance between Hammond’s 
driver’s license photo and the images of the suspect 
from the security footage of the robberies. Based on 
this evidence, the government represented that “there 
[were] reasonable grounds to believe that the records… 
are relevant and material to an ongoing criminal inves-
tigation.” The magistrate judge agreed and issued the 
order. 

Six months after the magistrate judge issued its 
order in January 2018, the Supreme Court decided 
Carpenter, which held that the government “must gen-
erally obtain a warrant supported by probable cause 
before acquiring [historical CSLI].” 138 S. Ct. at 2221. 
Authorization by § 2703(d) is constitutionally insuffi-
cient. Id. Hammond now seeks to exclude the historical 
CSLI based on Carpenter’s holding. 

We addressed this argument in Curtis. 901 F.3d at 
848. There, the government relied on § 2703(d) to col-
lect the defendant’s CSLI for 314 days, before the Su-
preme Court issued its decision in Carpenter. We con-
cluded that the district court properly admitted the 
CSLI obtained pre-Carpenter based on the good faith 
exception to the warrant requirement. Id. (citing Krull, 
480 U.S. at 349-50) (holding that the good faith excep-
tion announced in Leon, 468 U.S. 897, is “equally ap-
plicable” to cases in which law enforcement reasonably 
relied on a statute authorizing warrantless searches 
that is later found to violate the Fourth Amendment); 
see also United States v. Castro-Aguirre, 983 F.3d 927, 
935 (7th Cir. 2020). 
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While Carpenter now makes clear that law en-
forcement’s reliance on a § 2703(d) order is insufficient 
to satisfy the Fourth Amendment’s warrant require-
ment for the collection of historical CSLI,3 our decision 
in Curtis is equally clear that the exclusionary rule 
does not apply where the government relied in good 
faith on § 2703(d) prior to Carpenter. Id. at 848. As a 
result, “even though it is now established that the 
Fourth Amendment requires a warrant for the type of 
cell-phone data present here, exclusion of that infor-
mation [is] not required because it was collected in 
good faith” reliance on § 2703(d). Id. at 849. As we said 
in Castro-Aguirre, “[w]e are not inclined to revisit Cur-
tis,” and Hammond provides no argument to do so. 983 
F.3d at 935. Thus, the district court properly admitted 
the historical CSLI obtained pursuant to the § 2703 or-
der, “because the government, following the procedures 
set forth in the Act, gathered it in good faith.” Id. 

Hammond contends that the historical CSLI that 
Ghiringhelli collected, which we discuss below, tainted 
the CSLI obtained pursuant to the § 2703(d) order. 
Hammond is mistaken. Though the government’s 
§ 2703(d) application referenced the partial records 
that the government already possessed due to the de-
tective’s investigation, it did not rely on those records. 
The application merely disclosed that “[p]artial phone 
records for the target phone were obtained by Kalama-
zoo, Michigan Department of Public Safety investiga-
tors.” The application did not rely on facts discovered 
due to those records—for example, the application does 

 
3 Although the Supreme Court decided Carpenter after the gov-
ernment applied for and received the § 2703(d) order and received 
Hammond’s records, Carpenter controls our analysis. See United 
States v. Maez, 960 F.3d 949, 954 (7th Cir. 2020) (“current law 
governs our review on direct appeal.”). 
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not represent that those records confirmed Hammond’s 
proximity to any one of the robberies. Indeed, the 
above quoted sentence could be excised from the appli-
cation without altering the quantum of evidence before 
the magistrate judge showing that the historical CSLI 
was materially related to an ongoing criminal investi-
gation. Accordingly, the historical CSLI obtained by 
Ghiringhelli did not taint the historical  CSLI obtained 
via the § 2703(d) order. See Wong Sun v. United States, 
371 U.S. 471, 487 (1963) (evidence from an “independ-
ent source” need not be excluded). 

ii. Historical CSLI Requested by Detec-
tive Ghiringhelli 

We now turn to the historical CSLI collected by De-
tective Ghiringhelli. While the prosecutor obtained 
Hammond’s historical CSLI under § 2703(d) of the 
Stored Communications Act, Detective Ghiringhelli re-
lied on § 2702 of the Act, entitled “Voluntary disclosure 
of customer communications or records.” Unlike 
§ 2703, § 2702 does not compel telecommunications 
carriers to provide records to law enforcement. Instead, 
§ 2702 permits carriers to release records to a govern-
mental entity, “if the provider, in good faith, believes 
that an emergency involving danger of death or serious 
physical injury to any person requires disclosure with-
out delay of information relating to the emergency.” 18 
U.S.C. § 2702(c)(4). 

Regardless of the differences between §§ 2702 and 
2703, any alleged Fourth Amendment violation by 
Ghiringhelli’s request for Hammond’s historical CSLI 
is a violation in want of a remedy. Critically, the his-
torical CSLI requested by Ghiringhelli was never in-
troduced at trial, nor did it bear “fruit.” See Wong Sun, 
371 U.S. at 487. Investigators did not use this subset of 
historical CSLI to locate Hammond himself or to lo- 
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cate any other evidence used against him. Thus, even if 
Detective Ghiringhelli violated Hammond’s Fourth 
Amendment rights, the district court could not exclude 
evidence that was never used or admitted in the first 
place. 

We reiterate that the only historical CSLI intro-
duced at trial was the historical CSLI that the gov-
ernment obtained under the magistrate judge’s order, 
not the detective’s § 2702 request to AT&T. As ex-
plained above, the latter did not taint the former, be-
cause the § 2703(d) application did not rely on the rec-
ords obtained by Detective Ghiringhelli under § 2702 
in any substantive way. 

In any event, the historical CSLI that the govern-
ment ultimately introduced at trial was also admissible 
under the independent source doctrine. “[T]he central 
question under the independent source doctrine is 
whether the evidence at issue was obtained by inde-
pendent legal means.” United States v. Bell, 925 F.3d 
362, 370 (7th Cir. 2019) (quoting United States v. May, 
214 F.3d 900, 906 (7th Cir. 2000)). Here, the govern-
ment ultimately obtained Hammond’s historical CSLI 
based on a good faith reliance on § 2703(d), independ-
ent from Detective Ghiringhelli’s § 2702 request. 

iii. Real-Time CSLI 
Finally, we address the CSLI collected by Detective 

Ghiringhelli in real time, which officers used to physi-
cally locate Hammond in Indiana. For the reasons ex-
plained below, we agree with the government that the 
collection of Hammond’s real-time CSLI did not consti-
tute a search under the particular circumstances of 
this case.4 

 
4 The district court believed that the government had conceded the 
threshold question that the collection of Hammond’s real-time 
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The “narrow” Carpenter decision did not determine 
whether the collection of real-time CSLI constitutes a 
Fourth Amendment search. 138 S. Ct. at 2220. There, 
the Court explicitly did “not express a view on matters 
not before [the Court],” including “real-time CSLI.” Id.; 
see also United States v. Green, 981 F.3d 945, 958 (11th 
Cir. 2020) (“The question of whether acquiring [real-
time tracking data] constitutes a search was unan-
swered in 2013 and remains unanswered today.”) (cit-
ing Carpenter, 138 S. Ct. at 2217–19, 2221); United 
States v. Thompson, No. 13-40060-10-DDC, 2019 WL 
3412304, at *7 (D. Kan. July 29, 2019) (“And, extend-
ing Carpenter’s holding about the seizure of historical 
CSLI to the seizure of real- time CSLI is far from clear 
because Carpenter emphasized that historical CSLI al-
lowed the government to learn of a person’s wherea-
bouts on a nearly 24-hour, seven-day-a-week basis. 
Meanwhile, seizing CSLI in real-time only reveals a 
person’s whereabouts at the moment of its seizure.”).5 

 
CSLI constituted a search and that Carpenter would apply. The 
district court then denied Hammond’s motion to suppress by rely-
ing on the good faith exception to the Fourth Amendment’s war-
rant requirement. See Curtis, 901 F.3d at 847-48. On appeal, the 
government clarifies that it did not concede that the Fourth 
Amendment applies to Hammond’s real-time CSLI. To the contra-
ry, in its response to Hammond’s motion to suppress, the govern-
ment “accept[ed] for the sake of argument (without conceding) 
that real-time date is subject to the same Fourth Amendment pro-
tections as historical data.” 
5 We also have yet to answer this question post-Carpenter, or the 
related question of whether the use of a cell-site simulator to lo-
cate a suspect is a search under the Fourth Amendment. See 
United States v. Patrick, 842 F.3d 540, 545 (7th Cir. 2016) (“Ques-
tions about whether use of a simulator is a search, . . . have yet to 
be addressed by any United States court of appeals. We think it 
best to withhold full analysis until these issues control the out-
come of a concrete case.”). 
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To answer this open question, we turn to the Su-
preme Court’s jurisprudence pre-Carpenter. Before the 
ubiquity of cell phones, the Court held in United States 
v. Knotts that law enforcement agents did not conduct 
a “search” when they attached a beeper to a drum of 
chloroform to track the chloroform’s (and the defend-
ants’) movements. 460 U.S. 276 (1983). There, the 
beeper only tracked the chloroform from its place of 
purchase in Minnesota (where the manufacturer con-
sented to the installation of the beeper) to a secluded 
cabin in Wisconsin where the defendants used it to 
manufacture illicit drugs. Id. at 277–78. The Court 
reasoned that the defendant- driver had no reasonable 
expectation in his privacy while travelling on public 
roads: 

A person travelling in an automobile on 
public thoroughfares has no reasonable 
expectation of privacy in his movements 
from one place to another. When [the 
suspect] travelled over the public streets 
he voluntarily conveyed to anyone who 
wanted to look the fact that he was trav-
elling over particular roads in a particu-
lar direction, the fact of whatever stops he 
made, and the fact of his final destination 
when he exited from public roads onto 
private property. 

Id. at 281–82. 

The Court took up the constitutionality of more 
modern modes of tracking in United States v. Jones. 
There, the Court decided that law enforcement’s at-
tachment of a GPS unit to a suspect’s car for twenty-
eight days was a Fourth Amendment search. United 
States v. Jones, 565 U.S. 400, 404 (2012). The majority 
grounded its analysis in common law trespass doctrine 
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and emphasized that the “[g]overnment physically oc-
cupied private property for the purpose of obtaining in-
formation.” Id. 

Carpenter then answered a question that Jones left 
open— whether a physical intrusion onto the defend-
ant’s property was necessary, and not just sufficient, to 
constitute a search. In Carpenter, prosecutors sought a 
§ 2703(d) order for the historical CSLI from the cell 
phones of several suspects in a series of robberies in 
Michigan and Ohio in 2011. Carpenter, 138 S. Ct. at 
2212. The § 2703(d) application requested records 
spanning 127 days, as well as records for some shorter 
periods of time. Id. Carpenter moved to suppress this 
evidence, but the district court and the Court of Ap-
peals for the Sixth Circuit refused because “Carpenter 
lacked a reasonable expectation of privacy in the loca-
tion information collected by the FBI because he had 
shared that information with his wireless carriers.” Id. 
at 2213. 

Diverging from the Sixth Circuit’s analysis, the 
Carpenter majority held that the third-party disclosure 
doctrine did not apply to law enforcement’s collection of 
historical CSLI from cell phone carriers.6 138 S. Ct. at 
2217. The Court refused to extend the third-party dis-
closure doctrine to the “novel circumstances” presented 
by the case—namely, the government’s harvesting of a 
“detailed chronicle of a person’s physical presence com-
piled every day [and] every moment, over [potentially] 
several years.” Id. at 2217, 2220. 

 
6 The third-party disclosure doctrine ordinarily excludes from the 
Fourth Amendment’s protections any information that that the 
defendant has already shared with a third party, because “a per-
son has no legitimate expectation of privacy in information he vol-
untarily turns over to third parties.” Id. at 2216 (quoting Smith v. 
Maryland, 442 U.S. 735, 743-44 (1979)). 
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Rejecting the third-party doctrine in the context of 
cell phones, the Court reasoned that society simply 
does not expect that the police would be able to follow 
an individual’s every movement for weeks at a time: 

Prior to the digital age, law enforcement might 
have pursued a suspect for a brief stretch, but 
doing so “for any extended period of time was 
difficult and costly and therefore rarely under-
taken.” For that reason, “society’s expectation 
has been that law enforcement agents and 
others would not—and indeed, in the main, 
simply could not—secretly monitor and cata-
logue every single movement of an individual’s 
car for a very long period.” 
Allowing government access to cell-site records 
contravenes that expectation. … As with GPS 
information, the time-stamped data provides 
an intimate window into a person’s life, reveal-
ing not only his particular movements, but 
through them his “familial, political, profes-
sional, religious, and sexual associations.” 

Carpenter, 138 S. Ct. at 2217. Accordingly, “[w]hether 
the Government employs its own surveillance technol-
ogy as in Jones or leverages the technology of a wire-
less carrier, … an individual maintains a legitimate 
expectation of privacy in the record of his physical 
movements as captured through CSLI.” Id. Therefore, 
“an order issued under Section 2703(d) of the [Stored 
Communications] Act is not a permissible mechanism 
for accessing historical cell-site records.” Id. at 2221. 
Instead, the government must obtain a warrant for 
historical CSLI. 

Given that Carpenter disclaimed providing any an-
swer to the question before us, we consider whether the 
facts of this case are more similar to Carpenter or to 
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Knotts, and importantly, how the principles and expec-
tations that animated those decisions play out in this 
case. Here, we are persuaded that the unique facts of 
this case have more in common with Knotts than Car-
penter. And, although Carpenter rejected Knotts’ rea-
soning as applied to historical CSLI, we agree with the 
Sixth Circuit that given the opinion’s limited holding, 
Carpenter otherwise “left undisturbed [the Supreme 
Court’s] holding in Knotts[.]” See United States v. Trice, 
966 F.3d 506, 518 (6th Cir. 2020). 

To review a few of the critical facts of this case, re-
call that Ghiringhelli’s monitoring of Hammond’s loca-
tion lasted only a matter of hours–from roughly 6 p.m. 
on October 30 until close to midnight, when officers 
were able to physically follow Hammond without the 
aid of the CSLI pings. This is very different from the 
127 days of monitoring at issue in Carpenter and more 
similar to the monitoring of the discrete car trip at is-
sue in Knotts. Furthermore, Ghiringhelli’s real-time 
CSLI request only collected location data that Ham-
mond had already exposed to public view while he 
travelled on public, interstate highways and into park-
ing lots within the public’s view. See Knotts, 460 U.S. 
at 281–82; see also Cardwell v. Lewis, 417 U.S. 583, 
590 (1974) (plurality op.) (“A car has little capacity for 
escaping public scrutiny.”). 

Crucially, unlike in Carpenter, the record of Ham-
mond’s (and Knotts’) movements for a matter of hours 
on public roads does not provide a “window into [the] 
person’s life, revealing … his familial, political, profes-
sional, religious, and sexual associations” to the same, 
intrusive degree as the collection of historical CSLI. 
Carpenter, 138 S. Ct. 2217 (internal quotations omit-
ted). Law enforcement used the real-time CSLI to find 
Hammond’s location in public, not to peer into the in-
tricacies of his private life. The records here and in 
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Knotts do not suggest that law enforcement used either 
the real-time CSLI or the beeper to examine the de-
fendants’ movements inside of a home or other highly 
protected area. And, Hammond does not argue that he 
was in private areas during this time period. In Car-
penter, law enforcement’s surveillance became a 
“search” because the surveillance followed Carpenter 
long enough to follow him into, and record, his private 
life. But here, and in Knotts, law enforcement only fol-
lowed Hammond on public roads, for the duration of 
one car trip. See also United States v. Skinner, 690 
F.3d 772, 780–81 (6th Cir. 2012) (distinguishing “com-
prehensive tracking” from the collection of real-time 
CSLI to merely locate a drug-trafficking suspect) (su-
perseded by statute on other grounds). 

The Carpenter majority was particularly concerned 
with the “retrospective quality” of the data that law en-
forcement collected about Carpenter’s movements. See 
138 S. Ct. at 2218. “[T]he retrospective quality of the 
data here gives police access to a category of infor-
mation otherwise unknowable. In the past, attempts to 
reconstruct a person’s movements were limited by a 
dearth of records and the frailties of recollection.” Id. 
The real-time CSLI collected in this case does not have 
the same “retrospective quality” of the historical CSLI 
in Carpenter and again, is much more akin to the beep-
er data in Knotts. Real-time CSLI collected over the 
course of several hours simply does not involve the 
same level of intrusion as the collection of historical 
CSLI. 

Furthermore, one of the aggravating considerations 
in Carpenter was that the historical CSLI contravened 
society’s expectations not only of their own privacy, but 
also of law enforcement’s capabilities. Carpenter recog-
nized that “[p]rior to the digital age, law enforcement 
might have pursued a suspect for a brief stretch[.]” Id. 
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at 2217. The collection of historical CSLI in Carpenter 
was different because it would be too costly and diffi-
cult to follow a suspect for over four months. See id. As 
a result, “society’s expectation has been that law en-
forcement agents and others would not—and indeed, in 
the main, simply could not—secretly monitor and cata-
logue every single movement of an individual’s car for 
a very long period.” Id. But here, as in Knotts, the 
“government surveillance … amounted principally to 
the following of an automobile on public streets and 
highways.” Knotts, 460 U.S. at 281. And in this case, 
society is fully aware that officers may follow and track 
a suspect’s movements for several hours. In sum, law 
enforcement’s ability to locate Hammond on public 
roads for a six-hour period using real-time CSLI is not 
inconsistent with society’s expectations of privacy from 
law enforcement’s prying eyes. See Carpenter, 138 S. 
Ct. at 2217. 

Our conclusion here is buttressed by our decision 
in United States v. Patrick, where we held that the 
government did not violate the Fourth Amendment 
when officers used a cell-site simulator7 to locate a 

 
7 The Department of Justice Policy Guidance at the time defined a 
cell-site simulator as follows: 

A cell-site simulator receives and uses an industry 
standard unique identifying number assigned by a de-
vice manufacturer or cellular network provider. When 
used to locate a known cellular device, a cell-site simu-
lator initially receives the unique identifying number 
from multiple devices in the vicinity of the simulator. 
Once the cell-site simulator identifies the specific cellu-
lar device for which it is looking, it will obtain the sig-
naling information relating only to that particular 
phone. When used to identify an unknown device, the 
cell-site simulator obtains signaling information from 
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suspect for whom officers had probable cause and two 
warrants (one for his arrest and one that “authorized 
[officers] to locate [the defendant] using cell-phone da-
ta”). 842 F.3d 540, 542, 545 (7th Cir. 2016). There, the 
defendant attempted to challenge the “validity of the 
location- tracking warrant by contending that his per-
son was not contraband or the proceeds of a crime.” Id. 
at 542. But we reasoned that officers “were entitled to 
arrest him without a warrant of any kind, let alone the 
two warrants they had … [because] probable cause 
alone is enough for an arrest in a public place.” Id. (cit-
ing United States v. Watson, 423 U.S. 411 (1976)). 

A person wanted on probable cause (and an 
arrest warrant) who is taken into custody in a 
public place, where he had no legitimate ex-
pectation of privacy, cannot complain about 
how the police learned his location. Recall 
that the cell-site simulator (unlike the GPS 
device in Jones) was not used to generate the 
probable cause for arrest; probable cause to 
arrest Patrick pre- dated the effort to locate 
him. … A fugitive cannot be picky about how 
he is run to ground. So it would be inappro-
priate to use the exclusionary rule[.] 

Id. at 545. 
While we acknowledge that Patrick’s facts and the 

legal landscape in which it was decided differ from the 
facts and legal landscape of this case, Patrick is still 
persuasive. Here, the district court found, and we 
agree, that the law enforcement officers involved in 

 
non-target devices in the target’s vicinity for the limited 
purpose of distinguishing the target device.  

Patrick, 842 F.3d at 543 (citing Department of Justice Policy 
Guidance: Use of Cell-Site Simulator Technology (Sept. 3, 2015) at 
2). 
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this case collectively had probable cause to arrest 
Hammond. See United States v. Smith, 989 F.3d 575, 
582 (7th Cir. 2021) (collective knowledge doctrine 
“permits a stop at the direction of, or based on infor-
mation relayed from, another law enforcement agen-
cy”) (citing United States v. Khan, 937 F.3d 1042, 1052 
(7th Cir. 2019)). “Police officers possess probable cause 
to arrest when the facts and circumstances within 
their knowledge and of which they have reasonably 
trustworthy information are sufficient to warrant a 
prudent person in believing that the suspect has com-
mitted an offense.” United States v. Haldorson, 941 
F.3d 284, 290–91 (7th Cir. 2019) (quoting United States 
v. Howard, 883 F.3d 703, 707 (7th Cir. 2018)). As 
summarized by the district court: 

Collectively, the officers knew that a white 
male had committed several armed robberies; 
that the gun the robber had used in the earli-
er robberies traced back to a person named 
“Rex”; that “Rex’s” phone number be- longed 
to Rex Hammond; that Rex Hammond had 
several previous convictions for armed rob-
beries; that the person described by Rex 
Hammond’s driver’s license was consistent 
with the race, height, weight, and build of the 
robber shown in the various videos; and that 
a car similar to what the videos suggested 
was the getaway car in the robberies was reg-
istered to Mr. Hammond. 

Reviewing the totality of these circumstances, we have 
no trouble agreeing with the district court that the of-
ficers had probable cause to arrest Hammond. See id. 
at 291 (analyzing probable cause under the totality of 
the circumstances). 



27a 
 

 

Although Ghiringhelli did not seek a warrant, the 
fact that officers had probable cause to arrest Ham-
mond is still relevant to the question of whether society 
is prepared to recognize Hammond’s subjective expec-
tation of privacy as “reasonable.” See Carpenter, 138 S. 
Ct. at 2217. We conclude that his expectation of priva-
cy was not reasonable in light of these facts. Cf. United 
States v. Riley, 858 F.3d 1012, 1018 (6th Cir. 2017) (per 
curiam) (holding that the use of seven hours of GPS lo-
cation data to locate a suspect for whom a valid search 
warrant had been issued was not a search “so long as 
the tracking [did] not reveal movements within the 
home (or hotel room), [did] not cross the sacred thresh-
old of the home.”) (emphasis in original). 

It is also critical to acknowledge the stakes of what 
was essentially a slow-speed car chase here: Officers 
were pursuing an individual suspected of committing 
at least five successful armed robberies and two at-
tempted armed robberies within a short period of time. 
The suspect had thus already committed several, vio-
lent felonies and was likely to do so again. Officers had 
reason to believe he was armed (he was) and likely to 
attempt another armed robbery (he intended to).8 

To conclude, we hold that Detective Ghiringhelli 
did not conduct a Fourth Amendment “search” by re-
questing the real-time CSLI of a suspect for multiple 
armed robberies, for whom officers had probable cause, 
where the officers only collected real-time CSLI for a 
matter of hours while the suspect travelled on public 
roadways, and law enforcement limited its use of the 
CSLI to the purpose of finding the armed suspect who 
they had reason to believe was likely to engage in an-

 
8 Recall that Hammond’s passenger, Latendresse told officers that 
Hammond told her that they were “going to get some money.” 
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other armed robbery. Hammond’s purported, subjective 
expectation of privacy under these circumstances is not 
one “that society is prepared to recognize as ‘reasona-
ble.’” See Katz, 389 U.S. at 361. We stress that this 
holding, like that of Carpenter, is narrow and limited to 
the particular facts of this case. 

As a result of this conclusion, none of the evidence 
stemming from Hammond’s October 31 arrest must be 
suppressed: the collection of his real-time CSLI was 
not a search; the resulting traffic stop was valid under 
Whren v. United States, 517 U.S. 806 (1996); officers 
read Hammond his Miranda rights prior to his verbal 
statements, Miranda v. Arizona, 384 U.S. 436 (1966); 
and the physical evidence recovered from the car was 
discovered pursuant to a valid search warrant, United 
States v. Clemens, 58 F.3d 318, 321 (7th Cir. 1995). 
Thus, we also find no constitutional infirmity with the 
officers’ actions after they had located Hammond (and 
Hammond does not identify any such infirmity). 

iv. Good Faith Exception 

In the alternative, although we have concluded 
that the collection of Hammond’s real-time CSLI was 
not a search, we also hold that the evidence collected as 
a result of his arrest should not be suppressed because 
law enforcement collected Hammond’s real-time CSLI 
in good faith reliance on 18 U.S.C. § 2702. See Krull, 
480 U.S. at 357 (extending Leon’s good faith exception 
to officer’s good faith reliance on a then-constitutional 
statute); Davis, 564 U.S. at 232 (extending good faith 
exception to reliance on binding circuit precedent). At 
bottom, “exclusion is not appropriate where ‘the police 
act with an objectively reasonable good-faith belief that 
their conduct is lawful.’” United States v. Kienast, 907 
F.3d 522, 527 (7th Cir. 2018), cert. denied, 139 S. Ct. 
1639 (2019) (quoting Davis, 564 U.S. at 238 (2011)); see 
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also United States v. Rainone, 816 F.3d 490 (7th Cir. 
2016). 

Section 2702(c)(4) permits telephone carriers to re-
lease records to a governmental entity, “if the provider, 
in good faith, believes that an emergency involving 
danger of death or serious physical injury to any per-
son requires disclosure without delay of information re-
lating to the emergency.” 

Here, the district court credited Detective Ghir-
inghelli’s testimony that he had a “good faith belief 
that an emergency was at hand.” 

The robber thought to be Mr. Hammond had 
entered several places the public visits to 
shop and did so with his finger on (or at least 
adjacent to) the trigger. The timing of the 
previous robberies supported at least a strong 
possibility that another robbery would occur 
soon. Detective Ghiringhelli also was troubled 
by the video in which the robber set the 
handgun on the counter to collect money; De-
tective Ghiringhelli viewed that as unsafe 
handling of a firearm, which could pose a fur-
ther risk to the public. 
Detective Ghiringhelli believed in good faith 
that a federal statute allowed him to act as he 
did, based on what he (and AT&T) believed to 
be an emergency, rather than obtaining a 
warrant. Application of an exclusionary rule 
is unnecessary under those circumstances. 
While we review the district court’s legal conclu-

sion that Detective Ghiringhelli relied in good faith on 
§ 2702 de novo, we review the district court’s factual 
findings for clear error. Edgeworth, 889 F.3d at 353. 
Given that Detective Ghiringhelli saw the suspect 
haphazardly handling his weapon, and even had his 
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finger on the trigger of the weapon upon entering the 
stores he robbed, we cannot conclude that the district 
court’s factual findings regarding a pending emergen-
cy—that there was a strong possibility of another rob-
bery and that the detective was alarmed at the sus-
pect’s handling of his weapon— were clearly erroneous. 
See Thurman, 889 F.3d at 363. 

We also agree with the district court’s legal conclu-
sion that Detective Ghiringhelli reasonably relied on 
§ 2702 of the Stored Communications Act in requesting 
Hammond’s real- time CSLI At the time of the detec-
tive’s request, Carpenter had not yet explained the Su-
preme Court’s concerns regarding the use of historical 
CSLI, let alone real-time CSLI. Indeed, although we 
had not yet opined on the issue, both the Eleventh and 
Fifth Circuits had affirmatively held that defendants 
did not have a reasonable expectation of privacy in 
their historical CSLI. See United States v. Daniels, 803 
F.3d 335, 351 (7th Cir. 2015); United States v. Davis, 
785 F.3d 498 (11th Cir. 2015) (en banc); In re United 
States for Historical Cell Site Data, 724 F.3d 600 (5th 
Cir. 2013). 

Finally, our conclusion that Detective Ghiringhelli 
reasonably relied on the statutory authority of § 2702 
is further reinforced by our decision in Patrick. There, 
we said that a suspect “wanted on probable cause” 
could not “complain about how the police learned his 
location.” 842 F.3d at 545. We further explained that 
from the defendant’s perspective, “it is all the same 
whether a paid informant, a jilted lover, police with 
binoculars, a bartender, a member of a rival gang, a 
spy trailing his car after it left his driveway, the phone 
company’s cell towers, or a device pretending to be a 
cell tower, provided the location information.” Id. (em-
phasis added). Thus, pre-Carpenter, it also would have 
been reasonable for Ghiringhelli to rely on this binding 
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circuit precedent in locating Hammond with his real-
time CSLI. See Davis, 564 U.S. at 232. 
B. Felon-in-Possession Jury Instruction 

Hammond next argues that he is entitled to a new 
trial on his conviction for being a felon in possession of 
a firearm based on the Supreme Court’s recent decision 
in Rehaif. 139 S. Ct. at 2200. “Before Rehaif, the feder-
al courts of appeals had all held that [18 U.S.C.] 
§ 922(g) required the government to prove a defendant 
knowingly possessed a firearm or ammunition, but not 
that the defendant knew he or she belonged to one of 
the prohibited classes.” United States v. Maez, 960 F.3d 
949, 953 (7th Cir. 2020) (citing United States v. Wil-
liams, 946 F.3d 968, 970 (7th Cir. 2020)). Rehaif 
“reached a different conclusion, holding that the stat-
ute requires the government to ‘show that the defend-
ant knew he possessed a firearm and also that he knew 
he had the relevant status when he possessed it.’” Id. 
(quoting Rehaif, 139 S. Ct. at 2194) (emphasis added). 

At trial, Hammond stipulated to the fact that he 
was a convicted felon at the time of his crimes under 
Old Chief v. United States, but not that he knew that 
he was a felon, as required by Rehaif. See 519 U.S. 172, 
190 (1997) (holding that the government could not offer 
evidence about the details of a defendant’s prior convic-
tion to prove the prior felony element of § 922(g) if the 
defendant offered to stipulate to the fact of his prior 
felony conviction). In addition, the jury instructions re-
flected the pre-Rehaif understanding of § 922(g)’s re-
quirements, but not Rehaif’s additional knowledge-of-
status element. After the Supreme Court decided Re-
haif in June 2019, Hammond moved the district court 
to vacate his felon-in-possession conviction and re-
quested a new trial with a jury instructed on the of-
fense as defined by Rehaif. Applying a harmless error 
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analysis, the district court denied relief. The district 
court reasoned that if it ordered a new trial, one of two 
things would occur: Either the government would in-
troduce evidence of Hammond’s five prior felonies (in-
cluding convictions for armed robbery), or (more likely) 
Hammond would stipulate to his knowledge of his felon 
status. Either way, the lack of a Rehaif-compliant in-
struction was harmless, because no reasonable jury 
would fail to convict Hammond in a second trial. 

Hammond maintains that the district court erred 
in denying his motion and insists again that he is enti-
tled to a new trial, with a jury properly instructed as to 
the post-Rehaif elements of § 922(g). 

1. Standard of Review 
To challenge the trial court’s jury instructions, 

Federal Rule of Criminal Procedure 30 requires that 
the parties object to the jury instructions “before the 
jury retires to deliberate. … Failure to object in ac-
cordance with this rule precludes appellate review, ex-
cept as permitted under Rule 52(b).” Hammond did not 
object to the § 922(g) instruction prior to the jury retir-
ing, so we review the district court’s instructions for 
plain error. See Fed. R. Crim. P. 30, 52(b); see also Ma-
ez, 960 F.3d at 956 (2020) (“Failing to raise an objec-
tion to the jury instructions before deliberations start 
precludes appellate review, except as permitted under 
Rule 52(b).”) (internal quotations omitted) (citing 
Johnson v. United States, 520 U.S. 461, 464–66 (1997) 
(applying plain error review to jury instructions ren-
dered incomplete by an intervening decision issued 
post-conviction)). 

In Maez, we considered the appropriate remedy 
(and standard of review) for three defendants, who, 
like Hammond, were convicted of violating § 922(g) 
prior to Rehaif who asked us to vacate their sentences 
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in light of Rehaif. 960 F.3d at 953. Like Hammond, 
each of the defendants stipulated to his prior convic-
tion, but the jury did not hear any evidence regarding 
any defendant’s knowledge of his felon status. Id. And 
the district court instructed the jury using the pre-
Rehaif § 922(g) elements. Id. We applied plain error 
review and upheld the Maez defendants’ convictions, as 
discussed more fully below. Hammond contends that 
his case is distinguishable from the defendants’ cases 
in Maez because, unlike the Maez defendants, the dis-
trict court had not yet sentenced him when the Su-
preme Court decided Rehaif in June 2019. (Hammond 
was tried in April 2019 and sentenced that July.) We 
see no reason to treat Hammond differently than the 
defendants in Maez. In reviewing objections to a trial 
court’s jury instructions, the critical event is not when 
the defendant’s conviction became final upon sentenc-
ing, but when the “jury retires to deliberate.” See Fed. 
R. Crim. P. 30(d). Here, Hammond did not object to the 
jury instructions before the jury retired, so we review 
for plain error only. 

Hammond resists this conclusion by cherry-picking 
a sentence from Maez in which we observed that “[i]f 
Rehaif had come down while these cases remained in 
the district courts, it would have been an abuse of dis-
cretion for a judge to refuse to consider an untimely 
challenge to the indictment based on Rehaif.” 960 F.3d 
at 957. Hammond’s reliance on this sentence is mis-
placed. Hammond lifts this quote from a section of the 
opinion dedicated to defective indictments, not jury in-
structions. But when discussing the standard of review 
for incomplete jury instructions, the opinion relies on 
Rules 30 and 52(b) and applies Rule 52(b)’s plain error 
standard. Id. at 956 (citing Johnson, 520 U.S. at 464–
66). Thus, we will review for plain error as we did in 
Maez. 
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2. Analysis 
Having concluded that plain error review applies, 

we review the district court’s instructions for “(1) ‘er-
ror,’ (2) that is ‘plain,’ and (3) that ‘affect[s] substantial 
rights.’ If all three conditions are met, an appellate 
court may then exercise its discretion to notice a for-
feited error, but only if (4) the error ‘seriously affect[s] 
the fairness, integrity, or public reputation of judicial 
proceedings.’” Maez, 960 F.3d at 956 (quoting John- 
son, 520 U.S. at 466–67; United States v. Olano, 507 
U.S. 725, 732 (1993)). 

The government concedes, and we agree, that the 
district court plainly erred in instructing the jury on 
the elements of the § 922(g) offense in light of Rehaif. 
Although we do not fault the district court for failing to 
anticipate Rehaif’s holding, “[c]urrent law governs our 
review on direct appeal, including any issues reviewed 
for plain error. This principle applies with full force 
where an intervening decision has effectively added an 
element to a crime.” Id. at 954 (citing Henderson v. 
United States, 568 U.S. 266, 276–77 (2013); Johnson, 
520 U.S. at 467–68). 

In Maez, we joined the Second Circuit in holding 
that the third prong of the plain error analysis—
whether the error affected the defendant’s substantial 
rights—must be analyzed based only on the trial rec-
ord, and not on any materials not before the jury. Id. at 
960–61 (citing United States v. Miller, 954 F.3d 551 (2d 
Cir. 2020)). 

This restriction to the jury record flows logi-
cally from the nature of a substantial-rights 
inquiry on direct review. The more abstract 
question of the defendant’s actual guilt or in-
nocence is not the issue. Rather, the appellate 
court asks what effect the error could have 
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had on the verdict in the trial actually con-
ducted. 

Id. at 961. 
Here, the trial record is light on whether Ham-

mond subjectively knew of his felon status. Some jurors 
could certainly conclude that someone who had been 
convicted of a felony, as stipulated by Hammond, 
would know they were convicted of a felony. The only 
other evidence supporting this inference was that 
Hammond bought his weapons from Forsythe. Argua-
bly, these purchases indicate that Hammond was try-
ing to avoid the inquiries that a licensed gun dealer 
would have made, because he knew he was unable to 
legally possess a gun. 

Even if Hammond has satisfied the first three 
prongs of the plain error analysis, however, we “re-
tain[] discretion to leave an error uncorrected.” Id. at 
962 (citing Olano, 507 U.S. at 735). “A court should ex-
ercise its discretion at the fourth prong only if ‘the er-
ror seriously affects the fairness, integrity or public 
reputation of judicial proceedings.’” Id. (quoting Olano, 
507 U.S. at 736). “In sum, we have broad discretion 
under prong four to leave even plain errors uncorrected 
where we have no doubt as to the ultimate result of 
further proceedings.” Id. at 963. At this stage of the 
analysis, our discretion “implies some power to look 
beyond the trial record to assess an error’s effect.” Id. 
(citing Miller, 954 F.3d at 559– 60). Still, “we confine 
our inquiry to the trial records and a narrow category 
of highly reliable information outside the trial records: 
the defendants’ prior offenses and sentences served in 
prison, as reflected in undisputed portions of their 
PSRs [Pre-Sentence Investigation Reports].” Id. And, 
“if we are confident that the error in the jury instruc-
tions does not create a miscarriage of justice, we may 
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decline to exercise our discretion to remand for a new 
trial.” United States v. Pulliam, 973 F.3d 775, 781 (7th 
Cir. 2020). 

Here, Hammond had several prior felony convic-
tions, including other armed robberies, for which he re-
ceived decades-long sentences. As in Maez, “[t]here is 
no doubt that a jury permitted to hear such evidence 
would find [the defendant] knew his felon status.” Ma-
ez, 960 F.3d at 966, see also United States v. Mancillas, 
789 F. App’x 549, 550 (7th Cir. 2020) (describing nine 
prior felonies as “a number [of felonies] that itself ren-
ders a lack of awareness all but impossible.”). Accord-
ingly, the incomplete § 922(g) instruction did not result 
in a miscarriage of justice, and we exercise our discre-
tion not to correct the district court’s unknowing error. 
C. Hobbs Act Robbery and Crimes of Violence 

under 18 U.S.C. § 924(c) 
Third, Hammond asks the Court to reverse his 

convictions for brandishing a firearm during a crime of 
violence under 18 U.S.C. § 924(c), because he main-
tains that Hobbs Act robbery is not a crime of violence 
under the statutory definition. Hammond raises this 
argument for this first time on appeal, so we review on-
ly for plain error. Fed. R. Crim. P. 52(b); United States 
v. Wehrle, 985 F.3d 549, 556 (7th Cir. 2021). 

Beginning with the statute, § 924(c) imposes a 
mandatory minimum sentence of five years in prison 
on “any person who, during and in relation to any 
crime of violence … for which the person may be prose-
cuted in a court of the United States, uses or carries a 
firearm, or who, in furtherance of any such crime, pos-
sesses a firearm.” 18 U.S.C. § 924(c)(1)(A)(i). “[I]f the 
firearm is brandished,” the defendant is subject to a 
mandatory minimum term of seven years in prison. Id. 
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at § 924(c)(1)(A)(ii). The critical inquiry is therefore 
what constitutes a “crime of violence.” 

For purposes of this subsection the term 
“crime of violence” means an offense that is a 
felony and— 
(A)  has as an element the use, attempted use, 
or threatened use of physical force against the 
person or property of another, or 
(B)  that by its nature, involves a substantial 
risk that physical force against the person or 
property of another may be used in the course 
of committing the offense. 

Id. at § 924(c)(3)(A)–(B). Courts refer to subsection A 
as the “elements clause,” while subsection B is the “re-
sidual clause.” See United States v. Davis, 139 S. Ct. 
2319, 2324 (2019). 

Hammond acknowledges that we previously decid-
ed that Hobbs Act robbery, under 18 U.S.C. § 1951, is a 
crime of violence under the elements clause of § 924(c), 
but he urges us to revisit the issue in light of recent 
Supreme Court precedent invalidating related criminal 
statutes, including the residual clause of § 924(c). 

Hammond’s challenge comes on the heels of a trilo-
gy of recent Supreme Court decisions that have cast 
aside “residual clauses” in federal criminal statutes: In 
Johnson v. United States, 135 S. Ct. 2551 (2015), the 
Court invalidated another provision of 18 U.S.C. § 924, 
specifically, subsection (e)(2)(B)(ii) of the Armed Career 
Criminal Act. That subsection defined “violent felonies” 
to include crimes involving “conduct” presenting “a se-
rious potential risk of physical in- jury to another.” The 
Court reasoned that the “indeterminacy of the wide-
ranging inquiry required by the residual clause [of 
§ 924(e)(2)(B)(ii)] both denies fair notice to defendants 
and invites arbitrary enforcement by judges. Increas-
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ing a defendant’s sentence under the clause denies due 
process of law.” Id. at 2557. The Court stayed this 
course in 2018 in holding that the statutory definition 
of a “crime of violence” under 18 U.S.C. § 169 was simi-
larly unconstitutionally vague so as to deny a criminal 
defendant due process. See Sessions v. Dimaya, 138 S. 
Ct. 1204 (2018). Finally, in 2019, the Court struck 
down the residual clause of the statute at issue here, 
§ 924(c)(3)(B), as unconstitutionally vague. See Davis, 
139 S. Ct. at 2336. Critically, Davis attacked the con-
stitutionality of this subsection’s residual clause, but it 
left the elements clause, § 924(c)(3)(A), intact. 

Based on Johnson, Dimaya, and Davis, Hammond 
urges this Court to find that Hobbs Act robbery is not a 
crime of violence under the elements clause, 
§ 924(c)(3)(A). Hammond reasons that “Hobbs Act rob-
bery can be committed by causing fear of future injury 
to property,” but fear of future injury to property does 
not require the use or threat of any physical force as 
required by the elements clause. 

We squarely decided this issue in United States v. 
Anglin in holding that Hobbs Act robbery is a “‘crime of 
violence’ within the meaning of” the elements clause of 
§ 924(c)(3)(A). 846 F.3d 954, 965 (7th Cir. 2017) (sen-
tence vacated by 138 S. Ct. 126 (Mem.) on other 

 
9 The term “crime of violence” means – 

 (a) an offense that has as an element the use, attempted use, 
or threatened use of physical force against the person or proper-
ty of another, or 

 (b) any other offense that is a felony and that, by its nature, 
involves a substantial risk that physical force against the per-
son or property of another may be used in the course of commit-
ting the offense. 

18 U.S.CA. § 16. 
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grounds; conviction confirmed as valid post-remand 
from the Supreme Court in 704 F. App’x 596 (Mem.)). 
“In so holding, we join[ed] the unbroken consensus of 
other circuits to have resolved this question.” Id. (em-
phasis added) (collecting cases). 

We reviewed this same question again in Rivera 
and reached the same conclusion: “[O]ne cannot com-
mit Hobbs Act robbery without using or threatening 
force.” United States v. Rivera, 847 F.3d 847, 849 
(2017); see also United States v. Brown, 973 F.3d 667, 
697 (7th Cir. 2020) (rejecting argument that Hobbs Act 
robbery is not a crime of violence). And, in a non-
precedential order in 2019, we characterized an argu-
ment that Hobbs Act robbery is not a crime of violence 
(the argument Hammond makes here) as “frivolous” 
given that “we have confirmed that a Hobbs Act rob-
bery is a crime of violence under the still-valid ‘ele-
ments clause’ of § 924(c).” United States v. Fox, 783 F. 
App’x 630, 632 (7th Cir. 2019). 

Moreover, this Court and our sister courts have 
consistently held that Davis’s invalidation of the resid-
ual clause of § 924(c) did not affect the continued con-
stitutionality of the elements clause. See United States 
v. Thomas, 933 F.3d 685, 695, n.5 (7th Cir. 2019) (“The 
Supreme Court has now invalidated subparagraph 
(B)—the residual clause—as unconstitutionally vague. 
That decision does not affect this case. The bank-
robbery count is covered by subparagraph (A).”); see al-
so United States v. Dixon, 799 F. App’x 308, 309 (5th 
Cir. 2020) (“Davis held that the residual clause is un-
constitutionally vague, but the elements clause re-
mains intact.”); United States v. Kayarath, 822 F. 
App’x 786, 790 (10th Cir. 2020) (“In sum, [this court 
has] held [that] Hobbs Act robbery satisfies § 924(c)’s 
elements clause and is thus categorically a crime of vio-
lence for purposes of that provision. [The defendant’s] 
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arguments challenging this holding have been consist-
ently rejected, and the Supreme Court’s decision in 
Davis, on which [the defendant] relied for authoriza-
tion to commence this proceeding, does not call it into 
question.”); Levatte v. United States, 805 F. App’x 658, 
660 (11th Cir. 2020). 

We decline Hammond’s invitation to revisit our de-
cisions in Anglin, Rivera, and Brown. Hammond has 
not presented any new arguments regarding the con-
tinued validity of the elements clause of § 924(c) and 
its inclusion of Hobbs Act robbery in the definition of a 
“crime of violence” that would warrant departing from 
our precedents and the unanimous conclusion of our 
sister circuits. Accordingly, the district court did not 
err in putting Hammond’s § 924(c) charges to the jury 
and sentencing him accordingly when the jury found 
Hammond guilty of both counts. 
D. The Career Offender Enhancement of the 

Sentencing Guidelines 
Finally, Hammond disputes the district court’s 

adoption of the presentence investigation report 
(“PSR”), to the extent that it classified him as a career 
offender under United States Sentencing Guideline § 
4B1.1, for committing the instant offense of Hobbs Act 
robbery and two prior violent felony offenses. 

Section 4B1.1 classifies a defendant as a “career of-
fender” if: 

(1) the defendant was at least eighteen years 
old at the time the defendant committed the 
instant offense of conviction; (2) the instant 
offense of conviction is a felony that is either a 
crime of violence or a controlled substance of-
fense; and (3) the defendant has at least two 
prior felony convictions of either a crime of vi-
olence or a controlled substance offense. 
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U.S.S.G. § 4B1.1(a). If a defendant is so classified, the 
Guidelines assign substantially elevated offense levels 
to the defendant. In this case, without the career of-
fender enhancement, Hammond’s offense level was 34. 
This would have resulted in a Guidelines range of 235 
to 293 months in prison, based on his category V crim-
inal history. But because the probation officer found 
Hammond qualified for the career offender enhance-
ment under § 4B1.1 (and he did not accept responsibil-
ity for his crimes under § 3E1.1), he was subject to a 
Guidelines recommended range of 360 months to life 
in prison. 

Hammond contends that the district court erred as 
a matter of law in accepting the probation officer’s ap-
plication of the career offender enhancement to his 
case, because Hobbs Act robbery cannot be a crime of 
violence under § 4B1.2(a). Section 4B1.2(a) defines a 
“crime of violence” as: 

[A]ny offense under federal or state law, pun-
ishable by imprisonment for a term exceeding 
one year that— 
(1) has as an element the use, attempted use, 
or threatened use of physical force against the 
person of another, or 
(2) is murder, voluntary manslaughter, kid-
napping, aggravated assault, a forcible sex of-
fense, robbery, arson, extortion, or the use or 
unlawful possession of a firearm described in 
26 U.S.C. § 5845(a) or explosive material as 
defined in 18 U.S.C. § 841(c). 

U.S.S.G. § 4B1.2(a). Subsection (1) is referred to as 
the “use of force” clause; subsection (2) is referred to 
as the “enumerated offenses” clause. Here, the gov-
ernment concedes that Hobbs Act robbery does not 
qualify under the Guidelines’ use of force clause. So, 
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Hammond turns to the enumerated offenses clause 
and argues that Hobbs Act robbery criminalizes 
more conduct than generic robbery or extortion do, 
so, under the categorical approach, Hobbs Act rob-
bery does not qualify as a crime of violence under 
the enumerated offenses clause either. See United 
States v. Maxwell, 823 F.3d 1057, 1060 (7th Cir. 
2016) (applying the categorical approach to deter-
mine whether the defendant’s prior conviction quali-
fied as a crime of violence under § 4B1.1). 

We recently joined four of our sister circuits in de-
ciding that Hobbs Act robbery cannot be the predicate 
crime of violence for § 4B1.1’s career offender en-
hancement. See Bridges v. United States, 991 F.3d 793 
(7th Cir. 2021); see also United States v. Eason, 953 
F.3d 1184 (11th Cir. 2020); United States v. Rodriguez, 
770 F. App’x 18 (3d Cir. 2019), cert. denied, 140 S. Ct. 
843 (2020); United States v. Camp, 903 F.3d 594 (6th 
Cir. 2018), cert. denied, 139 S. Ct. 845 (2019); United 
States v. O’Connor, 874 F.3d 1147 (10th Cir. 2017). 

Here, the Defendant forfeited this argument by 
failing to bring the question before the district court in 
the first instance. On plain error review, we find that 
the district court’s sentence was not impacted by the 
Guidelines, and we therefore affirm Hammond’s sen-
tence. 

1. Forfeiture and Waiver 
Hammond acknowledges that he did not raise this 

argument below and asks us to review his sentence, 
and the district court’s application of the Guidelines’ 
career offender enhancement, for plain error. The gov-
ernment counters that Hammond waived the argu-
ment, extinguishing all appellate review. 



43a 
 

 

“Waiver is the intentional relinquishment of a 
known right. … Forfeiture is the failure to timely as-
sert a right.” United States v. Jaimes-Jaimes, 406 F.3d 
845, 847 (7th Cir. 2005). The line between waiver and 
forfeiture can be “blurry.” United States v. Young, 908 
F.3d 241, 246 (7th Cir. 2018). To waive an argument on 
appeal, a defendant must have had some strategic rea-
son for waiving the argument in the trial court. See, 
e.g., United States v. Jenkins, 772 F.3d 1092, 1096 (7th 
Cir. 2014). “[T]he waiver principle is construed liberal-
ly in favor of the defendant” and this court is “cautious 
about interpreting a defendant’s behavior as intention-
al relinquishment.” United States v. Barnes, 883 F.3d 
955, 957 (7th Cir. 2018). Accordingly, we have required 
something more than just a defendant’s failure to ob-
ject to some part of the PSR to find that the defendant 
waived an argument on appeal. See Young, 908 F.3d at 
246–47 (finding waiver where trial counsel had “em-
phasized repeatedly … [that he] made a strategic deci-
sion to stipulate to fraudulent conduct”); Barnes, 883 
F.3d at 958 (finding waiver where the defendant “had a 
targeted strategy [whereby he] focused exclusively on 
his criminal history category and raised a single objec-
tion to it.”); United States v. Fuentes, 858 F.3d 1119, 
1121 (7th Cir. 2017) (finding waiver where the defend-
ant “explicitly agreed to the [sentencing] enhancement 
in his written plea agreement”). 

Here, Hammond’s trial counsel lodged several ob-
jections to the PSR, including to various sentencing 
enhancements for Hammond’s use of a firearm. In his 
sentencing memorandum, Hammond recognized the 
powerful impact of Hammond’s classification as a ca-
reer offender under § 4B1.1 of the Sentencing Guide-
lines—counsel acknowledged that even if the court 
were to agree “with all of his sentence enhancement ob-
jections, it would not likely change the outcome of his 
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sentence because he qualifies as a Career Offender un-
der U.S.S.G. § 4B1.1.” Yet counsel did not object to the 
career offender classification and stated at the sentenc-
ing hearing that he had made all of his objections. 

Keeping in mind that “[t]he touchstone of waiver is 
a knowing and intentional decision,” Jaimes-Jaimes, 
406 F.3d at 848, defense counsel’s sentencing memo-
randum and his exchange with the district court do not 
support a finding that trial counsel intentionally 
waived Hammond’s career offender argument. Trial 
counsel’s conduct does not reveal a strategy, or intent, 
for waiving the § 4B1.1 objection. To the contrary, trial 
counsel’s acknowledgement that all of his other objec-
tions would not impact Hammond’s Guidelines range 
in the face of the § 4B1.1 enhancement demonstrates 
that he had no strategy for failing to object to that par-
ticular enhancement. “We can conceive of no reason 
why [the defendant] would have intentionally relin-
quished an objection certain to result in a lower sen-
tencing range, nor has the government offered one.” 
Jenkins, 772 F.3d at 1096. “If the government cannot 
proffer any strategic justification for a defendant’s 
omission, we will presume an inadvertent forfeiture ra-
ther than an intentional relinquishment.” United 
States v. Robinson, 964 F.3d 632, 642 (7th Cir. 2020) 
(quoting United States v. Moody, 915 F.3d 425, 429 
(7th Cir. 2019)). Finally, it is worth noting that we only 
recognized that Hammond’s argument that Hobbs Act 
robbery is not a crime of violence under the Guide- 
lines as “not frivolous” as of July 1, 2019, just fourteen 
days before Hammond’s sentencing. See United States 
v. Tyler, 780 F. App’x 360, 363 (7th Cir. 2019). For 
these reasons, we conclude that Hammond  forfeited, 
rather  than  waived,  his § 4B1.1 argument. 
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2. Plain Error Analysis 
“Normally we review a district court’s application 

of the Sentencing Guidelines de novo.” United States v. 
Garrett, 528 F.3d 525, 527 (7th Cir. 2008) (citing Unit-
ed States v. Samuels, 521 F.3d 804, 815 (7th Cir. 
2008)). But because Hammond forfeited his argument 
by failing to raise it before the district court, we review 
for plain error. Id. 

As noted above, the district court commits plain er-
ror when there is “(1) an error or defect, (2) that is 
clear or obvious  (3) affecting the defendant’s substan-
tial rights (4) and seriously impugning the fairness, in-
tegrity, or public reputation of judicial proceedings.” 
United States v. Goodwin, 717 F.3d 511, 518 (7th Cir. 
2013). “We have repeatedly held that ‘a sentencing 
based on an incorrect Guidelines range constitutes 
plain error and warrants a remand for resentencing, 
unless we have reason to believe that the error in no 
way affected the district court’s selection of a particu-
lar sentence.’” Jenkins, 772 F.3d at 1097 (quoting Unit-
ed States v. Love, 706 F.3d 832, 841 (7th Cir. 2013)). 
Ordinarily, we presume that “the improperly calculat-
ed Guidelines range influenced the judge’s choice of 
sentence,” and therefore affected the defendant’s sub-
stantial rights. United States v. McGuire, 835 F.3d 756, 
760 (7th Cir. 2016) (quoting United States v. Adams, 
746 F.3d 734, 743 (7th Cir. 2014)). However, this “pre-
sumption can be overcome” when the sentencing judge 
makes clear that it did not rely on the Guidelines in 
fashioning its sentence. See id.; see also Molina-
Martinez v. United States, 136 S. Ct. 1338, 1346–47 
(2016) (“The record in a case may show, for example, 
that the district court thought the sentence it chose 
was appropriate irrespective of the Guidelines range. 
Judges may find that some cases merit a detailed ex-
planation of the reasons the selected sentence is ap-
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propriate. And that explanation could make it clear 
that the judge based the sentence he or she selected on 
factors independent of the Guidelines.”); United States 
v. Garrett, 528 F.3d 525, 527 (7th Cir. 2008) (“A sen-
tence based on an incorrect Guideline range constitutes 
an error affecting substantial rights and can thus con-
stitute plain error, which requires us to remand unless 
we have reason to believe that the error did not affect 
the district court’s selection of a particular sentence.”) 
(emphasis added) (citing United States v. Wallace, 32 
F.3d 1171, 1174 (7th Cir. 1994)). 

Regardless of  the  district  court’s  error  in  apply-
ing the § 4B1.1 enhancement to Hammond, we are 
convinced that the Guidelines range did not affect the 
district court’s sentence. In imposing Hammond’s sen-
tence, the district court observed that Hammond had 
effectively served a ten-year sentence on his most re-
cent Indiana conviction for armed robbery. The district 
court reasoned that “[g]iven Mr. Hammond’s past 
armed robberies, no robbery sentence of less than 10 
years in this case for any of the robberies would be rea-
sonable.” After committing his first robbery, “he kept 
going,” so the court thought that “allowing incremental 
increases for each of the later robberies, when that’s 
taken into account, a 10-year sentence on Count 1 [for 
the October 6 robbery] is enough but not greater than 
necessary to satisfy the purposes of the sentencing 
statute.” The court therefore continued to assign in-
crementally increasing sentences for the October 7, 9, 
25, and 27 robberies, culminating in an 18-year sen-
tence for the final robbery. 

Beyond the Hobbs Act counts, Hammond’s convic-
tion of two counts of brandishing a firearm during a 
crime of violence each carried a mandatory minimum 
sentence of seven years in prison. And Hammond’s fel-
on-in-possession conviction carried a mandatory mini-
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mum sentence of fifteen years in prison. The court de-
clined defense counsel’s request to run those sentences 
concurrently to his sentence for the robbery charges, 
and instead imposed the 29-year sentence for the 
weapons charges to run consecutively to the 18 years it 
im- posed for the robbery charges. 

In explaining this sentence, the district court une-
quivocally stated that it would have imposed the same 
sentence regardless of the recommended Guidelines 
range: 

I did arrive at this sentence solely by consid-
ering the seriousness and impact of the 
crimes of conviction and Mr. Hammond’s prior 
crimes. I calculated the Guideline recommen-
dation, as I‘m required to do, but ultimately 
did not use it in determining this sentence. 
So, I can say, as the Government requested, 
that I would impose the same sentence even if 
the Guideline calculation produced a different 
recommendation[.] 
Beyond simply stating that the court would have 

imposed the same sentence regardless of the Guide-
lines, the district court’s explanation of how it fash-
ioned its sentence illustrates that the court did not, in 
fact, rely on the Guidelines. Indeed, the district court 
could not have been any clearer that its calculation of 
the appropriate sentence did not depend on the Guide-
lines range but was instead based on the seriousness of 
his current and past crimes, Hammond’s danger to the 
community, and the lack of deterrence that prior, 
shorter sentences had had on Hammond. Thus, the 
sentencing court did not just pay lip service to the no-
tion that it would impose the same sentence regardless 
of the Guidelines, it calculated its sentence without the 
aid of the Guidelines. We therefore have “reason to be-
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lieve that the error in no way affected the district 
court’s selection of a particular sentence” and affirm 
Hammond’s sentence. Jenkins, 772 F.3d at 1097. 

III. Conclusion 

In light of the foregoing, Hammond’s conviction 
and sentence are 

AFFIRMED. 
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APPENDIX B 
 

UNITED STATES DISTRICT COURT  
NORTHERN DISTRICT OF INDIANA  

SOUTH BEND DIVISION 
 

UNITED STATES ) 
 OF AMERICA   ) 
        ) 
 vs.      ) Cause No. 3:18-cr-5 RLM-MGG 
        ) 
REX HAMMOND  ) 

 
OPINION AND ORDER 

Defendant Rex Hammond moves to suppress cer-
tain evidence in connection to his January 10, 2018 in-
dictment and subsequent arrest. Mr. Hammond is 
charged with five counts of violating the Hobbs Act, 18 
U.S.C. § 1951, two counts of using, carrying and bran-
dishing a firearm during the commission of a crime in 
violation of 18 U.S.C. § 924(c), and one count of being a 
convicted felon in possession of a firearm in violation of 
18 U.S.C. § 922(g). The indictment alleges that these 
violations occurred during multiple robberies of Indi-
ana and Michigan gas stations and at least one liquor 
store. A hearing on Mr. Hammond’s motion to suppress 
was held on October 9, 2018. For the following reasons, 
the court denies Mr. Hammond’s motion. 

I. Background 
Between October 6 and 10, 2018, armed robberies 

were committed at convenience stores in the Indiana 
towns of Logansport, Peru, and Auburn, and in the 
Michigan towns of Portage and Kalamazoo. In each in-
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stance, the robber had roughly the same build, wore 
roughly the same clothes, took roughly the same ac-
tions, and carried a handgun that was unusual because 
it was tan. Agent Andrew Badowski of the Bureau of 
Alcohol, Tobacco and Firearms called a meeting in 
Coldwater, Michigan of law enforcement officers who 
were investigating those robberies. After viewing the 
surveillance videos, the officers concluded that a single 
robber had committed all of the crimes. They also 
viewed surveillance videos from nearby businesses and 
saw what they thought might be the getaway vehicle (a 
light-colored mid-sized American car) and a person 
who they thought might have been the robber without 
his mask. 

Each of the attending officers resumed their inves-
tigations. On the same day as the Coldwater meeting, 
a convenience store was robbed at gunpoint in Decatur, 
Indiana; another armed robbery took place two days 
later at a Logansport liquor store. Those robberies bore 
the hallmarks of the robberies discussed at the 
Coldwater law enforcement meeting. 

Agent Badowski undertook the tracing of the fire-
arm. During the Kalamazoo robbery, the perpetrator 
had set the handgun on the counter to collect money, 
and the cashier knocked the gun onto the cashier side 
of the counter; the robber fled with the money but 
without the gun. Agent Badowski traced the gun’s se-
rial number to the last federally licensed dealer to have 
it, and worked from purchaser to purchaser until, on 
October 28, he spoke with a man who said he had sold 
the gun to a man he knew only as “Rex” and was able 
to provide “Rex’s” phone number. Agent Badowski 
passed that information on to Indiana State Police De-
tective Jacob Quick the next day, Sunday, October 29. 
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Detective Quick asked an Auburn police officer to 
run the number through a program (“Whooster”) to ob-
tain the name identified with it, and learned the num-
ber was assigned to a Rex Hammond. Detective Quick 
accessed motor vehicle records and got copies of Rex 
Hammond’s most recent driver’s license, and the regis-
tration for a light-colored Chrysler Concorde that the 
officers thought might have been the getaway car. The 
photograph, height and weight on Rex Hammond’s 
driver’s license was consistent with what the officers 
had seen in the videos. Detective Quick sent the infor-
mation around to the other investigators. 

Kalamazoo Police Detective Cory Ghiringhelli was 
one of the investigators who received the information 
from Detective Quick. On Monday, October 30, Detec-
tive Ghiringhelli learned from the internet that Mr. 
Hammond’s phone number was associated with AT&T, 
so he asked AT&T to “ping” the phone – meaning to 
identify the phone’s location. Detective Ghiringhelli 
didn’t have a warrant, but asked AT&T to provide the 
pinging service on the basis of an exigency: the robber 
had been entering places of business with his finger on 
or just adjacent to the trigger of a handgun, had han-
dled the handgun unsafely in the Kalamazoo robbery 
when he laid it on the counter, and had committed an 
armed robbery two days before and two days before 
that, suggesting the next armed robbery might be im-
minent. AT&T agreed to provide the service. AT&T 
started “pinging” Mr. Hammond’s phone at about 6:00 
p.m. AT&T would report the phone’s location every 15 
minutes. 

Detective Ghiringhelli notified Detective Quick 
that the “ping” showed Mr. Hammond’s phone first in, 
then moving away from, Elkhart. Detective Quick and 
Auburn police detective Stacy Sexton set out in sepa-
rate unmarked vehicles to track Mr. Hammond’s 
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phone. After getting to South Bend, they saw Mr. 
Hammond’s car headed southbound and pursued it, 
radioing for assistance as they did. Given the time of 
night and the frequency of the robberies, Detective 
Quick believed that Mr. Hammond was going to com-
mit another one that night. Mr. Hammond turned off 
the highway in Marshall County (about 35 miles into 
the pursuit) and Detective Sexton reported that Mr. 
Hammond had realized he was being followed. Detec-
tive Quick radioed other officers that they had lost Mr. 
Hammond. 

Later that evening, Patrolman Ryan Hollopeter of 
the Marshall County Police reported seeing the car and 
that he was going to stop it. By the time Detective 
Quick arrived, Mr. Hammond’s car was parked with 
several Marshall County Police cars behind it. Mr. 
Hammond was ordered out of the car. Logansport Po-
lice Detective Tyler Preston, who had been traveling 
toward the reported pings arrived, told everyone on the 
scene that his county’s prosecutor had issued an “ar-
rest on sight” order with respect to Mr. Hammond. Mr. 
Hammond was taken to jail, and Detective Preston ar-
rived the next day with an arrest warrant for Mr. 
Hammond on the two Logansport robberies. 

Police found a gun, masks, grocery bags (the robber 
had a grocery bag attached to his wrist to collect the 
money) and other items of evidentiary value. 

On January 10, 2018, the United States Attorney’s 
office applied for a warrant under 18 U.S.C. §2703(d) 
for phone records from September 6 through October 
31, 2017. Magistrate Judge Michael Gotsch Sr. issued 
the warrant. 
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II. Discussion 
A. Evidence gathered from warrantless search 
Mr. Hammond moved to suppress everything that 

flows from the “ping” information obtained from AT&T, 
including the items found in his car after his arrest. He 
also moved to suppress information acquired through 
the 2018 warrant for phone records. Mr. Hammond’s 
argument is based on Carpenter v. United States, 138 
S. Ct. 2206, 2221 (2018), in which the Supreme Court 
held that the Fourth Amendment requires a warrant 
for police to get certain cell phone information. See also 
Utah v. Strieff, 136 S. Ct. 2056 (the Constitution pro-
tects against unreasonable searches and seizures). Mr. 
Hammond contends that the historic data and “ping” 
information obtained by Detective Ghiringhelli is in-
admissible because it violates the constitutional protec-
tions guaranteed to him by the Fourth Amendment. 
Mr. Hammond further argues that searches stemming 
from the use of this data are “fruit from the poisonous 
tree” and so should also be suppressed. Nardone v. 
United States, 308 U.S. 338, 341 (1939); Silverthorne 
Lumber Co. v. United States, 251 U.S. 385, 392 (1920). 

The government doesn’t dispute Mr. Hammond’s 
argument that Carpenter v. United States applies to 
real time or “ping” data, as well as historical data. The 
government concedes that in light of Carpenter v. Unit-
ed States, a search warrant should have been acquired 
before accessing the “ping” information, but points to 
United States v. Curtis, 901 F.3d 846 (7th Cir. 2018), in 
which the court of appeals held that a warrantless ac-
quisition of the phone information can be admissible 
under the “good-faith” exception to the warrant re-
quirement. In Curtis, the government conducted a 
search via court order pursuant to the Stored Commu-
nications Act. United States v. Curtis, 901 F.3d at 847-
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848. Detective Ghiringhelli’s October 30 request to 
AT&T for “ping information” was also made pursuant 
to the Stored Communications Act, specifically 18 
U.S.C. § 2702(c)(4): 

(c) Exceptions for disclosure of customer rec-
ords. -- A provider described in subsection (a) 
may divulge a record or other information 
pertaining to a subscriber to or customer of 
such service (not including the contents of 
communications covered by subsection (a)(1) 
or (a)(2)) -- 

* * * 
(4) to a governmental entity, if the provider, in 
good faith, believes that an emergency involving 
danger of death or serious physical injury to any 
person requires disclosure without delay of infor-
mation relating to the emergency … 
Resolution of this issue is straightforward: if Mr. 

Hammond’s phone data was collected in a good-faith 
reliance on the Stored Communications Act, the evi-
dence needn’t be suppressed. United States v. Curtis, 
901 F.3d at 847-848. Detective Ghiringhelli requested 
Mr. Hammond’s historical phone data and “ping” in-
formation believing that there were exigent circum-
stances to do so. AT&T, an entity familiar with these 
types of requests, also made the determination that 
circumstances warranted the release of the phone data. 
Detective Ghiringhelli had a good faith belief that an 
emergency was at hand. The robber thought to be Mr. 
Hammond had entered several places the public visits 
to shop and did so with his finger on (or at least adja-
cent to) the trigger. The timing of the previous rob-
beries supported at least a strong possibility that an-
other robbery would occur soon. Detective Ghiringhelli 
also was troubled by the video in which the robber set 
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the handgun on the counter to collect money; Detective 
Ghiringhelli viewed that as unsafe handling of a fire-
arm, which could pose a further risk to the public. 

Mr. Hammond argues that no emergency existed 
because Detective Ghiringhelli had plenty of time to 
get a warrant. But a warrant wouldn’t have addressed 
the emergency, because it wouldn’t have located Mr. 
Hammond. Given Detective Ghiringhelli’s belief that 
there was a strong possibility that Mr. Hammond 
would endanger the public soon by engaging in another 
armed robbery, finding Mr. Hammond was just as im-
portant as arresting him. The information Detective 
Ghiringhelli acquired from AT&T filled that purpose. 

“Whether the exigent circumstances exception jus-
tifies warrantless action is judged by an objective 
standard: we ask whether it was reasonable for the po-
lice officers on the scene to believe, considering the cir-
cumstances they faced, that there was a compelling 
need to act and no time to obtain a warrant.” Sutter-
field v. City of Milwaukee, 751 F.3d 542, 557 (7th Cir. 
2014) (citing Mich. v. Tyler, 436 U.S. 499, 509 (1978)). 
Detective Ghiringhelli reasonably thought that he, 
other officers, and the public faced a compelling need to 
act without a warrant. A willingness to use a weapon 
can be one such circumstance that can compel exigen-
cy. United States v. Daws, 711 F.3d 725, 728 (citing Es-
tate of Bing v. City of Whitehall, 456 F.3d 555, 564 (6th 
Cir. 2006)). In United States v. Daws, the court found 
that officers reasonably believed that exigent circum-
stances existed to obtain a warrantless search when 
the defendant had committed armed robbery while 
brandishing a firearm. 711 F.3d at 728. The exigent 
circumstances exception isn’t limited to physical 
searches; it applies to all types of searches and seizures 
under the Fourth Amendment, including searches of 
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phone data. United States v. Banks, 884 F.3d 998, 
1011-1012 (10th Cir. 2018). 

Detective Ghiringhelli believed in good faith that a 
federal statute allowed him to act as he did, based on 
what he (and AT&T) believed to be an emergency, ra-
ther than obtaining a warrant. Application of an exclu-
sionary rule is unnecessary under those circumstances. 
See United States v. Curtis, 901 F.3d at 849. According-
ly, the court needn’t address the parties’ arguments 
about whether the eventual stop of Mr. Hammond’s car 
was sufficiently attenuated from the unconstitutional 
use of the “ping” information; because of the good faith 
exception to the warrant requirement, the “ping” in-
formation wasn’t illegally obtained. 

B. Indiana State Law 
Mr. Hammond also contends that officers failed to 

comply with Ind. Code § 35-33-5-12 which requires a 
court order to obtain certain phone data. The statute 
has a built in exigent circumstances exception analo-
gous to the Fourth Amendment jurisprudence dis-
cussed above. It is also a general view that in federal 
courts, “[v]iolations of state law do not justify suppres-
sion in federal prosecutions. United States v. Castetter, 
865 F.3d 977, 978-979 (7th Cir. 2016) (“federal courts 
do not use the exclusionary rule to enforce state-law 
doctrines.”). 

C. The Government’s 18 U.S.C. § 2703(d) warrant 
Mr. Hammond also contends that the government’s 

application for the January search warrant under 18 
U.S.C. § 2703(d) was defective, but he bases that ar-
gument on the application’s having contained infor-
mation the government obtained through the “ping” 
request. Because there was nothing unlawful about the 
“ping” request, Mr. Hammond’s challenge to the Janu-
ary warrant can’t succeed, either. 
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D. Traffic Stop 

Mr. Hammond argues that evidence seized in con-
nection with his traffic stop should be suppressed. He 
contends that the only way the stop could have been ef-
fectuated is via the information provided by Detective 
Ghiringhelli’s warrantless search. Generally, if their 
officers have an “articulable and reasonable suspicion” 
that a traffic violation was or did occur, a stop is prop-
er. United States v. Rodriguez-Escalera, 884 F.3d 661, 
667–668 (7th Cir. 2018) (quoting Delaware v. Prouse, 
440 U.S. 648, 663 (1979)). 

Once Marshall County Sheriff deputies found Mr. 
Hammond, they took him into custody without a war-
rant. They had probable cause to do so, even apart 
from the “arrest on sight” directive from Logansport. 
When evaluating whether law enforcement officers 
have probable cause to arrest, the knowledge of all the 
information is attributed to each of the officers. United 
States v. Nafzger, 974 F.2d 906, 911 (7th Cir. 1992); 
United States v. Williams, 672 F.3d 247, 252 (7th Cir. 
2008) (“[t]here is no Fourth Amendment violation if the 
knowledge of the officer directing the stop, search, or 
arrest – or the collective knowledge of the agency for 
which he works – is sufficient to constitute probable 
cause.”). In United States v. Williams a federal drug 
enforcement agent requested local police to stop a vehi-
cle even though the local police officer had no 
knowledge of the facts on which the underlying proba-
ble cause was based on. United States v. Williams, 672 
F.3d at 253. Collectively, the officers knew that a white 
male had committed several armed robberies; that the 
10 gun the robber had used in the earlier robberies 
traced back to a person named “Rex”; that “Rex’s” 
phone number belonged to Rex Hammond; that Rex 
Hammond had several previous convictions for armed 
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robberies; that the person described by Rex Ham-
mond’s driver’s license was consistent with the race, 
height, weight, and build of the robber shown in the 
various videos; and that a car similar to what the vide-
os suggested was the getaway car in the robberies was 
registered to Mr. Hammond. Collectively, the officers 
had probable cause to arrest Mr. Hammond. 

But why, Mr. Hammond asks, didn’t they have a 
warrant for his arrest by the time they stopped him? 
Virtually all the information giving rise to probable 
cause was known to the various officers before noon on 
October 30, leaving ample time to obtain a warrant. As 
already discussed, the officers and detectives had prob-
able cause to arrest Mr. Hammond for at least some of 
the robberies. “[P]olice officers may constitutionally ar-
rest an individual in a public place (e.g., outside) with-
out a warrant, if they have probable cause.” Haney v. 
City of Chicago, 702 F.3d 916, 924 (7th Cir. 2012); 
quoting Sparing v. Village of Olympia Fields, 266 F.3d 
684, 688 (7th Cir.2001). They already had the authori-
ty to arrest Mr. Hammond; their time was best spent 
finding him so they could do so. 

Even assuming arguendo that the court did not 
find that probable cause existed, this case presents an 
example of a classic Terry stop. Terry v. Ohio, 392 U.S. 
1, 88 S. Ct. 1868, 20 L. Ed. 2d 889 (1968); Jewett v. An-
ders, 521 F.3d 818, 823-24 (7th Cir. 2008). In Terry v. 
Ohio the Supreme Court “considered whether an inves-
tigatory stop (temporary detention) and frisk (patdown 
for weapons) may be conducted without violating the 
Fourth Amendment’s ban on unreasonable searches 
and seizures.” Arizona v. Johnson, 555 U.S. 323, 326, 
129 S. Ct. 781, 172 L. Ed. 2d 694 (2009) (discussing 
Terry v. Ohio). If the officer “reasonably suspects rea-
sonably suspects that the person apprehended is com-
mitting or has committed a criminal offense” then the 
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investigatory stop does not violate the Fourth Amend-
ment. Arizona v. Johnson, 555 U.S. at 326-327; Huff v. 
Reichert, 744 F.3d 999, 1009 (7th Cir. 2014); Courts 
will engage in a “fact-specific inquiry” that considers 
the “totality of the circumstances” to determine if rea-
sonable suspicion existed for the investigatory stop. 
United States v. Tinnie, 629 F.3d 749, 751 (7th Cir. 
2011). 

Before officers pulled Mr. Hammond over, they 
were informed that he was a suspect in several alleged 
robberies. Police dispatch alerted on-duty officers of 
Mr. Hammond’s potential presence in the area as well 
as specific information about Mr. Hammond, his vehi-
cle, and the circumstances surrounding the robberies. 
Police dispatch information can support an officer’s 
finding of reasonable suspicion. D.Z. v. Buell, 796 F.3d 
749, 754 (7th Cir. 2015); United States v. Ford, 872 
F.3d 412, 415 (7th Cir. 2017) (department email alert). 
Officers following Mr. Hammond confirmed his license 
plate and were instructed by police detectives seeking 
Mr. Hammond that he should be arrested if pulled 
over. These detectives even arrived onsite soon after 
the traffic stop was made and directed that Mr. Ham-
mond should be taken into custody based on various 
active police investigations. Considering the totality of 
these facts, the officers who stopped and detained Mr. 
Hammond had reasonable suspicion to believe he was 
sought in connection with the robberies he is now al-
leged to have committed. United States v. Tinnie, 629 
F.3d at 751; Arizona v. Johnson, 555 U.S. at 326-327. 

Considering the court’s probable cause determina-
tion and its alternative reasonable suspicion finding, 
there is no basis for suppression of the events of Octo-
ber 30 and early October 31 or of the items found in the 
car Mr. Hammond was driving. 
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III. Conclusion 
For the reasons stated above, the court DENIES 

Mr. Hammond’s motion to suppress. [Doc. No. 30]. 
SO ORDERED 
 
ENTERED: October 24, 2018  
 

/s/ Robert L. Miller, Jr.    
Judge, United States District Court 
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ORDER 
On consideration of the petition for panel rehearing 

and petition for rehearing en banc, no judge in regular 
active service has requested a vote on the motion for 
rehearing en banc1 and the judges on the original panel 
have voted to deny rehearing. It is, therefore, OR-
DERED that the petition for panel rehearing and peti-
tion for rehearing en banc is DENIED. 

 
1 Circuit Judges Thomas L. Kirsch II and Candace Jack-
son‐Akiwumi did not participate in the consideration of this peti-
tion for rehearing en banc. 
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APPENDIX D 
 

RELEVANT CONSTITUTIONAL AND 
STATUTORY PROVISIONS  

The Fourth Amendment to the United States Con-
stitution provides: 

The right of the people to be secure in their 
persons, houses, papers, and effects, against 
unreasonable searches and seizures, shall not 
be violated, and no Warrants shall issue, but 
upon probable cause, supported by Oath or af-
firmation, and particularly describing the place 
to be searched, and the persons or things to be 
seized. 

The Stored Communications Act, 18 U.S.C. 2702(c), 
provides in relevant part: 

(c) Exceptions for disclosure of customer rec-
ords.--A provider described in subsection (a) 
may divulge a record or other information per-
taining to a subscriber to or customer of such 
service * * * 

(1) as otherwise authorized in section 2703; 

* * * 

(4) to a governmental entity, if the provider, 
in good faith, believes that an emergency in-
volving danger of death or serious physical in-
jury to any person requires disclosure without 
delay of information relating to the emergen-
cy[.] 

 The Stored Communications Act, 18 U.S.C. 2703, 
provides in relevant part: 

(c) Records concerning electronic communica-
tion service or remote computing service.--(1) A 



64a 
 

 

governmental entity may require a provider of 
electronic communication service or remote 
computing service to disclose a record or other 
information pertaining to a subscriber to or 
customer of such service (not including the 
contents of communications) only when the 
governmental entity-- 

(A) obtains a warrant issued using the proce-
dures described in the Federal Rules of Crimi-
nal Procedure (or, in the case of a State court, 
issued using State warrant procedures and, in 
the case of a court-martial or other proceeding 
under chapter 47 of title 10 (the Uniform Code 
of Military Justice), issued under section 846 of 
that title, in accordance with regulations pre-
scribed by the President) by a court of compe-
tent jurisdiction; 

(B) obtains a court order for such disclosure 
under subsection (d) of this section;  

* * * * 

(d) Requirements for court order.--A court or-
der for disclosure under subsection (b) or (c) 
may be issued by any court that is a court of 
competent jurisdiction and shall issue only if 
the governmental entity offers specific and ar-
ticulable facts showing that there are reasona-
ble grounds to believe that the contents of a 
wire or electronic communication, or the rec-
ords or other information sought, are relevant 
and material to an ongoing criminal investiga-
tion. * * * * 

(e) No cause of action against a provider dis-
closing information under this chapter.--No 
cause of action shall lie in any court against 
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any provider of wire or electronic communica-
tion service, its officers, employees, agents, or 
other specified persons for providing infor-
mation, facilities, or assistance in accordance 
with the terms of a court order, warrant, sub-
poena, statutory authorization, or certification 
under this chapter. 
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