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Before LOURIE, O’MALLEY, and STOLL, Circuit 
Judges.  STOLL, Circuit Judge. 

SRI International, Inc. appeals the United States 
District Court for the District of Delaware’s denial of 
its motion to reinstate the jury’s willfulness verdict and 
to reinstate the district court’s award of enhanced 
damages.  Cisco Systems, Inc. cross-appeals the district 
court’s award of attorney fees and expenses.  Because 
substantial evidence supports the jury’s finding of will-
ful infringement, we reverse the district court’s denial 
of SRI’s motion to reinstate the willfulness verdict.  
Having restored the jury’s willfulness finding, we also 
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restore the district court’s award of enhanced damages.  
Finally, we affirm the district court’s award of attorney 
fees. 

BACKGROUND 

This is the second appeal in this case.  SRI filed suit 
in the District of Delaware alleging that Cisco infringed 
certain claims of U.S. Patent Nos. 6,711,615 and 
6,484,203 (the “asserted patents”).  The ’615 patent is 
titled “Network Surveillance” and is a continuation of 
the ’203 patent, which is titled “Hierarchical Event 
Monitoring and Analysis.”  A jury trial was held on va-
lidity, infringement, willful infringement, and damages.  
See SRI Int’l, Inc. v. Cisco Sys., Inc. (SRI I), 254 
F. Supp. 3d 680 (D. Del. 2017).  The jury found that the 
accused Cisco products infringed certain claims of the 
asserted patents and awarded a 3.5% reasonable royal-
ty for a total of $23,660,000 in compensatory damages.  
The jury also found that Cisco’s infringement was will-
ful. 

After trial, Cisco moved for judgment as a matter 
of law (JMOL) of no willful infringement and SRI 
moved for attorney fees and enhanced damages.  Re-
garding the jury’s willfulness finding, the district court 
determined that substantial evidence—including that 
certain Cisco employees did not read the asserted pa-
tents until their depositions, that Cisco designed the 
products in an infringing manner, and that Cisco in-
structed its customers to use those products in an in-
fringing manner—supported the jury’s willfulness find-
ing.  Id. at 716-17. 

The district court also awarded SRI attorney fees 
and costs.  Id. at 723.  The district court noted that 
“Cisco pursued litigation about as aggressively as the 
court has seen in its judicial experience” and that this 
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litigation strategy “created a substantial amount of 
work for both SRI and the court, much of which work 
was needlessly repetitive or irrelevant or frivolous.”  
Id. at 722-23 (footnotes omitted).  In awarding fees, the 
district court also took into account “the fact that the 
jury found that Cisco’s infringement was willful.”  Id. at 
723. 

With respect to enhancement of damages based on 
the jury’s willfulness finding, the district court doubled 
the damages award.  Id. at 723-24.  The district court 
explained that enhancement was appropriate “given 
Cisco’s litigation conduct, its status as the world’s larg-
est networking company, its apparent disdain for SRI 
and its business model, and the fact that Cisco lost on 
all issues during summary judgment and trial, despite 
its formidable efforts to the contrary.”  Id. at 723. 

Cisco appealed the district court’s denial of JMOL 
of no willful infringement and its grant of enhanced 
damages and attorney fees.  We vacated and remanded 
on each of those issues.  See SRI Int’l, Inc. v. Cisco Sys, 
Inc. (SRI II), 930 F.3d 1295, 1312 (Fed. Cir. 2019).  
First, we held that the jury’s verdict of willful in-
fringement before May 8, 2012 was not supported by 
substantial evidence because it was undisputed that 
Cisco did not know of SRI’s patents until after that 
date.  Id. at 1309-10.  We stated that for the time period 
prior to May 8, 2012, “the record is insufficient to estab-
lish that Cisco’s conduct rose to the level of wanton, 
malicious, and bad-faith behavior required for willful 
infringement.”  Id. at 1309.  We also criticized the evi-
dence the district court identified as supporting the ju-
ry’s willfulness verdict.  For example, we explained 
that “it was unremarkable” that two Cisco employees 
identified in the appellate record merely as engineers 
did not review the patents until their depositions.  Id.  
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We vacated the district court’s denial of JMOL of no 
willful infringement and remanded the case to the dis-
trict court to decide in the first instance whether the 
jury’s finding of willful infringement after May 8, 2012 
(the date Cisco received notice) was supported by sub-
stantial evidence.  Id.  We likewise vacated the district 
court’s enhanced damages award because it was predi-
cated on the finding of willful infringement.  In addi-
tion, we vacated the award of attorney fees because it 
was partly based on the finding of willful infringement. 

On remand, the district court reasonably read our 
opinion to require a more stringent standard for willful 
infringement than our other cases suggest—conduct 
rising to “the level of wanton, malicious, and bad-faith 
behavior.”  SRI Int’l, Inc. v. Cisco Sys., Inc. (SRI III), 
Civil Action No. 13-1534-RGA, 2020 WL 1285915, at 
*1 (D. Del. Mar. 18, 2020).  Based on this standard, the 
district court in SRI III held that substantial evidence 
did not support the jury verdict of willful infringement 
after May 8, 2012. 

The district court in SRI III also reviewed the jury 
instructions on willful infringement, which neither par-
ty ever challenged on appeal.  The instructions directed 
the jury to consider whether Cisco “acted despite a 
high likelihood that [its] actions infringed a valid and 
enforceable patent.”  Id. at *2.  The jury was further 
instructed that, if it answered this question affirmative-
ly, it should also determine whether Cisco “actually 
knew or should have known that its actions constituted 
an unjustifiably high risk of infringement of a valid and 
enforceable patent.”  Id.  To determine whether Cisco 
had this state of mind, the jury was instructed to con-
sider the following factors: 



5a 

 

One, whether or not defendant acted in accord-
ance with the standards of commerce for its in-
dustry. 

Two, whether or not defendant intentionally 
copied a product of plaintiff’s that is covered by 
the patents-in-suit. 

Three, whether or not there is a reasonable ba-
sis to believe that defendant did not infringe or 
had a reasonable defense to infringement. 

Four, whether or not defendant made a good-
faith effort to avoid infringing the patents-in-
suit, for example, whether defendant attempt-
ed to design around the patents-in-suit. 

And, five, whether or not defendant tried to 
cover up its infringement. 

Id. at *2-3. 

Regarding attorney fees, the district court noted 
that even though it removed the willfulness finding it 
had partially relied on in awarding fees, there was nev-
ertheless sufficient reason to maintain the fees award.  
Id. at *4.  It again found the case “exceptional” and ac-
cordingly granted the renewed motion for attorney fees 
and expenses.  Id. at *5. 

SRI appeals the district court’s JMOL of no willful 
infringement and the denial of its motion to reinstate 
the jury’s willfulness verdict and to reinstate the dis-
trict court’s award of enhanced damages.  Cisco cross-
appeals the district court’s award of attorney fees.  We 
have jurisdiction under 28 U.S.C. § 1295(a)(1). 

DISCUSSION 

We review a grant of JMOL of no willfulness under 
the same standard as the district court, for substantial 
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evidence.  Johns Hopkins Univ. v. CellPro, Inc., 152 
F.3d 1342, 1354, 1363 (Fed. Cir. 1998); MobileMedia 
Ideas LLC v. Apple Inc., 780 F.3d 1159, 1164 (Fed. Cir. 
2015) (citing Pitts v. Delaware, 646 F.3d 151, 155 (3d 
Cir. 2011)).  We review a district court’s decision re-
garding the amount of enhanced damages for an abuse 
of discretion.  Halo Elecs., Inc. v. Pulse Elecs., Inc., 136 
S. Ct. 1923, 1934 (2016).  Likewise, we review an award 
of attorney fees pursuant to 35 U.S.C. § 285 for an 
abuse of discretion.  Highmark Inc. v. Allcare Health 
Mgmt. Sys., Inc., 572 U.S. 559, 564 (2014). 

I 
A 

In SRI II, we held that there was no willful in-
fringement as a matter of law before Cisco had notice 
on May 8, 2012.  We did not decide whether substantial 
evidence supported the jury verdict of willful infringe-
ment after May 8, 2012.  Rather, we remanded for the 
district court to determine this issue in the first in-
stance.  We now hold that that substantial evidence 
supports the jury’s finding of willful infringement after 
May 8, 2012.  We do not disturb SRI II’s holding that 
there was no willful infringement before May 8, 2012. 

First, we presume, as we must, that consistent 
with the jury instructions, the jury found that Cisco 
had no reasonable basis to believe that it did not in-
fringe or that it had a reasonable defense to infringe-
ment.1  See SSL Servs., LLC v. Citrix Sys., Inc., 769 

 
1 See jury instructions, supra.  The jury was instructed under 

the Seagate willful infringement standard, which required both (1) 
“clear and convincing evidence that the infringer acted despite an 
objectively high likelihood that its actions constituted infringe-
ment of a valid patent” and (2) that “this objectively-defined risk 
… was either known or so obvious that it should have been 



7a 

 

F.3d 1073, 1082 (Fed. Cir. 2014) (generally, “[w]e pre-
sume that the jury resolved the underlying factual dis-
putes in favor of the verdict and review those factual 
findings for substantial evidence” (citing Kinetic Con-
cepts, Inc. v. Smith & Nephew, Inc., 688 F.3d 1342, 
1356-57 (Fed. Cir. 2012))). 

SRI presented evidence that Cisco’s invalidity de-
fenses were unreasonable.  Cisco’s only assertion of in-
validity over the prior art was based on anticipation by 
a reference that was twice considered and twice reject-
ed by the Patent Office.  See SRI I, 254 F. Supp. 3d at 
722 n.52.  SRI’s expert testified that this reference was 
lacking a key limitation of the claims—the requirement 
for multiple network monitors.  Moreover, Cisco’s ex-
pert had not even seen (let alone distinguished) the Pa-
tent Office’s prior analysis rejecting this same prior art 
during the reexamination of the asserted patents be-
fore that expert opined that this prior art anticipated 
the claims. 

SRI also presented evidence to the jury that Cisco 
did not have any reasonable basis for non-infringement.  
For example, as its only non-infringement argument for 
one of two sets of product groupings, Cisco maintained 
throughout trial that the claims required separate mon-
itors, which its products did not have.  Id. at 722.  SRI 
countered that this non-infringement defense was un-

 
known.”  In re Seagate Tech., LLC, 497 F.3d 1360, 1371 (Fed. Cir. 
2007).  Since that decision, the Supreme Court issued Halo Elec-
tronics, Inc. v. Pulse Electronics., Inc., 136 S. Ct. 1923 (2016), 
which rejected the objective recklessness requirement.  Because 
Halo did not disturb the substantive standard for subjective will-
fulness, we have held that we may review the jury’s verdict for 
substantial evidence under that standard.  See Arctic Cat Inc. v. 
Bombardier Recreational Prods. Inc., 876 F.3d 1350, 1371 (Fed. 
Cir. 2017). 
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tethered to the district court’s claim construction of a 
“network monitor,” which expressed no such require-
ment.  See J.A. 22228 (Trial Tr. 1934:13-21) (stating that 
“during the entire time that Cisco was putting on its 
infringement case … you never once saw the Court’s 
construction of network monitor hit the screen, not 
once”).  In SRI I, the district court noted this discon-
nect, explaining that although the court “had explained 
that ‘[t]he claim language and the parties’ constructions 
do not require that the “network monitor” and “hierar-
chical monitor” be separate structures’ [], Cisco main-
tained throughout trial that separate monitors were 
required.”  254 F. Supp. 3d at 722 (first alteration in 
original). 

Likewise, as its only non-infringement argument 
for the second set of product groupings, Cisco asserted 
that while the claims require that the products corre-
late events, its products process events one at a time, 
i.e., they do not correlate events.  At trial, SRI pre-
sented directly contradictory evidence.  For example, 
SRI identified an internal Cisco document that shows a 
“Meta Event Generator” plainly depicting a hierar-
chical arrangement of monitors correlating multiple 
events.  J.A. 38708.  Cisco’s own technical witness simi-
larly acknowledged that this “Meta Event Generator” 
functions to correlate events.  J.A. 21813 (Trial Tr. 
1519:3-5) (“Meta is specialized to combine events into a 
bigger event.”).  Further combined with testimony 
from SRI’s expert that the accused products correlate 
events, Cisco-customer testimony that Cisco’s product 
correlates events, and third-party testing confirming 
the same, the jury had a reasonable basis to believe 
that Cisco did not have any reasonable defenses to in-
fringement. 
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In addition, the jury found that Cisco induced in-
fringement of the asserted claims, and Cisco does not 
challenge that finding on appeal.  See SRI I, 254 F. 
Supp. 3d at 700.  As explained in SRI I, the court in-
structed the jury that “Defendant is liable for active 
inducement only if plaintiff proves by a preponderance 
of the evidence” that, among other things, (1) “Defend-
ant took some action intending to encourage or instruct 
its customers to perform acts that you, the jury, find 
would directly infringe”; and (2) “Defendant was aware 
of the asserted patents at the time of the alleged con-
duct and knew that its customer’s acts (if taken) would 
constitute infringement of an asserted patent.”  Id. at 
719 (emphasis omitted).  Based on these unchallenged 
jury instructions, we may presume that the jury found 
that Cisco knew of the patent, took action to encourage 
its customers to infringe, and knew that its customers 
actions (if taken) would infringe.  Such unchallenged 
findings may support a jury’s finding of willful in-
fringement. 

To be clear, a finding of induced infringement does 
not compel a finding of willfulness.  Indeed, the stand-
ard required for willful infringement is different than 
that required for induced infringement.  Nonetheless, 
in this case, the jury’s unchallenged findings on induced 
infringement, when combined with Cisco’s lack of rea-
sonable bases for its infringement and invalidity de-
fenses, provide sufficient support for the jury’s finding 
of willful infringement for the period after May 8, 2012, 
when Cisco had notice of the patent. 

Finally, we address the district court’s statement in 
SRI III that the Federal Circuit “made clear that the 
standard for willfulness” applicable on remand is 
“whether ‘Cisco’s conduct rose to the level of wanton, 
malicious, and bad-faith behavior required for willful 
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infringement.’” SRI III, 2020 WL 1285915, at *1 (quot-
ing SRI II, 930 F.3d at 1309).  The district court also 
noted that “the Court of Appeals is not entirely con-
sistent in its use of adjectives to describe what is re-
quired for willfulness.”  SRI III, 2020 WL 1285915, at 
*1 n.1.  To eliminate the confusion created by our refer-
ence to the language “wanton, malicious, and bad-faith” 
in Halo, we clarify that it was not our intent to create a 
heightened requirement for willful infringement.  In-
deed, that sentence from Halo refers to “conduct war-
ranting enhanced damages,” not conduct warranting a 
finding of willfulness.  Halo, 136 S. Ct. at 1932 (“The 
sort of conduct warranting enhanced damages has been 
variously described in our cases as willful, wanton, ma-
licious, bad-faith, deliberate, consciously wrongful, fla-
grant, or—indeed—characteristic of a pirate.”)  As we 
said in Eko Brands, “[u]nder Halo, the concept of ‘will-
fulness’ requires a jury to find no more than deliberate 
or intentional infringement.”  Eko Brands, LLC v. 
Adrian Rivera Maynez Enters., Inc., 946 F.3d 1367, 
1378 (Fed. Cir. 2020) (citing Halo, 136 S. Ct. at 1933). 

Under the proper test for willfulness, and consider-
ing the presumed jury findings above, we conclude that 
substantial evidence supports the jury’s willful in-
fringement finding.  We thus reverse the district 
court’s JMOL of no willful infringement and reinstate 
the jury verdict of willful infringement. 

B 

We next turn to SRI’s request to reinstate the 
award of enhanced damages.  Although willfulness is a 
component of enhancement, “an award of enhanced 
damages does not necessarily flow from a willfulness 
finding.”  Presidio Components, Inc. v. Am. Tech. Ce-
ramics Corp., 875 F.3d 1369, 1382 (Fed. Cir. 2017) (first 
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citing Halo, 136 S. Ct. at 1932; and then citing WBIP, 
LLC v. Kohler Co., 829 F.3d 1317, 1341 n.13 (Fed. Cir. 
2016)).  Discretion remains with the district court to 
determine whether the conduct is sufficiently egregious 
to warrant enhanced damages.  WBIP, 829 F.3d at 1341 
n.13; Halo, 136 S. Ct. at 1934 (“Section 284 gives dis-
trict courts discretion in meting out enhanced damag-
es.”).  We review the district court’s decision to award 
enhanced damages for an abuse of discretion.  Halo, 136 
S. Ct. at 1934.  Thus, a decision of enhancement cannot 
stand if “it was based on a clear error of fact, an error 
of law, or a manifest error of judgment.”  Va. Panel 
Corp. v. MAC Panel Co., 133 F.3d 860, 867 (Fed. Cir. 
1997) (quoting Nat’l Presto Indus., Inc. v. W. Bend Co., 
76 F.3d 1185, 1193 (Fed. Cir. 1996)); see Halo, 136 S. Ct. 
at 1934 (“That standard allows for review of district 
court decisions informed by ‘the considerations we have 
identified.’”  (quoting Octane Fitness, LLC v. ICON 
Health & Fitness, Inc., 572 U.S. 545, 554 (2014))). 

In this case, the district court in SRI I awarded 
double damages.  The district court explained that en-
hanced damages were appropriate “given Cisco’s litiga-
tion conduct, its status as the world’s largest network-
ing company, its apparent disdain for SRI and its busi-
ness model, and the fact that Cisco lost on all issues 
during summary judgment and trial, despite its formi-
dable efforts to the contrary.”  SRI I, 254 F. Supp. 3d at 
723-24.  In doing so, the district court appropriately 
considered the factors laid out in Read Corp. v. Portec, 
Inc., including at least “the infringer’s behavior as a 
party to the litigation,” the infringer’s “size and finan-
cial condition,” the infringer’s “motivation for harm,” 
and the “[c]loseness of the case.”  970 F.2d 816, 826-27 
(Fed. Cir. 1992), abrogated in part on other grounds by 
Markman v. Westview Instruments, Inc., 517 U.S. 370, 
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116 (1996); see SRI I, 254 F. Supp. 3d. at 721.  We dis-
cern no clearly erroneous factual findings, erroneous 
conclusions of law, or a clear error of judgment amount-
ing to an abuse of discretion.  We also conclude that va-
cating and remanding for the district court to decide 
the issue anew would serve little purpose given that 
the district court in SRI I already properly considered 
this issue.2  

We are unpersuaded by Cisco’s arguments that 
SRI forfeited its right to enhanced damages by failing 
to challenge the district court’s assessment of en-
hancement in SRI III.  Notably, the district court in 
SRI III did not conduct an analysis of enhancement be-
cause it entered JMOL of no willful infringement.  
Though the court stated that it “will deny the motion to 
amend the willfulness judgment and award enhanced 
damages,” that sentence must be read in context of the 
entire opinion.  SRI III, 2020 WL 1285915, at *4.  The 
district court began its analysis by pointing to what it 
believed was the standard for willfulness.  Id. at *1.  It 
then conducted its assessment of willfulness, repeated-
ly mentioning the jury’s willfulness verdict and SRI’s 
arguments with regard to willfulness; not once did the 
district court discuss enhancement in this assessment.  
Only after determining that substantial evidence did 

 
2 It may seem inappropriate to reinstate the enhancement 

award in SRI I when we held in SRI II that the willfulness finding 
should have been limited to willfulness after May 8, 2012.  But nei-
ther party makes this argument and for good reason.  The parties 
informed this court for the first time in this appeal that the district 
court’s award of double damages in SRI I applied only to damages 
for infringing activity after notice was given to Cisco, i.e., after 
May 8, 2012.  The jury did not award any pre-notice damages to 
SRI because it was only instructed to award damages after May 8, 
2012. 
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not support the jury verdict of willful infringement did 
the district court also, without analysis, deny enhanced 
damages.  It is thus clear to us that the district court in 
SRI III denied the motion to reinstate the award of en-
hanced damages only because it denied the motion to 
reinstate the jury’s willfulness finding.  Because we re-
instate the jury’s willfulness verdict, we likewise re-
store the district court’s award of double damages in 
SRI I. 

II 

We next turn to Cisco’s cross-appeal challenging 
the district court’s grant of SRI’s motion for attorney 
fees.  Under 35 U.S.C. § 285, a “court in exceptional 
cases may award reasonable attorney fees to the pre-
vailing party.”  An “exceptional” case is “one that 
stands out from others with respect to the substantive 
strength of a party’s litigating position (considering 
both the governing law and the facts of the case) or the 
unreasonable manner in which the case was litigated.”  
Octane Fitness, 572 U.S. at 554.  We review a district 
court’s grant or denial of attorney fees for an abuse of 
discretion.  See Highmark, 572 U.S. at 564; Bayer 
CropScience AG v. Dow AgroSciences LLC, 851 F.3d 
1302, 1306 (Fed. Cir. 2017).  A district court abuses its 
discretion when it “base[s] its ruling on an erroneous 
view of the law or on a clearly erroneous assessment of 
the evidence.”  Rothschild Connected Devices Innova-
tions, LLC v. Guardian Prot. Servs., Inc., 858 F.3d 
1383, 1387 (Fed. Cir. 2017) (alteration in original) (quot-
ing Highmark, 572 U.S. at 563 n.2). 

As we explained in SRI II, we see no error in the 
district court’s determination that this was an excep-
tional case.  930 F.3d at 1310-11.  The district court’s 
initial findings remain persuasive: 
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There can be no doubt from even a cursory re-
view of the record that Cisco pursued litigation 
about as aggressively as the court has seen in 
its judicial experience.  While defending a client 
aggressively is understandable, if not laudable, 
in the case at bar, Cisco crossed the line in sev-
eral regards. 

SRI I, 254 F. Supp. 3d at 722.  Moreover, the district 
court’s initial decision explained that “Cisco’s litigation 
strategies … created a substantial amount of work for 
both SRI and the court, much of which work was need-
lessly repetitive or irrelevant or frivolous.”  Id. at 723 
(footnotes omitted).  Indeed, the district court conduct-
ed a thorough inventory of Cisco’s aggressive tactics, 
including maintaining nineteen invalidity theories until 
the eve of trial but ultimately presenting only two at 
trial, presenting weak non-infringement theories that 
were contrary to the district court’s claim construction 
ruling and Cisco’s own internal documents, exhaustive 
summary judgment and sanction efforts, over-
designation of deposition testimony for trial, and as-
serting “every line of defense post-trial.”  Id. at 722-23.  
We nonetheless vacated because the district court re-
lied in part on the fact that the jury found that Cisco’s 
infringement was willful in its determination to award 
attorney fees. 

Here, the district court reconsidered attorney fees 
in the absence of a willfulness finding, and again found 
this case to be “exceptional,” justifying a full award of 
attorney fees.  SRI III, 2020 WL 1285915, at *4-5.  Up-
on reconsideration, the district court explained that 
“Cisco’s entire case was weak, yet it pursued the case 
aggressively and in an unreasonable manner anyway.”  
Id. at *5.  We see no abuse of discretion by the district 
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court in this regard and affirm its award of attorney 
fees. 

CONCLUSION 

We have considered the parties’ remaining argu-
ments and find them unpersuasive.  For the foregoing 
reasons, we affirm the district court’s grant of attorney 
fees, reverse the district court’s JMOL of no willful in-
fringement, reinstate the jury’s finding of willfulness, 
and reinstate the award of enhanced damages. 

AFFIRMED-IN-PART AND REVERSED-IN-PART 

COSTS 

No costs. 
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APPENDIX B 

IN THE UNITED STATES DISTRICT COURT 
FOR THE DISTRICT OF DELAWARE 

 
Civil Action No. 13-1534-RGA 

 

SRI INTERNATIONAL, INC., 
Plaintiff, 

v. 

CISCO SYSTEMS, INC., 
Defendant. 

 
MEMORANDUM 

 

The Court of Appeals for the Federal Circuit va-
cated and remanded this Court’s “denial of Cisco’s re-
newed motion for judgment as a matter of law that Cis-
co did not willfully infringe the asserted claim,” and va-
cated and remanded the “awards of enhanced damages 
and attorneys’ fees.”  SRI Int’l, Inc. v. Cisco Systems, 
Inc., 930 F.3d 1295, 1312 (Fed. Cir. 2019) (“FCDec”).  
The Court of Appeals further held, “We leave it to the 
district court to decide in the first instance whether the 
jury’s presumed finding of willful infringement after 
May 8, 2012 is supported by substantial evidence.  In so 
doing, the court should bear in mind the standard for 
willful infringement, as well as the above analysis re-
garding SRI’s evidence of willfulness.”  Id. at 1310 
(footnote omitted). 

The case is now assigned to me.  Plaintiff moved (1) 
to amend the willfulness judgment and award enhanced 
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damages, and (2) for attorney’s fees.  (D.I. 427,428).  
The motions have been fully briefed, and they were 
orally argued on February 18, 2020. 

The Court of Appeals made clear that the standard 
for willfulness that it wanted this Court to apply was 
whether “Cisco’s conduct rose to the level of wanton, 
malicious, and bad faith behavior required for willful 
infringement.”  FCDec at 1309.1 

In the original briefing on the renewed motion for 
judgment as a matter of law that Cisco did not willfully 

 
1 As a side note, the Court of Appeals is not entirely con-

sistent in its use of adjectives to describe what is required for will-
fulness.  For example, in Eko Brands, LLC v. Adrian Rivera 
Maynez Enterprises, Inc., 946 F.3d 1367, 1378 (Fed. Cir. 2020), the 
Court of Appeals described what was required as being “no more 
than deliberate or intentional infringement.”  I note, as did SRI at 
oral argument, that indirect infringement, which was found in this 
case and is not now challenged, required the jury to find that Cisco 
“knew that its customer’s acts (if taken) would constitute in-
fringement of an asserted patent, or [that Cisco] believed there 
was a high probability that the acts (if taken) would constitute in-
fringement of an asserted patent but deliberately avoided confirm-
ing that belief,” SRI Int’l, Inc. v. Cisco Systems, Inc., 254 
F.Supp.3d 680, 701 (D.Del. 2017), or that “defendant knew that the 
accused product would be used in a manner infringing the patents-
in-suit.”  Id. at 703.  If the standard for willfulness is deliberate or 
intentional, it is hard to see how a finding of indirect infringement 
would not usually be enough for willfulness.  For what it is worth, 
I think that when the Supreme Court stated, “The sort of conduct 
warranting enhanced damages has been variously described in our 
cases as willful, wanton, malicious, bad-faith, deliberate, conscious-
ly wrongful, flagrant, or—indeed—characteristic of a pirate,” Halo 
Elecs., Inc. v. Pulse Elecs., Inc., 136 S.Ct. 1923, 1932 (2016), the 
Court did not purport to be approving the lowest common denomi-
nator—deliberate—as being sufficient for enhanced damages.  
“Deliberate,” used in its ordinary sense, which I take to be “care-
fully thought out,” is not a synonym for, nor akin to, the other ad-
jectives used in that string. 
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infringe, SRI made exactly two points in support of the 
willfulness verdict.  They were:  (1) Cisco designed the 
products in an infringing manner and instructed its cus-
tomers to use them in an infringing manner, and (2) 
Cisco did not analyze infringement and its “knowledge-
able witnesses” did not read the SRI patents.  (D.I. 370 
at 27-28; see also D.I. 354 at 5-7 (to the same effect, and 
further noting that Cisco did not investigate the in-
fringement allegations)).  In this Court’s opinion deny-
ing the renewed motion, the Court specifically agreed 
with SRI’s arguments:  “[K]ey Cisco employees did not 
read the patents-in-suit until their depositions. ...  Cisco 
designed the products and services in an infringing 
manner and ... Cisco instructed its customers to use the 
products and services in an infringing manner.”  SRI 
Int’l, Inc. v. Cisco Systems, Inc., 254 F.Supp.3d 680, 717 
(D.Del. 2017) (“DelDec”).  The Court of Appeals specifi-
cally rejected both bases for denying the renewed mo-
tion.  FCDec at 1308-09.  The Court noted that the “key 
witnesses” were engineers, not lawyers, and that “it 
was unremarkable that the engineers—as opposed to 
Cisco’s in-house counsel or outside counsel—did not an-
alyze the patents-in-suit themselves.”  Id. at 1309.  As 
to the other rationale, the Court of Appeals held that 
the evidence “is nothing more than proof that Cisco di-
rectly infringed and induced others to infringe the pa-
tents-in-suit.”  Id. SRI’s briefing in the Court of Ap-
peals apparently raised other evidence in support of the 
willfulness verdict, and the Court of Appeals rejected 
those other arguments.  In doing so, the Court of Ap-
peals noted, “Cisco’s decision not to seek an advice-of-
counsel defense is legally irrelevant under 35 U.S.C. 
§ 298.” Id.  In the context of the opinion, I think this is a 
reference to SRI’s argument that the “key engineers” 
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did not look at the asserted patents until well into the 
litigation. 

Thus, the reasons advanced by this Court for deny-
ing the renewed motion have all been rejected.  The 
reasons advanced by SRI in the Court of Appeals were 
rejected.  Has the post-remand briefing raised anything 
new? 

I went back to SRI’s closing argument.  Here’s 
what SRI argued to the jury about willfulness.  

All right.  Last thing in the case-in-chief 
part here is willfulness.  I’m just going to tell 
you what the legal standard is.  Okay?  This is 
the last issue on the verdict form, willfulness, 
and this is sort of what the flavor of infringe-
ment is. 

Did Cisco act recklessly?  And it has to be 
proved by clear and convincing evidence.  It’s a 
high burden.  We agree.  Did they act reckless-
ly by clear and convincing evidence?  Two-part 
test. 

Number one, did they act despite a high 
likelihood that their actions infringed a valid 
and enforceable patent?  And, second, did they 
know, or should they have known that their ac-
tions put them in an unjustifiably high risk?  
That’s a test. 

And the evidence happily we already 
looked at in the context of inducement, so I 
don’t have to run through it again.  The notice 
letter, and then the testimony of Mr. Roesch, 
it’s all the same content.  Testimony of Mr. 
Kasper.  Okay?  And it is very similar concep-
tually to that mental state requirement for in-
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ducement, and we think it satisfies the stand-
ard for willfulness.  That’s up to you.  Okay? 

(D.I. 400 at 46-47). 

I went back to the jury instruction on willfulness 
given at trial.  The jury was instructed: 

Willfulness requires you to determine that 
defendant acted recklessly.  To prove that de-
fendant acted recklessly, plaintiff must prove 
two things by clear and convincing evidence. 

The first part of the testimony is objective: 
Plaintiff must persuade you that defendant act-
ed despite a high likelihood that defendant’s ac-
tions infringed a valid and enforceable patent.  
In making this determination, you may not con-
sider defendant’s state of mind.  Legitimate or 
credible defenses to infringement, even if not 
ultimately successful, demonstrate a lack of 
recklessness. 

Only if you conclude that the defendant’s 
conduct was reckless do you need to consider 
the second part of the test.  The second part of 
the test does depend on defendant’s state of 
mind.  Plaintiff must persuade you that defend-
ant actually knew or should have known that 
its actions constituted an unjustifiably high risk 
of infringement of a valid and enforceable pa-
tent.  To determine whether defendant had this 
state of mind, consider all facts which may in-
clude, but are not limited, to: 

One, whether or not defendant acted in ac-
cordance with the standards of commerce for 
its industry. 
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Two, whether or not defendant intentional-
ly copied a product of plaintiffs that is covered 
by the patents-in-suit. 

Three, whether or not there is a reasonable 
basis to believe that defendant did not infringe 
or had a reasonable defense to infringement. 

Four, whether or not defendant made a 
good-faith effort to avoid infringing the pa-
tents-in-suit, for example, whether defendant 
attempted to design around the patents-in-suit. 

And, five, whether or not defendant tried 
to cover up its infringement. 

Ultimately, you must decide if defendant 
was reckless in the infringement of the patents-
in-suit under the totality of the circumstances. 

(D.I. 400 at 115-16).  At oral argument, counsel for SRI 
conceded that there was no evidence to support factors 
1 and 2, and essentially conceded that there was no 
“cover up” and therefore no evidence to support factor 
5.  On factor 2, the evidence actually supported Cisco, 
as the products at issue were “independently devel-
oped” and sold years before Cisco learned of SRI’s as-
serted patents.  FCDec at 1309. 

The third factor is key from SRI’s point of view.  
Was there “a reasonable basis to believe that [Cisco] 
did not infringe or had a reasonable defense to in-
fringement”?  Essentially, SRI’s argument on this point 
is that the jury had sufficient evidence to find Cisco in-
fringed and the asserted claims were not invalid, and 
the jury could have further found that the issues were 
not close.2 

 
2 I imagine that one logical consequence of this argument, if it 

is accepted, would be that almost every jury case in which the al-
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In my opinion, there is some evidence that my pre-
decessor on this case believed that Cisco’s infringement 
defenses were reasonable.3  First, in real time, the 
Court said so.  (“Cisco has a good case in connection 
with infringement, and a much poorer case when it 
comes to invalidity.”  (D.I. 399 at 234)).  The Court fol-
lowed that up with, “(I]n my world, this case in terms of 
infringement has been like virtually every other case.  
There’s nothing remarkable about this case when it 
comes to infringement.”  (Id. at 236).  Second, in the 
opinion on the renewed motion, the Court refused to 
disturb any of the infringement verdicts, but its opinion 
on that aspect of the motion was measured, and, essen-
tially, found that SRI had offered sufficient expert tes-
timony on each disputed point (sometimes in conjunc-
tion with fact witness testimony) and that the jury’s 
credibility decisions would therefore not be disturbed.  
See DelDec at 691-709.  That portion of the opinion is in 
stark contrast to much of the rest of the opinion, which 
lambastes Cisco’s conduct of the litigation.  Neverthe-
less, the lambasting included criticism of Cisco’s “single 
[non-infringement] defense” for each of the “two repre-
sentative product groupings,” that is, that the defense 
for the first grouping relied on a defense contrary to 
the claim construction, and that the defense for the sec-
ond grouping was against a significant quantity of evi-
dence to the contrary.  DelDec at 722. 

 
leged infringement continues after the infringement suit was filed 
would require submission of willfulness to the jury. 

3 And, although not relevant to this analysis, Cisco’s damages 
defense at trial succeeded in obtaining a 3 ½% royalty rate rather 
than SRl’s requested 7 ½% royalty rate, suggesting that Cisco’s 
damages defense was at least as reasonable as SRI’s case for dam-
ages. 
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In its current briefing, SRI makes three argu-
ments.  First, it paints Cisco’s trial defenses to in-
fringement as being frivolous.4  (D.I. 427 at 5-8).  The 
parties dispute this point.5  (D.I. 433 at 10-13; D.I. 438 
at 2-6).  Part of the willfulness charge instructed the 
jury to consider whether there was a reasonable basis 
to believe that defendant did not infringe.  Given that 
the jury was the finder of fact, the jury could have an-
swered the question negatively depending upon its 
evaluation of credibility and the evidence.  I have to 
presume that it did.6  In other words, if the jury found 
Cisco’s experts not credible, and the evidence present-
ed at trial undercut Cisco’s positions, then the jury 
could also find Cisco’s defenses not reasonable. 

Second, SRI reprises its emphasis on the testimony 
of the “key engineers.”  (D.I. 427 at 8-12).  One of them 
was a vice president and Cisco’s corporate representa-
tive at trial.  The other was a senior engineer most 
knowledgeable about at least one of the accused prod-
ucts, but he was “[kept] in the dark” about the patents-
in-suit.  (D.I. 427 at 10).  In my opinion, SRI’s argument 

 
4 It is true that this Court used the word “frivolous” in its 

opinion denying the renewed motion, but that was not in connec-
tion with the defenses presented at trial.  See DelDec at 723 
& n.57. 

5 As Cisco points out, SRI had the opportunity to raise this 
argument before, in briefing before this Court and the Court of 
Appeals, and it did not.  Nor did SRI argue it to the jury in closing 
argument. 

6 The remand to this Court was limited in nature.  Were it 
broader, I would have to give serious consideration to whether 
granting a new trial on willfulness was appropriate, given that, so 
far as I am aware, all of SRI’s actual arguments to the jury were 
based on considerations that have been rejected by the Court of 
Appeals. 
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on the engineers is simply an unsuccessful attempt to 
reargue what has already been foreclosed by the Court 
of Appeals’ opinion. 

Third, SRl’s final argument is, “Cisco presented no 
evidence from either ‘in-house counsel or outside coun-
sel’—nor any fact witness [who] allegedly relied on 
such counsel—to provide any good faith rationale for 
Cisco’s continued infringement after May 8, 2012.”  
(D.I. 427 at 12).  This argument seems to fly in the face 
of both the Court of Appeals’ opinion and the statute 
cited in that opinion.  “The failure of an infringer to ob-
tain the advice of counsel with respect to any allegedly 
infringed patent, or the failure of the infringer to pre-
sent such advice to the court or jury, may not be used 
to prove that the accused infringer willfully infringed 
the patent ... .”  35 U.S.C. §298. 

Thus, while two of the three current arguments are 
meritless, I believe that SRI has a basis for arguing 
that the third factor was proven by Cisco’s lack of rea-
sonable defenses at trial.  Nothing in the briefing really 
addresses the fourth factor, other than to acknowledge 
the obvious, which is that Cisco did not do any design-
around before trial.  See DelDec at 723 (referring only 
to “post-trial remedial actions”). 

In my opinion, although the willfulness verdict had 
arguable support from factors 3 and 4, the absence of 
support from factors 1 and 5, and the opposing weight 
of factor 2, tells me that, viewed in totality, there was 
not substantial evidence to support the verdict of will-
ful infringement.  There is no substantial evidence that 
Cisco’s infringement was “wanton, malicious, and bad-
faith.”  Thus, I will deny the motion to amend the will-
fulness judgment and award enhanced damages. 
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On the motion for attorney’s fees, Cisco does not 
challenge the determination that the case was excep-
tional.  (D.1. 432 at 7).  Cisco does argue that the ap-
proximately $8,000,000 in attorney’s fees and expenses, 
see DelDec at 723 n.58, should be revisited if the will-
fulness verdict is not reinstated. 

In its briefing and at oral argument, Cisco cited In 
re Rembrandt Techs LP Patent Lit., 899 F.3d 1254 
(Fed. Cir. 2018), for the proposition that an award of 
attorney’s fees under §285 is “compensatory, not puni-
tive,” id. at 1278, that “the amount of the award must 
bear some relation to the extent of the misconduct,” id., 
and that exceptionality “based on litigation misconduct 
usually does not support a full award of attorneys’ 
fees.”  Id. (cleaned up). 

The award of attorney’s fees was vacated by the 
Court of Appeals.  The willfulness underpinning to the 
attorney’s fees award has been removed by me.  Nev-
ertheless, it seems to me that, other than as instructed 
by the Court of Appeals,7 there is no reason to change 
the amount of fees awarded.  This Court’s opinion 
makes clear that it was not only the unreasonable man-
ner in which the case was litigated, but also the lack of 
substantive strength that informed the decision to 
award attorney’s fees for the whole case, not just indi-
vidual acts of unreasonable litigation.  Nothing in that 
regard has changed.  In essence, this Court’s opinion 
stated that Cisco’s case lacked substantive strength, as 
its trial defenses were weak, “all of [its summary judg-
ment defenses] were denied,” and “every line of de-

 
7 The Court of Appeals instructed that “attorney hours clear-

ly included by mistake” should be removed from the attorney’s 
fees calculation.  FCDec at 1311.  The parties are ordered to meet 
and to confer and to remove any such entries. 
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fense post-trial ... has been denied.”  DelDec at 722-23.  
Cisco had a weak case that it over-aggressively defend-
ed.  Thus, this Court’s original exceptional case deter-
mination and award of attorney’s fees was compliant 
with Rembrandt.  I see no reason to come to a different 
conclusion after subtracting out the willfulness finding. 

As the Court of Appeals explained in Rembrandt, 
“an award of all of a party’s fees, from either the start 
or some midpoint of a suit, may be justified in some ex-
ceptional cases.  But, critically, the amount of the 
award must bear some relation to the extent of the 
misconduct.”  899 F.3d at 1279 (cleaned up).  I find that 
this case is such an “exceptional” case and that a full 
award of attorneys’ fees is justified here.  It would be 
impossible to isolate the improper conduct and award 
partial fees because the problem is that Cisco’s entire 
case was weak, yet it pursued the case aggressively 
and in an unreasonable manner anyway.  Thus, a full 
award of fees and expenses is related “to the extent of 
the misconduct” in this case. 

The motion to amend the willfulness judgment (D.I. 
427) is DENIED.  The motion for attorney’s fees and 
expenses (D.I. 428) is GRANTED. 

The parties are directed to meet and to confer and 
to submit an agreed-upon final judgment implementing 
this memorandum within two weeks.  If the parties 
cannot agree on such a final judgment, the parties 
should submit a status report describing any disagree-
ments and a proposal for any procedure to resolve 
them. 

IT IS SO ORDERED this 18th day of March, 2020. 

/s/ Richard G. Andrews   
United States District Judge
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This is an appeal from a final judgment in a patent 
case.  Cisco Systems, Inc. (“Cisco”) appeals the district 
court’s (1) denial of Cisco’s motion for summary judg-
ment of patent ineligibility under § 101, (2) construction 
of the claim term “network traffic data,” (3) grant of 
summary judgment of no anticipation, and (4) denial of 
judgment as a matter of law of no willful infringement.  
Cisco also appeals the district court’s grant of enhanced 
damages, attorneys’ fees, and ongoing royalties. 

We affirm the district court’s denial of summary 
judgment of ineligibility, adopt its construction of 
“network traffic data,” and affirm its summary judg-
ment of no anticipation.  We vacate and remand the dis-
trict court’s denial of judgment as a matter of law of no 
willful infringement, and therefore vacate and remand 
the district court’s enhancement of damages and award 
of attorneys’ fees.  Finally, we affirm the district court’s 
award of ongoing royalties on post-verdict sales of 
products that were actually found to infringe or are not 
colorably different.  Accordingly, we affirm-in-part, va-
cate-in-part, and remand for further proceedings con-
sistent with this opinion. 

BACKGROUND 
I 

While the interconnectivity of computer networks 
facilitates access for authorized users, it also increases 
a network’s susceptibility to attacks from hackers, 
malware, and other security threats.  Some of these se-
curity threats can only be detected with information 
from multiple sources.  For instance, a hacker may try 
logging in to several computers or monitors in a net-
work.  The number of login attempts for each computer 
may be below the threshold to trigger an alert, making 
it difficult to detect such an attack by looking at only a 
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single monitor location in the network.  In an attempt 
to solve this problem, SRI developed the inventions 
claimed in U.S. Patent Nos. 6,484,203 and 6,711,615.  
The ’615 patent (titled “Network Surveillance”) is a 
continuation of the ’203 patent (titled “Hierarchical 
Event Monitoring and Analysis”). 

II 

SRI had performed considerable research and de-
velopment on network intrusion detection prior to filing 
the patents-in-suit.  In fact, SRI’s Event Monitoring 
Enabling Responses to Anomalous Live Disturbances 
(“EMERALD”) project had attracted considerable at-
tention in this field.  The Department of Defense’s De-
fense Advanced Research Projects Agency, which 
helped fund EMERALD, called it a “gem in the world 
of cyber defense” and “a quantum leap improvement 
over” previous technology.  J.A. 1272-73 at 272:16-17, 
273:7-9.  In October 1997, SRI presented a paper enti-
tled “EMERALD:  Event Monitoring Enabling Re-
sponses to Anomalous Live Disturbances” (“EMER-
ALD 1997”) at the 20th National Information Systems 
Security Conference. 

EMERALD 1997 is a conceptual overview of the 
EMERALD system.  It describes in detail SRI’s early 
research in intrusion detection technology and outlines 
the development of next generation technology for de-
tecting network anomalies.  SRI Int’l Inc. v. Internet 
Sec. Sys., Inc., 647 F. Supp. 2d 323, 334 (D. Del. 2009).  
The parties do not dispute that EMERALD 1997 con-
stitutes prior art under 35 U.S.C. § 102(b).  EMERALD 
1997 is listed as a reference on the face of the ’615 pa-
tent. 
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III 

The patents share a nearly identical specification 
and a priority date of November 9, 1998.  At the sum-
mary judgment stage, SRI asserted claims 1-4, 14-16, 
and 18 of the ’615 patent and claims 1-4, 12-15, and 17 of 
the ’203 patent.  By the time of trial, SRI had narrowed 
the asserted claims to claims 1, 2, 12, and 13 of the ’203 
patent and claims 1, 2, 13, and 14 of the ’615 patent.  
The jury considered only this narrower set of claims. 

The parties identify different representative 
claims.  Cisco proposes claim 1 of the ’203 patent, while 
SRI proposes claim 1 of the ’615 patent.  The claims are 
substantially similar, as the minor differences between 
them are not material to any issue on appeal.  As such, 
we adopt SRI’s proposal and use ’615 patent claim 1 as 
the representative claim.1  It reads: 

1. A computer-automated method of hierar-
chical event monitoring and analysis within an 
enterprise network comprising:   

deploying a plurality of network monitors 
in the enterprise network;  

detecting, by the network monitors, suspi-
cious network activity based on analysis of 
network traffic data selected from one or 
more of the following categories:  {network 
packet data transfer commands, network 

 
1 The minor differences between the two claims are in the de-

tecting clause—claim 1 of the ’615 patent allows for network traffic 
data selected from “one or more of” the enumerated categories, 
and includes two extra categories in its list:  “network connection 
acknowledgements” and “network packets indicative of well-
known network-service protocols.”  Compare ’203 patent col. 14 ll. 
19–35 (claim 1), with ’615 patent col. 15 ll. 2–21 (claim 1). 
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packet data transfer errors, network pack-
et data volume, network connection re-
quests, network connection denials, error 
codes included in a network packet, net-
work connection acknowledgements, and 
network packets indicative of well-known 
network-service protocols}; 

generating, by the monitors, reports of said 
suspicious activity; and 

automatically receiving and integrating the 
reports of suspicious activity, by one or 
more hierarchical monitors. 

’615 patent col. 15 ll. 2-21. 

After SRI sued Cisco for infringement of the ’615 
patent and the ’203 patent, Cisco unsuccessfully moved 
for summary judgment on several issues, including that 
the claims are ineligible and that the EMERALD 1997 
reference anticipates the claims.2  SRI Int’l, Inc. v. Cis-
co Sys., Inc., 179 F. Supp. 3d 339 (D. Del. Apr. 11, 2016) 
(“Summary Judgment Op.”).  The district court denied 
Cisco’s motions and instead sua sponte granted sum-

 
2 The patents previously survived multiple anticipation chal-

lenges based on the EMERALD 1997 reference.  The Patent Of-
fice considered EMERALD 1997 during the original prosecution 
and issued the patents over it.  J.A. 32734 ¶ 47; J.A. 32814-15 ¶ 207.  
In addition, during the two reexaminations, the Patent Office 
again considered the validity of the asserted claims over EMER-
ALD 1997 and again found the claims valid.  J.A. 32734 ¶ 47.  Addi-
tionally, in SRI International Inc. v. Internet Security Systems, 
Inc., a jury found the patents not anticipated by EMERALD 1997.  
647 F. Supp. 2d at 350.  The district court denied JMOL, conclud-
ing that the verdict was supported by expert testimony that EM-
ERALD 1997 failed to disclose the claim limitation at issue.  Id.  
We affirmed without opinion.  SRI Int’l Inc. v. Internet Sec. Sys., 
Inc., 401 F. App’x 530 (Fed. Cir. 2010). 
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mary judgment of no anticipation in SRI’s favor.3  Id. at 
369. 

The court then held a jury trial on infringement, 
validity, and willful infringement of claims 1, 2, 13, and 
14 of the ’615 patent and claims 1, 2, 12, and 13 of the 
’203 patent, as well as damages.  The jury found that 
Cisco intrusion protection system (“IPS”) products, 
Cisco remote management services, Cisco IPS services, 
Sourcefire4 IPS products, and Sourcefire professional 
services directly and indirectly infringed the asserted 
claims.  The jury awarded SRI a 3.5% reasonable royal-
ty for a total of $23,660,000 in compensatory damages.  
The jury also found by clear and convincing evidence 
that Cisco’s infringement was willful. 

After post-trial briefing, the district court denied 
Cisco’s renewed motion for JMOL of no willfulness.  
SRI Int’l, Inc. v. Cisco Sys., Inc., 254 F. Supp. 3d 680, 
717 (D. Del. 2017) (“Post-Trial Motions Op.”).  Based on 
the willfulness verdict, the district court determined 
that “some enhancement is appropriate given Cisco’s 
litigation conduct,” the “fact that Cisco lost on all issues 
during summary judgment,” and “its apparent disdain 
for SRI and its business model.”  Id. at 723.  The court 
then doubled the damages award.  It also granted SRI’s 

 
3 The parties disputed only whether EMERALD 1997 dis-

closes detection of any of the network traffic data categories listed 
in claim 1 of the ’203 and ’615 patents and whether EMERALD 
1997 is enabled.  One of the claimed categories of network traffic is 
“network connection requests,” which Cisco asserts is disclosed by 
EMERALD 1997. 

4 “Sourcefire” is a network security company that Cisco ac-
quired in 2013.  J.A. 2467-68.  Cisco now markets network security 
products and services under the Sourcefire name. 
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motion for attorneys’ fees, compulsory license, and pre-
judgment interest. 

Cisco appeals the district court’s claim construction 
and denial of summary judgment of ineligibility,5 as 
well as its grant of summary judgment of no anticipa-
tion, enhanced damages, attorneys’ fees, and ongoing 
royalties.  We have jurisdiction under 28 U.S.C. 
§ 1295(a)(1). 

DISCUSSION 
I 

We review de novo whether a claim is drawn to pa-
tent-eligible subject matter.  Berkheimer v. HP Inc., 
881 F.3d 1360, 1365 (Fed. Cir. 2018) (citing Intellectual 
Ventures I LLC v. Capital One Fin. Corp., 850 F.3d 
1332, 1338 (Fed. Cir. 2017)).  Section 101 defines patent-
eligible subject matter as “any new and useful process, 
machine, manufacture, or composition of matter, or any 
new and useful improvement thereof.”  35 U.S.C. § 101.  
Laws of nature, natural phenomena, and abstract ideas, 
however, are not patentable.  See Mayo Collaborative 
Servs. v. Prometheus Labs., Inc., 566 U.S. 66, 70-71 
(2012) (citing Diamond v. Diehr, 450 U.S. 175, 185 
(1981)). 

 
5 We may review this denial of summary judgment because “a 

denial of a motion for summary judgment may be appealed, even 
after a final judgment at trial, if the motion involved a purely legal 
question and the factual disputes resolved at trial do not affect the 
resolution of that legal question.”  United Techs. Corp. v. Chro-
malloy Gas Turbine Corp., 189 F.3d 1338, 1344 (Fed. Cir. 1999) 
(citing Wolfgang v. Mid-Am. Motorsports, Inc., 111 F.3d 1515, 
1521 (10th Cir. 1997); Rekhi v. Wildwood Indus., Inc., 61 F.3d 1313, 
1318 (7th Cir. 1995)).  Neither party contends that fact issues arise 
in the patent-eligibility analysis in this case.  Therefore, we may 
review the purely legal question of patent eligibility. 
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To determine whether a patent claims ineligible 
subject matter, the Supreme Court has established a 
two-step framework.  First, we must determine wheth-
er the claims at issue are directed to a patent-ineligible 
concept such as an abstract idea.  Alice Corp. v. CLS 
Bank Int’l, 573 U.S. 208, 217 (2014).  Second, if the 
claims are directed to an abstract idea, we must “con-
sider the elements of each claim both individually and 
‘as an ordered combination’ to determine whether the 
additional elements ‘transform the nature of the claim’ 
into a patent-eligible application.”  Id.  (quoting Mayo, 
566 U.S. at 79).  To transform an abstract idea into a 
patent-eligible application, the claims must do “more 
than simply stat[e] the abstract idea while adding the 
words ‘apply it.’”  Id. at 221 (quoting Mayo, 566 U.S. at 
72 (internal alterations omitted)). 

We resolve the eligibility issue at Alice step one 
and conclude that claim 1 is not directed to an abstract 
idea.  See Enfish, LLC v. Microsoft Corp., 822 F.3d 
1327, 1337 (Fed. Cir. 2016).  The district court conclud-
ed that the claims are more complex than merely recit-
ing the performance of a known business practice on 
the Internet and are better understood as being neces-
sarily rooted in computer technology in order to solve a 
specific problem in the realm of computer networks.  
Summary Judgment Op., 179 F. Supp. 3d at 353-54 (cit-
ing ’203 patent col. 1 ll. 37-40; DDR Holdings, LLC v. 
Hotels.com, L.P., 773 F.3d 1245, 1257 (Fed. Cir. 2014)).  
We agree.  The claims are directed to using a specific 
technique—using a plurality of network monitors that 
each analyze specific types of data on the network and 
integrating reports from the monitors—to solve a tech-
nological problem arising in computer networks:  iden-
tifying hackers or potential intruders into the network. 
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Contrary to Cisco’s assertion, the claims are not di-
rected to just analyzing data from multiple sources to 
detect suspicious activity.  Instead, the claims are di-
rected to an improvement in computer network tech-
nology.  Indeed, representative claim 1 recites using 
network monitors to detect suspicious network activity 
based on analysis of network traffic data, generating 
reports of that suspicious activity, and integrating 
those reports using hierarchical monitors.  ’615 patent 
col. 15 ll. 2-21.  The “focus of the claims is on the specific 
asserted improvement in computer capabilities”—that 
is, providing a network defense system that monitors 
network traffic in real-time to automatically detect 
large-scale attacks.  Enfish, 822 F.3d at 1335-36. 

The specification bolsters our conclusion that the 
claims are directed to a technological solution to a tech-
nological problem.  The specification explains that, 
while computer networks “offer users ease and efficien-
cy in exchanging information,” ’615 patent col. 1 ll. 28-
29, “the very interoperability and sophisticated inte-
gration of technology that make networks such valua-
ble assets also make them vulnerable to attack, and 
make dependence on networks a potential liability.”  Id. 
at col. 1 ll. 36-39.  The specification further teaches that, 
in conventional networks, seemingly localized trigger-
ing events can have globally disastrous effects on wide-
ly distributed systems—like the 1980 ARPAnet col-
lapse and the 1990 AT&T collapse.  See id. at col. 1 ll. 
43-47.  The specification explains that the claimed in-
vention is directed to solving these weaknesses in con-
ventional networks and provides “a framework for the 
recognition of more global threats to interdomain con-
nectivity, including coordinated attempts to infiltrate 
or destroy connectivity across an entire network enter-
prise.”  Id. at col. 3 ll. 44-48. 
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Cisco argues that the claims are directed to an ab-
stract idea for three primary reasons.  First, Cisco ar-
gues that the claims are analogous to those in Electric 
Power Group, LLC v. Alstom S.A., 830 F.3d 1350 (Fed. 
Cir. 2016), and are simply directed to generic steps re-
quired to collect and analyze data.  We disagree.  The 
Electric Power claims were drawn to using computers 
as tools to solve a power grid problem, rather than im-
proving the functionality of computers and computer 
networks themselves.  Id. at 1354.  We conclude that 
the claims are more like the patent-eligible claims in 
DDR Holdings.  In DDR, we emphasized that the 
claims were directed to more than an abstract idea that 
merely required a “computer network operating in its 
normal, expected manner.”  773 F.3d at 1258.  Here, the 
claims actually prevent the normal, expected operation 
of a conventional computer network.  Like the claims in 
DDR, the claimed technology “overrides the routine 
and conventional sequence of events” by detecting sus-
picious network activity, generating reports of suspi-
cious activity, and receiving and integrating the reports 
using one or more hierarchical monitors.  Id. 

Second, Cisco argues that the invention does not 
involve “an improvement to computer functionality it-
self.”  Enfish, 822 F.3d at 1336.  In Alice, the Supreme 
Court advised that claims directed to independently 
abstract ideas that use computers as tools are still ab-
stract.  573 U.S. at 222-23.  However, the claims here 
are not directed to using a computer as a tool—that is, 
automating a conventional idea on a computer.  Rather, 
the representative claim improves the technical func-
tioning of the computer and computer networks by re-
citing a specific technique for improving computer net-
work security. 
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Cisco also submits that the asserted claims are so 
general that they encompass steps that people can “go 
through in their minds,” allegedly confirming that they 
are directed to an abstract concept.  Appellant Br. 27-
28 (citing Capital One, 850 F.3d at 1340; Intellectual 
Ventures I LLC v. Symantec Corp., 838 F.3d 1307, 1318 
(Fed. Cir. 2016); CyberSource Corp. v. Retail Decisions, 
Inc., 654 F.3d 1366, 1371 (Fed. Cir. 2011)).  We disa-
gree.  This is not the type of human activity that § 101 
is meant to exclude.  Indeed, we tend to agree with SRI 
that the human mind is not equipped to detect suspi-
cious activity by using network monitors and analyzing 
network packets as recited by the claims. 

Because we conclude that the claims are not di-
rected to an abstract idea under step one of the Alice 
analysis, we need not reach step two.  See Enfish, 822 
F.3d at 1339.  Accordingly, we affirm the district 
court’s summary judgment that the claims are patent-
eligible. 

II 

A district court’s claim construction based solely on 
intrinsic evidence is a legal question that we review de 
novo.  See Teva Pharm. USA, Inc. v. Sandoz, Inc., 135 
S. Ct. 831, 841 (2015).  Claim construction seeks to as-
cribe the “ordinary and customary meaning” to claim 
terms as a person of ordinary skill in the art would have 
understood them at the time of invention.  Phillips v. 
AWH Corp., 415 F.3d 1303, 1312-14 (Fed. Cir. 2005) (en 
banc) (quoting Vitronics Corp. v. Conceptronic, Inc., 90 
F.3d 1576, 1582 (Fed. Cir. 1996)).  “[T]he claims them-
selves provide substantial guidance as to the meaning 
of particular claim terms.”  Id. at 1314.  In addition, 
“the person of ordinary skill in the art is deemed to 
read the claim term not only in the context of the par-
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ticular claim in which the disputed term appears, but in 
the context of the entire patent, including the specifica-
tion.”  Id. at 1313. 

The district court construed “[n]etwork traffic da-
ta” to mean “data obtained from direct examination of 
network packets.”  SRI Int’l, Inc. v. Dell Inc., No. 
CV13-1534-SLR, 2015 WL 2265756, at *1-2 (D. Del. 
May 14, 2015).  After reviewing the parties’ pleadings 
on summary judgment, the district court determined 
that its construction would benefit from clarification.  
The district court explained that “[t]o say that the data 
‘is obtained from direct examination of network pack-
ets’ means to differentiate the original source of the da-
ta, not how or where the data is analyzed. …  The fact 
that the data may be stored before analysis is per-
formed on the data does not detract from its lineage.”  
Summary Judgment Op., 179 F. Supp. 3d at 363.  The 
district court explicitly rejected the opinion of Cisco’s 
expert, Dr. Clark, that the court’s claim construction 
should require that the analysis of data obtained from 
network packets take place without any further manip-
ulation whatsoever.  Id. 

On appeal, Cisco offers a more nuanced construc-
tion, asserting that term should instead be construed as 
“detecting suspicious network activity based on ‘direct 
examination of network packets,’ where such ‘direct 
examination’ does not include merely examining data 
that has been obtained, generated, or gleaned from 
network packets.”  Appellant Br. 42.  According to Cis-
co, based on SRI’s express prosecution disclaimer dur-
ing reexamination, the claims require detecting suspi-
cious activity based on “direct examination” of network 
packets, not data “generated” or “gleaned” from pack-
ets.  Cisco would thus construe the term to exclude a 
process that decodes the network packet. 
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We conclude that Cisco’s proposed construction 
goes too far in limiting the amount of preprocessing en-
compassed by the claim.  The specification shows that 
preprocessing is a contemplated and expected part of 
the claimed invention.  Indeed, the specification specifi-
cally mentions different forms of preprocessing net-
work packets prior to examination, including decryp-
tion (’615 patent col. 3 ll. 61-63), parsing (id. at col. 8 ll. 
10-12), and decoding (id. at col. 8 ll. 7-9). 

Cisco’s argument that SRI disclaimed prepro-
cessing during reexamination of its patents is also not 
persuasive.  To invoke argument-based estoppel, “the 
prosecution history must evince a ‘clear and unmistak-
able surrender’” of this kind of preprocessing.  Deering 
Precision Instruments v. Vector Distrib. Sys., 347 F.3d 
1314, 1326 (Fed. Cir. 2003) (quoting Eagle Comtronics, 
Inc. v. Arrow Commc’n Labs., Inc., 305 F.3d 1303, 1316 
(Fed. Cir. 2002)); see also Krippelz v. Ford Motor Co., 
667 F.3d 1261, 1267 (Fed. Cir. 2012) (applying prosecu-
tion history disclaimer from reexamination proceed-
ings).  Here, SRI’s statements during reexamination 
reflect that SRI drew the line between what does and 
does not comprise “direct examination” by excluding 
information derived from network packet data (for ex-
ample, network traffic measures and network traffic 
statistics).  At the same time, SRI explained that “di-
rect examination” includes the data from which the 
network traffic measures and network traffic statistics 
are derived (that is, the data in the network packets).  
For example, SRI explained that the specification: 

[D]emonstrates that the term “network traffic 
data” requires information obtained by direct 
packet examination by using the distinctly dif-
ferent terms “network traffic measures” and 
“network traffic statistics” when discussing in-
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formation derived from network traffic obser-
vation, as compared to the data from which the 
measures and statistics are derived. 

Brief for the Patentee on Appeal at 7, In re Porras, 
Reexam No. 90/008,125 (B.P.A.I. Jan. 14, 2010) (citing 
’203 patent col. 4 ll. 55-60 (discussing “network traffic 
statistics”) and col. 5 ll. 28-30 (discussing “network traf-
fic measures”)). 

We read SRI’s statements during reexamination as 
simply explaining that “network traffic statistics,” such 
as number of packets and number of kilobytes trans-
ferred, are statistics derived from the network packet 
data—not the underlying data itself.  SRI did not argue 
that the actual data underlying the measures and sta-
tistics—the data in the network packets—could not be 
subject to direct examination.  Nor did SRI take the 
position that “direct examination” must take place be-
fore any or all processing.  SRI did not mention pro-
cessing at all during reexamination.  Moreover, as the 
specification makes clear, the system may need to de-
crypt, parse, or decode the data packets—all forms of 
preprocessing—in order to directly examine the net-
work packet data underlying the network traffic statis-
tics. 

We hold that SRI’s statements in the prosecution 
history do not invoke a clear and unmistakable surren-
der of all preprocessing, including decryption, decoding, 
and parsing.  Accordingly, we agree with the district 
court’s construction of “network traffic data” to mean 
“data obtained from direct examination of network 
packets.” 
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III 

We also hold that the district court did not err in 
granting summary judgment that the asserted claims 
are not anticipated by SRI’s own EMERALD 1997 ref-
erence.  We review the district court’s summary judg-
ment of no anticipation under regional circuit law.  See 
MAG Aerospace Indus., Inc. v. B/E Aerospace, Inc., 
816 F.3d 1374, 1376 (Fed. Cir. 2016).  The Third Circuit 
reviews a grant of summary judgment de novo, apply-
ing the same standard as the district court.  See Gonza-
lez v. Sec’y of Dep’t of Homeland Sec., 678 F.3d 254, 257 
(3d Cir. 2012).  Summary judgment is appropriate 
when, drawing all justifiable inferences in the non-
movant’s favor, there exists no genuine issue of materi-
al fact and the movant is entitled to judgment as a mat-
ter of law.  Fed. R. Civ. P. 56(a); see also Anderson v. 
Liberty Lobby, Inc., 477 U.S. 242, 255 (1986).  Anticipa-
tion requires that a single prior art reference disclose 
each and every limitation of the claimed invention, ei-
ther expressly or inherently.  See Verdegaal Bros. v. 
Union Oil Co. of Cal., 814 F.2d 628, 631 (Fed. Cir. 
1987). 

EMERALD 1997 discloses a tool for tracking mali-
cious activity across large networks.  The question be-
fore us is whether the district court erred in concluding 
on summary judgment that EMERALD 1997 does not 
disclose detection of any of the network traffic data 
categories listed in claim 1 of the ’203 and ’615 patents.  
The Patent Office considered EMERALD 1997 during 
the original examination of the ’615 patent, and the pa-
tentability of the claims over the reference was con-
firmed in multiple reexamination and litigation pro-
ceedings.  Indeed, during reexamination, the Patent 
Office accepted SRI’s argument that the claim limita-
tion requires detecting suspicious activity based on “di-
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rect examination” of network packets to distinguish 
EMERALD 1997.  J.A. 26402 (“[T]he closest prior art 
of record, Emerald 1997, fails to teach direct examina-
tion of packet data.”); J.A. 27101 (same). 

EMERALD 1997 describes detecting a DNS/NFS 
attack in “real-time.”  J.A. 5004.  To achieve this, EM-
ERALD 1997 explains: 

The subscription list field is an important facili-
ty for gaining visibility into malicious or 
anomalous activity outside the immediate envi-
ronment of an EMERALD monitor.  The most 
obvious examples where relationships are im-
portant involve interdependencies among net-
work services that make local policy decisions.  
Consider, for example, the interdependencies 
between access checks performed during net-
work file system [“NFS”] mounting and the IP 
mapping of the DNS service.  An unexpected 
mount monitored by the network file system 
service may be responded to differently if the 
DNS monitor informs the network file system 
monitor of suspicious updates to the mount re-
quester’s DNS mapping. 

J.A. 5008.  EMERALD 1997 further explains that: 

Above the service layer, signature engines scan 
the aggregate of intrusion reports from service 
monitors in an attempt to detect more global 
coordinated attack scenarios or scenarios that 
exploit interdependencies among network ser-
vices.  The DNS/NFS attack discussed [above] 
is one such example of an aggregate attack sce-
nario. 

J.A. 5010. 
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Cisco’s expert submitted a report concluding that a 
person of ordinary skill in the art would understand 
from this disclosure that “monitoring specific network 
services, such as HTTP, FTP, network file systems, 
finger, Kerberos, and SNMP would require detecting 
and analyzing packets indicative of those well-known 
network service protocols, one of the enumerated cate-
gories in claim 1 of the ’615 patent.”  J.A. 30347 (em-
phasis added).  During deposition, however, Cisco’s ex-
pert retreated from this position, admitting that a per-
son of ordinary skill reading EMERALD 1997 would 
have understood that it was not necessary to directly 
examine the packets, although that would be “one very 
good way” to prevent attacks.  J.A. 50040 at 159:12-21. 

On this record, we conclude that summary judg-
ment was appropriate.  EMERALD 1997 does not ex-
pressly disclose directly examining network packets as 
required by the claims—especially not to obtain data 
about network connection requests.  Nor does Cisco’s 
expert testimony create a genuine issue of fact on this 
issue.  Rather, we agree with the district court that 
Cisco’s expert’s testimony is both inconsistent and 
“based on [] multiple layers of supposition.”  Summary 
Judgment Op., 179 F. Supp. 3d at 358.  Because the ev-
idence does not support express or inherent disclosure 
of direct examination of packet data, we conclude that 
the district court did not err in holding that there was 
no genuine issue of fact regarding whether EMERALD 
1997 disclosed analyzing the specific enumerated types 
of network traffic data recited in the claims. 

Cisco next argues that the district court erred by 
granting summary judgment for SRI sua sponte de-
spite SRI’s failure to move for such relief.  We disa-
gree.  Under Third Circuit law, a district court may 
properly enter summary judgment sua sponte “so long 



46a 

 

as the losing party was on notice that she had to come 
forward with all of her evidence.”  Gibson v. Mayor & 
Council of City of Wilmington, 355 F.3d 215, 222 (3d 
Cir. 2004) (quoting Celotex Corp. v. Catrett, 477 U.S. 
317, 326 (1986)).  By filing its own motion for summary 
judgment, Cisco was on notice that anticipation was be-
fore the court, and Cisco had the opportunity to put 
forth its best evidence.  Additionally, SRI did argue, in 
opposition to Cisco’s summary judgment motion, that 
the district court should outright reject Cisco’s asser-
tion of invalidity.  J.A. 31650 (“Cisco’s assertion of inva-
lidity should be rejected … .”).  Indeed, SRI expressly 
took the position that EMERALD 1997 “does not antic-
ipate any claim of the ’203 or ’615 patents.”  J.A. 31678.  
Thus, any notice requirement was satisfied because 
Cisco itself indicated that the issue was ripe for sum-
mary adjudication and SRI took the position that the 
claims were not anticipated.  Accordingly, we see no 
error in the sua sponte nature of the district court’s or-
der and we affirm the summary judgment of no antici-
pation. 

IV 

Cisco also appeals the district court’s denial of 
JMOL that it did not willfully infringe the asserted pa-
tents because the jury’s willfulness finding is not sup-
ported by substantial evidence.  We agree that the ju-
ry’s finding that Cisco willfully infringed the patents-in-
suit prior to receiving notice thereof is not supported 
by substantial evidence and therefore vacate and re-
mand. 

We review decisions on motions for JMOL under 
the law of the regional circuit.  Energy Transp. Grp. 
Inc. v. William Demant Holding A/S, 697 F.3d 1342, 
1350 (Fed. Cir. 2012).  The Third Circuit reviews dis-
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trict court decisions on such motions de novo.  Acumed 
LLC v. Adv. Surgical Servs., Inc., 561 F.3d 199, 211 (3d 
Cir. 2009) (citing Monteiro v. City of Elizabeth, 436 
F.3d 397, 404 (3d Cir. 2006)).  In the Third Circuit, a 
“court may grant a judgment as a matter of law contra-
ry to the verdict only if ‘the record is critically deficient 
of the minimum quantum of evidence’ to sustain the 
verdict.”  Id.  (citing Gomez v. Allegheny Health Servs., 
Inc., 71 F.3d 1079, 1083 (3d Cir. 1995)).  The court 
should grant JMOL “sparingly” and “only if, viewing 
the evidence in the light most favorable to the non-
movant and giving it the advantage of every fair and 
reasonable inference, there is insufficient evidence from 
which a jury reasonably could find liability.”  Marra v. 
Phila. Hous. Auth., 497 F.3d 286, 300 (3d Cir. 2007) 
(quoting Moyer v. United Dominion Indus., Inc., 473 
F.3d 532, 545 n.8 (3d Cir. 2007)). 

As the Supreme Court stated in Halo, “[t]he sort of 
conduct warranting enhanced damages has been vari-
ously described in our cases as willful, wanton, mali-
cious, bad-faith, deliberate, consciously wrongful, fla-
grant, or—indeed—characteristic of a pirate.”  Halo 
Elecs., Inc. v. Pulse Elecs., Inc., 136 S. Ct. 1923, 1932 
(2016).  While district courts have discretion in deciding 
whether or not behavior rises to that standard, such 
findings “are generally reserved for egregious cases of 
culpable behavior.”  Id.  Indeed, as Justice Breyer em-
phasized in his concurrence, it is the circumstances that 
transform simple “intentional or knowing” infringe-
ment into egregious, sanctionable behavior, and that 
makes all the difference.  Id. at 1936 (Breyer, J., con-
curring).  A patentee need only show by a preponder-
ance of the evidence the facts that support a finding of 
willful infringement.  Id. at 1934. 
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In denying Cisco’s motion for JMOL on willfulness, 
the district court concluded that the jury’s willfulness 
determination was supported by two evidentiary bases.  
First, the court identified evidence that “key Cisco em-
ployees did not read the patents-in-suit until their dep-
ositions.”  Post-Trial Motions Op., 254 F. Supp. 3d at 
717.  Second, the court identified evidence that Cisco 
designed the products and services in an infringing 
manner and that Cisco instructed its customers to use 
the products and services in an infringing manner.  
Based on these two facts, the district court denied Cis-
co’s renewed motion for JMOL on willfulness, stating 
that “[v]iewing the record in the light most favorable to 
SRI, substantial evidence supports the jury’s subjec-
tive willfulness verdict.”  Id. 

On appeal, SRI identifies additional evidence that 
purportedly supports the jury’s willfulness verdict.  
Specifically, SRI presented evidence that Cisco ex-
pressed interest in the patented technology and met 
with SRI’s inventor in 2000 before developing its in-
fringing products.  J.A. 1484-86; J.A. 5027.  Additional-
ly, SRI submitted evidence that Cisco received a notice 
letter from SRI’s licensing consultant on May 8, 2012, 
informing Cisco of the asserted patents (a year before 
SRI filed the complaint).  Finally, like the district court, 
SRI makes much of the fact that “key engineers” did 
not look at SRI’s patents until SRI took their deposi-
tions during this litigation.  In particular, Cisco engi-
neers Martin Roesch and James Kasper did not look at 
the patent until their depositions in 2015. 

Even accepting this evidence as true and weighing 
all inferences in SRI’s favor, we conclude that the rec-
ord is insufficient to establish that Cisco’s conduct rose 
to the level of wanton, malicious, and bad-faith behavior 
required for willful infringement.  First, it is undisput-
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ed that the Cisco employees who did not read the pa-
tents-in-suit until their depositions were engineers 
without legal training.  Given Cisco’s size and re-
sources, it was unremarkable that the engineers—as 
opposed to Cisco’s in-house or outside counsel—did not 
analyze the patents-in-suit themselves.  The other ra-
tionale offered by the district court—that Cisco de-
signed the products and services in an infringing man-
ner and that Cisco instructed its customers to use the 
products and services in an infringing manner—is noth-
ing more than proof that Cisco directly infringed and 
induced others to infringe the patents-in-suit. 

It is undisputed that Cisco did not know of SRI’s 
patent until May 8, 2012, when SRI sent its notice let-
ter to Cisco.  Oral Arg. at 23:46, available at 
http://oralarguments.cafc.uscourts.gov/default.aspx?fl=
2017-2223.mp3.  It is also undisputed that this notice 
letter was sent years after Cisco independently devel-
oped the accused systems and first sold them in 2005 
(Cisco) and 2007 (Sourcefire).  As SRI admits, the pa-
tents had not issued when the parties met in May 2000.  
Indeed, the patent application for the parent ’203 pa-
tent was not even filed until several months after the 
parties met.  Thus, Cisco could not have been aware of 
the patent application. 

While the jury heard evidence that Cisco was 
aware of the patents in May 2012, before filing of the 
lawsuit, we do not see how the record supports a will-
fulness finding going back to 2000.  As the Supreme 
Court recently observed, “culpability is generally 
measured against the knowledge of the actor at the 
time of the challenged conduct.”  Halo, 136 S. Ct. at 
1933.  Similarly, Cisco’s allegedly aggressive litigation 
tactics cannot support a finding of willful infringement 
going back to 2000, especially when the litigation did 
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not start until 2012.  Finally, Cisco’s decision not to 
seek an advice-of-counsel defense is legally irrelevant 
under 35 U.S.C. § 298. 

Viewing the record in the light most favorable to 
SRI, the jury’s verdict of willful infringement before 
May 8, 2012 is not supported by substantial evidence.  
Given the general verdict form, we presume the jury 
also found that Cisco willfully infringed after May 8, 
2012.  When reviewing a denial of JMOL, “where there 
is a black box jury verdict, as is the case here, we pre-
sume the jury resolved underlying factual disputes in 
favor of the verdict winner and leave those presumed 
findings undisturbed if supported by substantial evi-
dence.”  Arctic Cat Inc. v. Bombardier Recreational 
Prods. Inc., 876 F.3d 1350, 1358 (Fed. Cir. 2017), (citing 
WBIP, LLC v. Kohler Co., 829 F.3d 1317, 1326 (Fed. 
Cir. 2016)), cert. denied, 139 S. Ct. 143 (2018).  We leave 
it to the district court to decide in the first instance 
whether the jury’s presumed finding of willful in-
fringement after May 8, 2012 is supported by substan-
tial evidence.6  In so doing, the court should bear in 
mind the standard for willful infringement, as well as 
the above analysis regarding SRI’s evidence of willful-
ness.  Accordingly, we vacate and remand the district 

 
6 We recognize that, ideally, it should not fall to the district 

court to determine when, if ever, willful infringement began 
through the mechanism of JMOL.  Rather, the question of when 
willful infringement began is a fact issue that would have been 
best presented to the jury in a special verdict form with appropri-
ate jury instructions.  Better yet, perhaps SRI could have recog-
nized the shortcomings in its case and presented a more limited 
case of willful infringement from 2012 onwards.  Or perhaps Cisco 
could have filed a motion for summary judgment of no willful in-
fringement prior to May 8, 2012. 
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court’s denial of Cisco’s renewed motion for JMOL of no 
willful infringement. 

Cisco also argues that the district court abused its 
discretion by doubling damages.  Enhanced damages 
under § 284 are predicated on a finding of willful in-
fringement.  Because we conclude that the jury’s find-
ing of willfulness before 2012 was not supported by 
substantial evidence, we do not reach the propriety of 
the district court’s award of enhanced damages.  In-
stead, we vacate the award of enhanced damages and 
remand for further consideration along with willfulness. 

V 

We next turn to the district court’s award of attor-
neys’ fees under § 285, which we vacate and remand for 
further consideration.  Under § 285, a “court in excep-
tional cases may award reasonable attorney fees to the 
prevailing party.”  An “exceptional” case under § 285 is 
“one that stands out from others with respect to the 
substantive strength of a party’s litigating position 
(considering both the governing law and the facts of the 
case) or the unreasonable manner in which the case was 
litigated.”  Octane Fitness, LLC v. ICON Health 
& Fitness, Inc., 572 U.S. 545, 554 (2014).  The party 
seeking fees must prove that the case is exceptional by 
a preponderance of the evidence, and the district court 
makes the exceptional case determination on a case-by-
case basis considering the totality of the circumstances.  
See id. at 554, 557. 

We review a district court’s grant or denial of at-
torneys’ fees for an abuse of discretion, which is a high-
ly deferential standard of review.  Highmark Inc. v. 
Allcare Health Mgmt. Sys., Inc., 572 U.S. 559, 564 
(2014); Bayer CropScience AG v. Dow AgroSciences 
LLC, 851 F.3d 1302, 1306 (Fed. Cir. 2017) (citing Men-
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tor Graphics Corp. v. Quickturn Design Sys., Inc., 150 
F.3d 1374, 1377 (Fed. Cir. 1998)).  To meet the abuse-of-
discretion standard, the appellant must show that the 
district court made “a clear error of judgment in weigh-
ing relevant factors or in basing its decision on an error 
of law or on clearly erroneous factual findings.”  Bayer, 
851 F.3d at 1306 (quoting Mentor Graphics, 150 F.3d at 
1377); see also Highmark, 572 U.S. at 563 n.2. 

We see no such error in the district court’s deter-
mination that this was an exceptional case.  The district 
court found: 

There can be no doubt from even a cursory re-
view of the record that Cisco pursued litigation 
about as aggressively as the court has seen in 
its judicial experience.  While defending a client 
aggressively is understandable, if not laudable, 
in the case at bar, Cisco crossed the line in sev-
eral regards. 

Post-Trial Motions Op., 254 F. Supp. 3d at 722. 

The district court further explained that “Cisco’s 
litigation strategies in the case at bar created a sub-
stantial amount of work for both SRI and the court, 
much of which work was needlessly repetitive or irrel-
evant or frivolous.”  Id. at 723 (footnotes omitted).  In-
deed, the district court inventoried Cisco’s aggressive 
tactics, including maintaining nineteen invalidity theo-
ries until the eve of trial but only presenting two at tri-
al and pursuing defenses at trial that were contrary to 
the court’s rulings or Cisco’s internal documents.  Id. at 
722.  Nevertheless, the district court relied in part on 
the fact that the jury found that Cisco’s infringement 
was willful in its determination to exercise its discre-
tion pursuant to § 285 to award SRI its attorneys’ fees 
and costs.  Id. at 723.  Accordingly, we vacate the dis-
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trict court’s award of attorneys’ fees and remand for 
further consideration along with willfulness. 

We take no issue with the district court’s award of 
attorneys’ fees at the attorneys’ billing rates without 
adjusting them to Delaware rates.  At the same time, 
however, the district court erred in granting all of 
SRI’s fees.  Section 285 permits a prevailing party to 
recover reasonable attorneys’ fees, but not fees for 
hours expended by counsel that were “excessive, re-
dundant, or otherwise unnecessary.”  Hensley v. Eck-
erhart, 461 U.S. 424, 434 (1983).  We accordingly con-
clude that the district court should have reduced SRI’s 
total hours to eliminate clear mistakes.  For example, 
one billing entry reads “DON’T RELEASE, CLIENT 
MATTER NEEDS TO BE CHANGED.”  J.A. 32384.  
Accordingly, should the district court award attorneys’ 
fees on remand, it must remove attorney hours clearly 
included by mistake in its calculation of reasonable at-
torneys’ fees. 

VI 

We review for abuse of discretion a district court’s 
grant of an ongoing royalty.  Whitserve, LLC v. Com-
put.  Packages, Inc., 694 F.3d 10, 35 (Fed. Cir. 2012).  
Here, the district court did not abuse its discretion in 
awarding “a 3.5% compulsory license for all post-
verdict sales.”  Post-Trial Motions Op., 254 F. Supp. 3d 
at 724.  The district court’s ongoing royalty rate equals 
the rate found by the jury and the base is limited to the 
“accused products and services.”  J.A. 182. 

On appeal, Cisco argues that the district court 
abused its discretion in awarding the 3.5% ongoing roy-
alty on “all post-verdict sales” without considering Cis-
co’s design-arounds.  According to Cisco, the court was 
obligated to assess whether Cisco’s redesigned prod-
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ucts and services were more than colorably different 
from those products and services adjudicated at trial, 
and if not, whether those redesigned products and ser-
vices infringe.  To this end, Cisco moved to supplement 
its post-trial briefing with declarations describing its 
redesign efforts.  Cisco argues that the district court 
abused its discretion by denying its motion to supple-
ment.7  We disagree.  The district court properly exer-
cised its discretion in denying Cisco’s motion to sup-
plement the record regarding alleged post-verdict de-
sign-around activity.  Cisco did not redesign its prod-
ucts until after trial, and Cisco did not file its motion to 
supplement until after completion of post-trial briefing.  
Given the stage of the proceedings and SRI’s opposi-
tion, the trial court acted within its discretion when 
denying Cisco’s motion to supplement. 

To the extent the district court’s order is unclear—
and we think it is not—we reconfirm that the ongoing 
royalty on post-verdict sales is limited to products that 
were actually found to infringe and products that are 
not colorably different.  We discern no error in the dis-
trict court’s determination that Cisco’s submissions 
were untimely.  Nevertheless, we acknowledge that the 
district court has not yet determined whether products 

 
7 Finally, Cisco argues that, in the same order in which the 

court stated that “[t]here are no post-verdict royalties,” the court 
awarded a post-verdict royalty—an internal inconsistency.  J.A. 
175.  We do not ascribe weight to the apparent clerical error creat-
ing the inconsistency.  The district court’s final judgment order is 
clear that “Cisco shall pay a 3.5% compulsory license on all post-
verdict sales of the accused products and services.”  J.A. 182.  To 
the extent that clear statement conflicts with the single sentence 
in the memorandum opinion, we think the court made its inten-
tions clear in its final judgment and we see no error by the district 
court. 
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and services that were not accused (that is, changed 
after the jury verdict) are colorably different for pur-
poses of ongoing royalty calculations.  Such an issue 
could be resolved in a future proceeding. 

CONCLUSION 

For the reasons above, we affirm the district 
court’s denial of summary judgment that the asserted 
claims are patent-ineligible.  We also agree with the 
district court’s construction of “network traffic data” 
and affirm the district court’s grant of summary judg-
ment of no anticipation.  We vacate and remand the dis-
trict court’s denial of Cisco’s renewed motion for judg-
ment as a matter of law that Cisco did not willfully in-
fringe the asserted claims.  Accordingly, we vacate and 
remand the district court’s awards of enhanced damag-
es and attorneys’ fees.  Finally, we affirm the district 
court’s orders granting enhanced damages and ongoing 
royalties. 

AFFIRMED-IN-PART, VACATED-IN-PART, 

AND REMANDED 

COSTS 

No costs. 
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v. 
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Judge Sue L. Robinson. 
 

LOURIE, Circuit Judge, dissenting. 

I respectfully dissent from the majority’s decision 
upholding the eligibility of the claims.  In my view, they 
are clearly abstract.  In fact, they differ very little from 
the claims in Electric Power Group, LLC v. Alstom 
S.A., 830 F.3d 1350, 1355 (Fed. Cir. 2016), where we 
found the claims to be abstract. 

The majority opinion focuses on claim 1 of U.S. Pa-
tent 6,711,615 (“the ’615 patent”), which recites: 

1. A computer-automated method of hierar-
chical event monitoring and analysis within an 
enterprise network comprising:   

deploying a plurality of network monitors 
in the enterprise network;  

detecting, by the network monitors, suspi-
cious network activity based on analysis of 
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network traffic data selected from one or 
more of the following categories:  {network 
packet data transfer commands, network 
packet data transfer errors, network pack-
et data volume, network connection re-
quests, network connection denials, error 
codes included in a network packet, net-
work connection acknowledgements, and 
network packets indicative of well-known 
network-service protocols}; 

generating, by the monitors, reports of said 
suspicious activity; and 

automatically receiving and integrating the 
reports of suspicious activity, by one or 
more hierarchical monitors. 

Similarly, the claim we reviewed in Electric Power 
Group recited “[a] method of detecting events on an in-
terconnected electric power grid in real time over a 
wide area and automatically analyzing the events on 
the interconnected electric power grid,” with the meth-
od comprising eight steps, including “receiving data,” 
“detecting and analyzing events in real time,” “display-
ing the event analysis results and diagnoses of events,” 
“accumulating and updating measurements,” and “de-
riving a composite indicator of reliability.”  830 F.3d at 
1351-52. 

While that claim was lengthy, with eight steps, it 
merely described selecting information by content or 
source for collection, analysis, and display.  Id. at 1351.  
In finding the claim directed to an abstract idea, we 
reasoned that “collecting information, including when 
limited to particular content (which does not change its 
character as information)” was an abstract idea.  Id. at 
1353.  Limiting the claim to a particular technological 
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environment—power-grid monitoring—was insufficient 
to transform it into a patent-eligible application of the 
abstract idea at its core.  Id. at 1354.  The claim was 
rooted in computer technology only to the extent that 
the broadly-recited steps required a computer.  At step 
two, we noted that the claim did not require an “in-
ventive set of components or methods … that would 
generate new data,” and did not “invoke any assertedly 
inventive programming.”  Id. at 1355. 

This case is hardly distinguishable from Electric 
Power Group.  The claims in that case are said in the 
majority opinion to only be drawn to using computers 
as tools to solve a problem, rather than improving the 
functionality of computers and computer networks. 

The claims here recite nothing more than deploying 
network monitors, detecting suspicious network activi-
ty, and generating and handling reports.  The detecting 
of the suspicious activity is based on “analysis” of traf-
fic data, but the claims add nothing concerning specific 
means for doing so.  The claims only recite the moving 
of information.  The computer is used as a tool, and no 
improvement in computer technology is shown or 
claimed.  There is no specific technique described for 
improving computer network security. 

I would find the claims directed to the abstract idea 
of monitoring network security and proceed to step two 
of Alice.  As in Electric Power Group, however, 
“[n]othing in the claims, understood in light of the spec-
ification, requires anything other than off-the-shelf, 
conventional computer, network, and display technolo-
gy … .”  830 F.3d at 1355.  The claims recite “types of 
information and information sources,” id., but such se-
lection of information by content or source does not 
provide an inventive concept.  Id.  The specification fur-
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ther makes clear that the claims only rely on generic 
computer components, including a computer, memory, 
processor, and mass storage device.  See ’615 patent, 
col. 14 ll. 50-57.  Indeed, the specification even deems 
the relevant memory bus and peripheral bus “custom-
ary components.”  Id. col. 14 l. 55. 

Finally, the majority opinion quotes from and para-
phrases language from the specification that only re-
cites results, not means for accomplishing them.  See, 
e.g., Majority Op. at 9.  The claims as written, however, 
do not recite a specific way of enabling a computer to 
monitor network activity.  As we noted in Electric 
Power Group, result-focused, functional claims that ef-
fectively cover any solution to an identified problem, 
like those at issue here, frequently run afoul of Alice.  
830 F.3d at 1356. 

Thus, I would find the claims to be directed to an 
abstract idea at Alice step one, without an inventive 
concept at step two, and reverse the district court’s 
finding of eligibility.  Because I would find the claims at 
issue to be ineligible, I would not reach the remaining 
issues in the case. 
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I. INTRODUCTION 

On September 4, 2013, plaintiff SRI International, 
Inc. (“SRI”) filed suit against defendant Cisco Systems 
Inc. (“Cisco”), alleging infringement of U.S. Patent No. 
6,711,615 (“the ‘615 patent”) and 6,484,203 (“the ‘203 pa-
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tent”) (collectively, “the patents”).  (D.I. 1)  On Decem-
ber 18, 2013, Cisco answered the complaint and coun-
terclaimed for non-infringement and invalidity.  (D.I. 9)  
SRI answered the counterclaims on January 13, 2014.  
(D.I. 11)  The court issued a claim construction order on 
May 14, 2015.  (D.I. 138)  In a memorandum opinion and 
order dated April 11, 2016, the court resolved several 
summary judgment motions.  (D.I. 301; D.I. 302)   

The court held an eight-day jury trial from May 2-
11, 2016 on infringement, validity, willfulness, and dam-
ages of claims 1, 2, 13, and 14 of the ‘615 patent and 
claims 1, 2, 12, and 13 of the ‘203 patent (“the asserted 
claims”).  On May 12, 2016, the jury returned a verdict 
that Cisco intrusion protection system (“IPS”) prod-
ucts, Cisco remote management services, Cisco IPS 
services, Sourcefire IPS products, and Sourcefire pro-
fessional services directly and indirectly infringe the 
asserted claims of the ‘615 and ‘203 patents.  (D.I. 337 at 
1-4)  The jury determined that the asserted claims are 
not invalid.  (D.I. 337 at 6-7)  As a consequence of this 
infringement, the jury awarded SRI a 3.5% reasonable 
royalty amounting to $8,680,000 for sales of Cisco prod-
ucts and services and $14,980,000 for sales of Cis-
co/Sourcefire products and services, for a total of 
$23,660,000.  (D.I. 337 at 8)  The jury also found that 
SRI had established, by clear and convincing evidence, 
that Cisco’s infringement was willful.  (D.I. 337 at 5)   

Presently before the court are the following mo-
tions:  (1) Cisco’s motion for judgment as a matter of 
law, new trial, and remittitur (D.I. 351); (2) SRl’s mo-
tion for attorney fees (D.I. 349); and (3) Cisco’s motion 
to supplement the record (D.I. 385).  The court has ju-
risdiction pursuant to 28 U.S.C. §§ 1331 and 1338(a).   



63a 

 

II. BACKGROUND 

A. The Parties 

SRI is an independent, not-for-profit research in-
stitute incorporated under the laws of the State of Cali-
fornia, with its principal place of business in Menlo 
Park, California.  (D.I. 1 at ¶ 1)  SRI conducts client-
supported research and development for government 
agencies, commercial businesses, foundations, and oth-
er organizations.  (Id. at ¶ 6)  Among its many areas of 
research, SRI has engaged in research related to com-
puter security and, more specifically, to large computer 
network intrusion detection systems and methods.  
(Id.)  Cisco is a corporation organized and existing un-
der the laws of the State of California, with its principal 
place of business in San Jose, California.  (Id. at ¶ 2)  
Cisco provides various intrusion prevention and intru-
sion detection products and services.  (Id. at ¶ 14)   

B. The Technology 

The patents relate to the monitoring and surveil-
lance of computer networks for intrusion detection.  In 
particular, the patents teach a computer-automated 
method of hierarchical event monitoring and analysis 
within an enterprise network that allows for real-time 
detection of intruders.  Upon detecting any suspicious 
activity, the network monitors generate reports of such 
activity.  The claims of the patents focus on methods 
and systems for deploying a hierarchy of network mon-
itors that can generate and receive reports of suspi-
cious network activity.   

The ‘615 patent (titled “Network Surveillance”) is a 
continuation of the ‘203 patent (titled “Hierarchical 
Event Monitoring and Analysis”), and the patents 
share a common specification and priority date of No-
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vember 9, 1998.  (D.I 179 at 1)  The asserted claims in-
clude independent claims 1 and 13 of the ‘615 patent, 
which claims read as follows:   

1. A computer-automated method of hierar-
chical event monitoring and analysis within an en-
terprise network comprising:   

deploying a plurality of network monitors in 
the enterprise network;  

detecting, by the network monitors, suspicious 
network activity based on analysis of net-
work traffic data selected from one or more 
of the following categories:  {network pack-
et data transfer commands, network packet 
data transfer errors, network packet data 
volume, network connection requests, net-
work connection denials, error codes in-
cluded in a network packet, network con-
nection acknowledgements, and network 
packets indicative of well-known network-
service protocols};  

generating, by the monitors, reports of said 
suspicious activity; and  

automatically receiving and integrating the re-
ports of suspicious activity, by one or more 
hierarchical monitors.   

(‘615 patent, 15:1-21) 

13. An enterprise network monitoring system 
comprising:   

a plurality of network monitors deployed with-
in an enterprise network, said plurality of 
network monitors detecting suspicious 
network activity based on analysis of net-



65a 

 

work traffic data selected from one or more 
of the following categories:  {network pack-
et data transfer commands, network packet 
data transfer errors, network packet data 
volume, network connection requests, net-
work connection denials, error codes in-
cluded in a network packet, network con-
nection acknowledgements, and network 
packets indicative of well-known network-
service protocols};  

said network monitors generating reports of 
said suspicious activity; and  

one or more hierarchical monitors in the enter-
prise network, the hierarchical monitors 
adapted to automatically receive and inte-
grate the reports of suspicious activity.   

(‘615 patent, 15:56-16:6) 

III. STANDARD OF REVIEW 

A. Renewed Motion for Judgment as a Matter of 
Law 

The Federal Circuit “review[s] a district court’s 
denial of judgment as a matter of law under the law of 
the regional circuit.  WBIP, LLC v. Kohler Co., 829 
F.3d 1317, 1325 (Fed. Cir. 2016) (citation omitted).  In 
the Third Circuit, a “court may grant a judgment as a 
matter of law contrary to the verdict only if ‘the record 
is critically deficient of the minimum quantum of evi-
dence’ to sustain the verdict.”  Acumed LLC v. Ad-
vanced Surgical Servs., Inc., 561 F.3d 199, 211 (3d Cir. 
2009) (citing Gomez v. Allegheny Health Servs., Inc., 71 
F.3d 1079, 1083 (3d Cir. 1995)); see also McKenna v. 
City of Philadelphia, 649 F.3d 171, 176 (3d Cir. 2011).  
The court should grant judgment as a matter of law 
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“sparingly” and “only if, viewing the evidence in the 
light most favorable to the nonmovant and giving it the 
advantage of every fair and reasonable inference, there 
is insufficient evidence from which a jury reasonably 
could find liability.”  Marra v. Philadelphia Hous. 
Auth., 497 F.3d 286, 300 (3d Cir. 2007) (citing Moyer v. 
United Dominion Indus., Inc., 473 F.3d 532, 545 n.8 (3d 
Cir. 2007)).  “In performing this narrow inquiry, [the 
court] must refrain from weighing the evidence, deter-
mining the credibility of witnesses, or substituting [its] 
own version of the facts for that of the jury.  Id.  (citing 
Lightning Lube, Inc. v. Witco Corp., 4 F.3d 1153, 1166 
(3d Cir. 1993)).  Judgment as a matter of law may be 
appropriate when there is “a purely legal basis” for re-
versal “that does not depend on rejecting the jury’s 
findings on the evidence at trial.”  Acumed, 561 F.3d at 
211.   

B. Motion for a New Trial 

Federal Rule of Civil Procedure 59(a) provides, in 
pertinent part:   

A new trial may be granted to all or any of the 
parties and on all or part of the issues in an ac-
tion in which there has been a trial by jury, for 
any of the reasons for which new trials have 
heretofore been granted in actions at law in the 
courts of the United States.   

Fed. R. Civ. P. 59(a).  The decision to grant or deny a 
new trial is within the sound discretion of the trial 
court and, unlike the standard for determining judg-
ment as a matter of law, the court need not view the 
evidence in the light most favorable to the verdict win-
ner.  See Allied Chem. Corp. v. Daiflon, Inc., 449 U.S. 
33, 36 (1980); Leonard v. Stemtech Int’l Inc., 834 F.3d 
376, 386 (3d Cir. 2016) (citing Olefins Trading, Inc. v. 
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Han Yang Chem. Corp., 9 F.3d 282 (3d Cir. 1993)); 
LifeScan Inc. v. Home Diagnostics, Inc., 103 F. Supp. 
2d 345, 350 (D. Del. 2000) (citations omitted); see also 
9A Wright & Miller, Federal Practice and Procedure 
§ 2531 (2d ed. 1994) (“On a motion for new trial the 
court may consider the credibility of witnesses and the 
weight of the evidence.”).  Among the most common 
reasons for granting a new trial are:  (1) the jury’s ver-
dict is against the clear weight of the evidence, and a 
new trial must be granted to prevent a miscarriage of 
justice; (2) newly-discovered evidence exists that would 
likely alter the outcome of the trial; (3) improper con-
duct by an attorney or the court unfairly influenced the 
verdict; or (4) the jury’s verdict was facially incon-
sistent.  See Zarow-Smith v. N.J. Transit Rail Opera-
tions, 953 F. Supp. 581, 584-85 (D.N.J. 1997) (citations 
omitted).  The court must proceed cautiously, mindful 
that it should not simply substitute its own judgment of 
the facts and the credibility of the witnesses for those 
of the jury.  Rather, the court should grant a new trial 
“only when the great weight of the evidence cuts 
against the verdict and a miscarriage of justice would 
result if the verdict were to stand.”  Leonard, 834 F.3d 
at 386 (citing Springer v. Henry, 435 F.3d 268, 274 (3d 
Cir. 2006) and Williamson v. Consol. Rail Corp., 926 
F.2d 1344, 1352-53 (3d Cir. 1991)) (internal quotation 
marks omitted).   

C. Attorney Fees 

Section 285 provides, in its entirety, “[t]he court in 
exceptional cases may award reasonable attorney fees 
to the prevailing party.”  35 U.S.C. § 285.  “When decid-
ing whether to award attorney fees under § 285, a dis-
trict court engages in a two-step inquiry.”  MarcTec, 
LLC v. Johnson & Johnson, 664 F.3d 907, 915 (Fed. 
Cir. 2012).  The court first determines whether the case 
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is exceptional and, if so, whether an award of attorney 
fees is justified.  Id. at 915-16 (citations omitted).  The 
Supreme Court has defined “an ‘exceptional’ case [as] 
simply one that stands out from others with respect to 
the substantive strength of a party’s litigating position 
(considering both the governing law and the facts of the 
case) or the unreasonable manner in which the case was 
litigated.”  Octane Fitness LLC v. Icon Health & Fit-
ness, Inc., __ U.S.__, 134 S. Ct. 1749, 1756 (2014).   

District courts should consider the “totality of the 
circumstances” and use their discretion to determine on 
a case-by-case basis whether a case is “exceptional.”  
Id.  “[A] ‘nonexclusive’ list of ‘factors,’ [to consider] in-
clud[es] ‘frivolousness, motivation, objective unreason-
ableness (both in the factual and legal components of 
the case) and the need in particular circumstances to 
advance considerations of compensation and deter-
rence.’”   Id. at n.6.  Cases which may merit an award of 
attorney fees include “the rare case in which a party’s 
unreasonable conduct—while not necessarily inde-
pendently sanctionable—is nonetheless so ‘exceptional’ 
as to justify an award of fees” or “a case presenting ei-
ther subjective bad faith or exceptionally meritless 
claims.”  Id. at 1757.  A party seeking attorney fees un-
der § 285 must prove the merits of their contentions by 
a preponderance of the evidence.  Id. at 1758.   

IV. DISCUSSION 

A. Cisco’s Renewed JMOL – Liability 

Cisco renews its motion for judgment as a matter of 
law as to infringement, arguing that “[t]he record lacks 
substantial evidence to support the jury’s verdict of di-
rect infringement, inducement, and contributory in-
fringement.”  (D.I. 352 at 1)   
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1. Standard 

a. Direct Infringement 

A patent is infringed when a person “without au-
thority makes, uses or sells any patented invention, 
within the United States … during the term of the pa-
tent.”  35 U.S.C. § 271(a).  To prove direct infringe-
ment, the patentee must establish that one or more 
claims of the patent read on the accused device literally 
or under the doctrine of equivalents.  Advanced Cardi-
ovascular Sys., Inc. v. Scimed Life Sys., Inc., 261 F.3d 
1329, 1336 (Fed. Cir. 2001).  A two-step analysis is em-
ployed in making an infringement determination.  
Markman v. Westview Instruments, Inc., 52 F.3d 967, 
976 (Fed. Cir. 1995), aff’d, 517 U.S. 370 (1996).  First, 
the court must construe the asserted claims to ascer-
tain their meaning and scope, a question of law.  Id. at 
976-77; see also Teva Pharms. USA, Inc. v. Sandoz, 
Inc., __ U.S.__, 135 S. Ct. 831, 837 (2015).  The trier of 
fact must then compare the properly construed claims 
with the accused infringing product.  See Markman, 52 
F.3d at 976.  This second step is a question of fact.  
Spectrum Pharm., Inc. v. Sandoz Inc., 802 F.3d 1326, 
1337 (Fed. Cir. 2015) (citing Bai v. L & L Wings, Inc., 
160 F.3d 1350, 1353 (Fed. Cir. 1998)). 

“Direct infringement requires a party to perform 
each and every step or element of a claimed method or 
product.”  Exergen Corp. v. Wal-Mart Stores, Inc., 575 
F.3d 1312, 1320 (Fed. Cir. 2009) (quoting BMC Res., 
Inc. v. Paymentech, L.P., 498 F.3d 1373, 1378 (Fed. Cir. 
2007)).  “If any claim limitation is absent …, there is no 
literal infringement as a matter of law.”  Bayer AG v. 
Etan Pharm. Research Corp., 212 F.3d 1241, 1247 (Fed. 
Cir. 2000).  If an accused product does not infringe an 
independent claim, it also does not infringe any claim 
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depending thereon.  Ferring B.V. v. Watson Labs., lnc.-
Florida, 764 F.3d 1401, 1411 (Fed. Cir. 2014) (citing 
Wahpeton Canvas Co., Inc. v. Frontier, Inc., 870 F.2d 
1546, 1552 (Fed. Cir. 1989) (“One who does not infringe 
an independent claim cannot infringe a claim dependent 
on (and thus containing all the limitations of) that 
claim.”)).  However, “[o]ne may infringe an independent 
claim and not infringe a claim dependent on that claim.”  
Monsanto Co. v. Syngenta Seeds, Inc., 503 F.3d 1352, 
1359 (Fed. Cir. 2007) (quoting Wahpeton Canvas, 870 
F.2d at 1552) (internal quotations omitted).  The patent 
owner has the burden of proving literal infringement 
by a preponderance of the evidence.  Octane Fitness, 
134 S. Ct. at 1758.   

b. Indirect Infringement 

To establish indirect infringement, a patent owner 
has available two theories:  active inducement of in-
fringement and contributory infringement.  35 U.S.C. 
§ 271(b) & (c).  Liability for indirect infringement may 
arise “if, but only if, [there is] … direct infringement.”  
Limelight Networks, Inc. v. Akamai Technologies, Inc., 
_ U.S. _, 134 S. Ct. 2111, 2117 (2014) (citing Aro Mfg. 
Co. v. Convertible Top Replacement Co., 365 U.S. 336, 
341 (1961) (emphasis omitted)).  The patent owner has 
the burden of proving infringement by a preponderance 
of the evidence.  Octane Fitness, 134 S. Ct. at 1758.   

Under 35 U.S.C. § 271(b), “whoever actively induc-
es infringement of a patent shall be liable as an infring-
er.”  “To prove induced infringement, the patentee 
must show direct infringement, and that the alleged in-
fringer knowingly induced infringement and possessed 
specific intent to encourage another’s infringement.”  
Toshiba Corp. v. Imation Corp., 681 F.3d 1358, 1363 
(Fed. Cir. 2012) (quoting i4i Ltd. P’ship. v. Microsoft 
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Corp., 598 F.3d 831, 851 (Fed. Cir. 2010)) (internal quo-
tation marks omitted).  “[I]nduced infringement under 
§ 271(b) requires knowledge that the induced acts con-
stitute patent infringement.”  Global-Tech Appliances, 
Inc. v. SEB S.A., 563 U.S. 754, 766 (2011).  The 
knowledge requirement can be met by a showing of ei-
ther actual knowledge or willful blindness.  See id.  “[A] 
willfully blind defendant is one who takes deliberate 
actions to avoid confirming a high probability of 
wrongdoing and who can almost be said to have actual-
ly known the critical facts.”  Id. at 769 (citation omit-
ted).  “[I]nducement requires evidence of culpable con-
duct, directed to encouraging another’s infringement, 
not merely that the inducer had knowledge of the direct 
infringer’s activities.”  DSU Medical Corp. v. JMS Co., 
Ltd., 471 F.3d 1293, 1306 (Fed. Cir. 2006) (en banc in 
relevant part) (citations omitted).   

To establish contributory infringement, the patent 
owner must demonstrate the following:  (1) an offer to 
sell, a sale, or an import into the United States; (2) a 
component or material for use in a patented process 
constituting a material part of the invention; (3) 
knowledge by the defendant that the component is es-
pecially made or especially adapted for use in an in-
fringement of such patents; and (4) the component is 
not a staple or article suitable for substantial non-
infringing use.  Fujitsu Ltd. v. Netgear Inc., 620 F.3d 
1321, 1326 (Fed. Cir. 2010) (citing 35 U.S.C. § 271(c)).  
Defendant “must know ‘that the combination for which 
his component was especially designed was both pa-
tented and infringing.’”   Global-Tech, 563 U.S. at 763 
(citing Aro Mfg., 377 U.S. at 488).   
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2. Sourcefire IPS products and services 

a. Direct infringement – “automatically 
receiving and integrating the reports of 
suspicious activity” 

The jury found that the accused Sourcefire IPS 
products directly infringe the asserted claims.  (D.I. 337 
at 2)  Cisco argues that no reasonable jury could have 
found that the Sourcefire IPS products “integrate re-
ports of suspicious activity”1 as required by the assert-
ed claims.  (D.I. 352 at 3)  Cisco contends that, “[u]nder 
the court’s claim construction,” the claims require “in-
tegrating reports of multiple events, not merely evalu-
ating a report of a single event.”2  (D.I. 352 at 3)  SRI 
does not dispute the “multiple event” limitation and ar-
gues that substantial evidence supports the jury’s find-
ing of infringement.  (D.I. 370 at 2)   

i. SRI’s evidence 

SRl’s expert, Wenke Lee, PhD (“Dr. Lee”), refer-
enced an internal Sourcefire document entitled “Com-
pliance Rule Overview” and opined that the Sourcefire 
IPS products integrate reports of suspicious activity 
using rule nesting.  (D.I. 396 at 959:22-961:9)  For ex-
ample, the referenced document states that:   

For each kind of event, the rule can be con-
strained by related conditions … .  Different 

 
1 Found in claims 1 and 13 of the ‘615 patent, and claims 1 and 

12 of the ‘203 patent.   

2 The parties agreed to construe these terms as “[w]ithout 
user intervention, receiving reports of suspicious activity and 
combining those reports into a different end product; i.e., some-
thing more than simply collecting and reiterating data.”  (D.I. 47 at 
2)   
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conditions for a compliance rule can be com-
bined with an AND or OR operator.  One or 
more conditions can also be subordinated to an-
other condition, also combined with an AND or 
OR operator.  All this together allows complex 
rules to be built.   

(PTX 787 at 7)  Dr. Lee explained that “these compli-
ance rules can work together to achieve the result of 
correlation … the firing of one compliance rule can be-
come a condition into another compliance rule.”  (D.I. 
396 at 960:24-961:2; PTX 787 at 7)  Dr. Lee opined that 
“with this nesting ability, … [one can] write very com-
plex logic to implement very comprehensive correlation 
analysis.”  (D.I. 396 at 961:2-5; PTX 787 at 7)  Referenc-
ing the Sourcefire 3D System User Guide, Dr. Lee ex-
plained that the product literature teaches users and 
deploying organizations how to combine rules.  (D.I. 396 
at 961:10-962:6; DTX 840 at 1228)   

In his rebuttal testimony, Dr. Lee repeated that 
rule nesting works by creating a new rule that includes 
“the condition [] that another rule has to already be sat-
isfied.”  (D.I. 399 at 1793:17-18)  He explained that rule 
nesting enables combination of multiple events because 
rule nesting “means that you combine … the events de-
scribed by these two rules” into a single event.  (D.I. 
399 at 1793:18-23)  Dr. Lee showed where, in the 
Sourcefire source code, rule nesting happens.  (D.I. 399 
at 1797:1-21)   

Dr. Lee explained that his infringement opinion 
was based, in part, on an independent test of 
Sourcefire’s IPS products by NSS Labs.  (D.I. 396 at 
963:22-964:17; PTX 707 at 5, 20-21)  Martin Roesch 
(“Roesch”), Sourcefire’s founder and now Cisco’s vice 
president and chief security architect, testified that 
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NSS Labs is a well-known “third­party testing service”  
that does “functional analysis of things like intrusion 
prevention systems, firewalls, advanced malware pro-
tection systems and things like that.”  (D.I. 398 at 
1477:19-1478:5)  The NSS Labs report states that the 
Sourcefire IPS products “provide the means to infer 
connections between multiple alerts and group them 
together as incidents automatically.”  (PTX 707 at 17)  
Dr. Lee opined that this means that the “correlation 
engine” within the accused Sourcefire products can “in-
fer connections between multiple alerts.”  (D.I. 396 at 
964:12-13; 964:22-965:7)   

SRI presented deposition testimony from end users 
such as Kurt Truxal (“Truxal”), manager of global secu-
rity at TransUnion, a Sourcefire and Cisco user.  When 
asked “what a correlation rule does,” Truxal said that 
“[i]t allows you to correlate multiple events and call it a 
specific singular event.”  (D.I. 395 at 799:7-8; PTX 774)  
Truxal verified that TransUnion uses Sourcefire prod-
ucts to “combine and nest conditions.”  (D.I. 395 at 
800:3-4)  TransUnion, Truxal explained, also generates 
correlation events which are used to take “multiple 
events that happen in a sequence and rout[e] them to-
gether to create one unique individual event … [so 
that] they add up to something that could be more in-
teresting.”  (D.I. 395 at 807:21-808:4)   

ii. Cisco’s evidence 

Cisco’s expert, Paul C. Clark, PhD (“Dr. Clark”), 
explained the operation of the “compliance engine fea-
ture” of the Sourcefire Defense Center product.  (D.I. 
398 at 1574:25-1575:1)  Dr. Clark opined that the “com-
pliance engine feature” processes events from sensors 
serially, “[a]s you’ll see here, we’re going to take the 
next event and match it with the policy just like we did 
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the first event, and then we’re going to fire one or more 
rules.  But firing one or more rules is not combining 
multiple events.”  (D.I. 398 at 1575:24-1576:3; PTX 787 
at 7; See also D.I. 398 at 1600:8-13)  Dr. Clark explained 
that, in rule nesting, a base event is “going to be pro-
cessed the same way [as rules in series], [by] tak[ing] it 
across, correlat[ing] with a rule one in the policy, trig-
ger[ing] that rule, and then mov[ing] it along.  And now 
you correlate it with Rule 2, same event, and just fire a 
second rule.”  (D.I. 398 at 1577:11-14; PTX 787 at 7, 21)  
Cisco elicited cross examination testimony from Dr. 
Lee in which he agreed that the accused Sourcefire IPS 
products process rules “one event at a time.”3  (D.I. 399 
at 1841:20-21)   

iii. Analysis 

The jury was asked to consider whether SRI pre-
sented a preponderance of evidence to demonstrate 
that Cisco’s Sourcefire IPS products directly infringed 
the asserted claims, either literally or under the doc-
trine of equivalents.  (D.I. 336 at 23-25)  Cisco argues 
that no reasonable jury could find infringement of the 
“automatically receiving and integrating the reports of 
suspicious activity” limitation found in the asserted 

 
3 Cisco presented attorney argument that Dr. Lee’s claim 

that “Cisco’s ‘nested rules’ could combine more than one event” is 
“inaccurate.”  (D.I. 352 at 5)  This is one of several arguments re-
lated to the “nested rules feature” that Cisco asserts must be pre-
sent, independent of the correlation engine.  During trial, the so-
called “nested rules feature” was mentioned twice in testimony 
from Cisco’s Edward Bedwell (“Bedwell”).  (D.I. 398 at 1493:24; 
1498:9)  In its briefs, Cisco argues that SRI failed to demonstrate 
infringement with respect to this so-called “nested rules feature” 
on more than a dozen occasions.  (D.I. 352 at 5, 6, 12, 13, 14, 24 & 
n.4; D.I. 379 at 3, 5, 7, 12, and 13)  There is no evidence in the rec-
ord that Cisco made any of these arguments to the jury.   
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claims, either literally or under the doctrine of equiva-
lents.4  (D.I. 352 at 6)  Cisco contends that Dr. Lee’s 
testimony under cross examination leads to the conclu-
sion that “the claims undisputedly require[] integrating 
reports of multiple events, not merely evaluating a re-
port of a single event.”5  (D.I. 352 at 3, citing D.I. 396 at 
1082:20-1083:5)   

The court instructed the jury that “automatically 
receiving and integrating the reports of suspicious ac-
tivity” means “[w]ithout user intervention, receiving 
reports of suspicious activity and combining those re-
ports into a different end product; i.e., something more 
than simply collecting and reiterating data.”  (D.I. 336 
at 21)  Dr. Lee opined that correlation rules, combined 
with rule nesting, receive reports of suspicious activity 
and combine those reports into a different product.  
(D.I. 396 at 960:24-961:2; PTX 787 at 7; DTX 840 at 
1228)  Truxal expressed a similar opinion.  (D.I. 395 at 
807:21-808:4)  Dr. Clark opined that this was not possi-
ble, because the Sourcefire products process events se-
rially.  (D.I. 398 at 1577:11-14; PTX 787 at 7, 21)   

On the record at bar, SRl’s expert provided more 
than conclusory testimony in order to explain his con-

 
4 Cisco argues that “no reasonable jury could have found that 

the Sourcefire products satisfy the claim requirement of integrat-
ing reports of multiple events under the doctrine of equivalents.”  
(D.I. 352 at 6)  Cisco avers that “SRI offered no evidence that 
Sourcefire’s accused single-event correlation is insubstantially dif-
ferent from the integration of multiple events required by all as-
serted claims.”  (Id.)  There is no evidence in the record that SRI 
asserted an equivalents argument with respect to this claim limita-
tion.  Therefore, the court denies Cisco’s motions with respect to 
equivalents.   

5 This proposed construction was not presented to the jury.   
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clusions to the jury.  SRI also presented a fact witness 
to corroborate SRl’s expert.  The jury credited such 
testimony over that of Cisco’s expert.  The court de-
clines to re-weigh the evidence or the credibility of the 
witnesses.  Viewing the record in the light most favor-
able to SRI, substantial evidence supports the jury’s 
verdict.  For these reasons, Cisco’s renewed motion for 
JMOL is denied.   

b. Indirect infringement – induced in-
fringement 

The jury found that Cisco induced infringement of 
the asserted claims by Sourcefire IPS products and 
services.  (D.I. 337 at 4)  Cisco argues that no reasona-
ble jury could have found that Cisco induced infringe-
ment of the Sourcefire IPS products and services.  (D.I. 
352 at 13)  Cisco contends that SRI failed to demon-
strate direct infringement, either through customers 
Home Depot and TransUnion or through survey re-
sults.  (Id.)  Cisco asserts that a jury could not have 
concluded the teaching or encouragement factor be-
cause “SRI failed to present substantial evidence that 
Cisco actively encouraged its customers to enable or 
use any allegedly infringing nested rules.”  (Id. at 14)  
Cisco argues that, SRI did not provide evidence that 
“Cisco ‘knew the acts’ of its customers ‘were infring-
ing.’”   (Id.)  SRI responds that it “presented extensive 
evidence that Cisco induced infringing deployment and 
use of the Sourcefire IPS Products and Services by its 
customers.”  (D.I. 370 at 12)   

i. SRI’s evidence 

SRI presented evidence of direct infringement by 
the accused Sourcefire IPS products as discussed 
above.  For example, when asked “what a correlation 
rule does,” TransUnion’s Truxal said that “[i]t allows 
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you to correlate multiple events and call it a specific 
singular event.”  (D.I. 395 at 799:7-8; PTX 774)  Truxal 
verified that TransUnion uses the accused Sourcefire 
products to “combine and nest conditions.”  (D.I. 395 at 
800:3-4)  TransUnion, Truxal explained, also generates 
correlation events which are used to take “multiple 
events that happen in a sequence and rout[e] them to-
gether to create one unique individual event … [so 
that] they add up to something that could be more in-
teresting.”  (D.I. 395 at 807:21-808:4)   

SRI presented circumstantial evidence of direct in-
fringement in the form of the NSS Labs report.  (PTX 
707 at 5, 17, 20-21)  Dr. Lee’s aforementioned analysis 
of Cisco source code was also directed at the question of 
direct infringement by Sourcefire IPS products.  (D.I. 
399 at 1793:17-23, 1797:1-21)  SRl’s survey expert, Ken 
Van Liere, PhD (“Dr. Van Liere”), presented the re-
sults of a survey of Cisco customers and opined that, 
based upon the survey results, “78 percent of the peo-
ple who have one [Sourcefire product] in their U.S. 
network said that [the correlation compliance engine] 
feature was enabled.”  (D.I. 395 at 728:20-729:2) Table 
10 of the survey results show that 78% of Sourcefire 
users selected “Correlation/Compliance Engine” in re-
sponse to the question:  “which of the following, if any, 
are enabled in one or more of the Sourcefire Products 
that are currently installed within your organization’s 
United States network?”  (PTX 1093 at table 10)   

Dr. Lee opined that “using the correlation feature” 
in the Sourcefire IPS products is “one of the best prac-
tices recommended [by Cisco] to customers.”  (D.I. 396 
at 977:1-6)  In reference to various Cisco user guides, 
Dr. Lee testified that these user guides teach 
Sourcefire customers why, and how, to use correlation 
rules.  (Id. at 978:1-8; PTX 787 at 7 (Compliance Rule 
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Overview); PTX 784 at 62 (Best Practices Guide); DTX 
840 at 1228 (Sourcefire 3D System User Guide); PTX 
151 at 39-7 (FireSIGHT System User Guide))   

SRI elicited testimony, on cross examination, from 
Cisco’s Roesch that he did not analyze infringement or 
read the patents until his deposition in the fall of 2015, 
which was two years after the filing of the present suit.  
(D.I. 398 at 1478:17-1479:13)  Roesch opined that 
“[w]hen there are deeply technical issues on the table 
and there has been a legal application of understanding 
to those deep technical issues,” his general attitude is 
that Cisco has not infringed a patent, because people 
who are bringing suits do not understand the technolo-
gy.  (Id. at 1481:22-1482:2)  Roesch also testified that 
his initial impression about the case at bar was that 
SRI “[d]idn’t understand our technology.”  (Id. at 
1482:10-13)  SRl’s former vice president of legal and 
business affairs and general counsel, Richard Abram-
son (“Abramson”), testified in a deposition that during 
licensing discussions (before the case at bar had been 
filed) Cisco had presented noninfringement contentions 
that SRI had rebutted.  (D.I. 397 at 1233:15-22)   

ii. Cisco’s evidence 

Cisco points to various aspects of SRl’s evidence 
that it contends are a failure of proof of direct in-
fringement.  For example, SRI deposed Jeffrey Lee 
Mitchell (“Mitchell”), who is the director of IT security 
at Home Depot.  When asked whether Home Depot us-
es correlation rules in the company’s “defense center,” 
Mitchell testified “I don’t think so … .  Because our cor-
relation that we would begin within SOC is not done 
with the management console.  It’s done with correla-
tion rules within Splunk.”  (D.I. 395 at 681:10-17)  
Mitchell repeated “I don’t know if [the correlation rules 
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are] enabled on the defense center.  I do know that we 
are not using it in the SOC for correlation.”  (D.I. 395 at 
682:9-11)  Cisco asserts that Mitchell’s testimony means 
that “Home Depot does not use the accused correlation 
engine and leaves it disabled.”  (D.I. 352 at 13)  Cisco 
argues that “TransUnion uses the correlation engine 
but not the nested rules feature.”  (Id.)  In support, 
Cisco points to Truxal’s testimony that TransUnion 
does not have the defense center configured to “gener-
ate reports based on correlated events.”  (D.I. 395 at 
808:5-13)  With respect to Dr. Van Liere’s survey, Cisco 
avers that the “survey failed to include any questions 
about the customers’ use of the accused nested rules 
feature.”  (D.I. 352 at 13-14, citing PTX 1093 at table 
10)   

Cisco argues that “SRI failed to present substantial 
evidence that Cisco actively encouraged its customers 
to enable or use any allegedly infringing nested rules.”  
(D.I. 352 at 14)  For example, Dr. Lee testified that one 
of the ways Cisco encouraged its customers to infringe 
was by providing customer support for Sourcefire.  
(D.I. 396 at 980:6-981:5 (referencing deposition testimo-
ny by Cisco employee, Steven Alan Sturges (“Sturges”) 
at D.I. 395 at 759:8-770:2))  Cisco contends that this 
failure of proof is supported by Dr. Clark’s testimony 
that “the compliance engine is the accused feature in 
the Defense Center” but that the defense center does 
“[l]ots of other things.”6  (D.I. 398 at 1571:3-16)  Cisco 
notes that three of the user guides presented by SRI do 
not mention Sourcefire’s correlation engine or the ac-
cused nested rules feature.  (D.I. 352 at 14)  With re-

 
6 In support of this, Cisco cites generally to DTX 840 

“Sourcefire 3D System User Guide,” which is a 2,000 page docu-
ment.   
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spect to the user guides that teach rule nesting, Cisco 
avers that the teaching is limited to a single statement 
that “You can nest rules.”  (D.I. 352 at 14; See also DTX 
840 at 1228, PTX 151 at 39-7).  Cisco notes that the rel-
evant Sourcefire User Guide (DTX 840) is dated July 
2011, which it argues is “more than a year” before May 
2012, when STI sent a letter informing Cisco of the in-
fringement allegations.7  (D.I. 352 at 14; D.I. 398 at 
1247:15-20)  Moreover, Cisco contends that the trial 
transcript demonstrates that SRI “attempt[ed] to es-
tablish induced infringement without addressing the 
reasonableness of Cisco’s non-infringement defenses.”8  
(D.I. 352 at 14-15, citing D.I. 400 at 1952:6-1957:15)  In 
its closing argument, Cisco made the following state-
ment:   

Indirect infringement.  They’re right.  Dr. 
Clark said, our products don’t infringe.  If they 
don’t infringe, then no one else who uses them 
can infringe.  But we also didn’t have the in-
tent.  They did not show9 you what Abramson, 

 
7 May 2012 is less than a year after July 2011.   

8 Cisco argues that “the Federal Circuit recently rejected the 
notion that ‘any time a defendant’s products are found to directly 
infringe, the plaintiff has sufficiently established the defendant’s 
intent to induce infringement.’ ”   (D.I. 352 at 15, citing Warsaw 
Orthopedic, Inc. v. NuVasive, Inc., 824 F.3d 1344, 1352 (Fed. Cir. 
2016) (Reyna, J., concurring))  The Federal Circuit took a more 
nuanced approach, “[t]o be clear, we do not suggest that induce-
ment liability is [as] broad [as Judge Reyna suggests in his concur-
rence].  To show the intent to induce infringement, it is sufficient 
that the plaintiff establish that a defendant’s asserted belief in 
non-infringement was unreasonable.”  Warsaw Orthopedic, 824 
F.3d at 1351 n.2.   

9 Cisco appears to argue that SRI did not address the reason-
ableness of Cisco’s noninfringement belief.  (But see D.I. 397 at 
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who was their former general counsel, admit-
ted at deposition:  Do you know if Cisco pre-
sented any noninfringement positions in those 
license licensing discussions?  At some point 
they did make some argument as to why they 
felt they didn’t infringe.  That shows you we 
felt we didn’t infringe.  That does not add up to 
that we knowingly told people to do things 
knowing that it would infringe.  I don’t know 
why they didn’t tell you that.  It’s their guy.  I 
think you’re not going to be terribly surprised, 
but I really want you to say no to this one, too.   

(D.I. 400 at 1988:21-1989:10)   

iii. Analysis 

The jury was asked to consider whether SRI pre-
sented a preponderance of evidence to demonstrate 
that Cisco’s induced infringement of the asserted claims 
by Sourcefire IPS products.  (D.I. 336 at 26)  The court 
instructed the jury that SRI bore the burden to prove:   

1. Defendant took some action intending to en-
courage or instruct its customers to perform acts 
that you, the jury, find would directly infringe an 
asserted claim; 

2. Defendant was aware of the asserted patents 
at the time of the alleged conduct and knew that its 
customer’s acts (if taken) would constitute in-
fringement of an asserted patent, or the defendant 
believed there was a high probability that the acts 
(if taken) would constitute infringement of an as-

 
1233:15-22  (“Question:  Do you know if Cisco presented any nonin-
fringement positions in those licensing discussions?  Answer:  At 
some point they did make some argument as to why they felt they 
didn’t infringe.”)   
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serted patent but deliberately avoided confirming 
that belief; and 

3. Use by others of the defendant’s products or 
services infringes one or more of the asserted 
claims.   

(Id.)  As to the first factor, SRI presented evidence 
that Cisco’s user guides and marketing materials teach 
rule nesting and how to use the correlation engine.  
(D.I. 370 at 13)  Cisco argues that these materials are 
insufficient to demonstrate that Cisco encouraged or 
instructed its customers to enable or use rule nesting or 
the correlation engine.10  (D.I. 352 at 14)  Cisco argues 
that the “Best Practices Guide” (PTX 784) predates 
May 2012 (when SRI informed Cisco of its infringement 
contentions) and cannot form a basis for inducement, 
because Cisco could not have had knowledge of the po-
tential infringement when it made the statement.11  
However, even if Cisco had made this argument to the 
jury (which the record shows it did not), Cisco did not 
address (either in its briefs or to the jury) the timeli-
ness of the other evidence presented by SRI.  The jury 
was presented with sufficient evidence to determine 
whether Cisco took some action to encourage or in-
struct its customers to use the Sourcefire IPS products 
in an infringing manner.   

With respect to the intent factor, for the relevant 
time period, SRI presented evidence that Cisco knew 
about the patents and SRl’s belief that Cisco infringed 
the patents.  SRI also presented evidence that Cisco’s 

 
10 There is no evidence that Cisco made this argument to the 

jury.   

11 Metro-Goldwyn-Mayer Studios, Inc. v. Grokster, Ltd., 518 
F. Supp. 2d 1197, 1234 (C.D. Cal. 2007), is inapposite.   
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Roesch did not read the patents until his deposition (a 
period of nearly two years after filing suit) and James 
Kasper (“Kasper”), a software engineering technical 
leader at Cisco, was not asked to investigate the possi-
bility of infringement.  (D.I. 398 at 1479:9-13; D.I. 400 at 
1953:10-1957:15)  Cisco argues that its denial of in-
fringement during “[t]he parties’ pre-suit discussions 
confirm[s] Cisco’s reasonable belief in non-
infringement.”12  (D.I. 352 at 15)  The parties presented 
sufficient evidence for a jury to conclude that either 
Cisco knew that its customers’ acts (if taken) would 
constitute infringement of the asserted claims or Cisco 
believed there was a high probability that its custom-
ers’ acts (if taken) would constitute infringement of an 
asserted claim but that Cisco deliberately avoided con-
firming that belief.   

On the third factor, direct infringement, SRI pre-
sented evidence of infringement through Cisco custom-
ers at Home Depot and TransUnion.  Cisco argues that 
these customers cannot directly infringe the asserted 
claims, because they do not use the relevant aspects 
(rule nesting and compliance engine) of the accused 
Sourcefire IPS products.13  SRI presented additional 
evidence of infringement through Dr. Van Liere’s sur-
vey, including table 10, which (according to Dr. Van 
Liere) supports the conclusion that 78% of Sourcefire 
IPS customers use the “Correlation/Compliance En-

 
12 See supra, note 10.  Moreover, Cisco argues that the exclu-

sion of testimony by Roesch as to his opinion of noninfringement 
would have overcome the willful blindness theory SRI presented 
in closing arguments.  The court declines to reconsider its decision.   

13 See supra, note 10.  For example, in its closing argument, 
Cisco did not mention Truxal, Mitchell, TransUnion or Home De-
pot.   
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gine” feature.  (PTX 1093 at table 10)  Cisco argues that 
the survey does not address the rule nesting feature.  
(D.I. 352 at 13-14)  SRI argued to the jury that rule 
nesting is implicit to the correlation engine.  (See, e.g., 
D.I. 400 at 1947:10-1948:22)  Cisco appears to argue that 
rule nesting and the correlation engine are two sepa-
rate features that must both be separately shown in or-
der to demonstrate direct infringement.14  (D.I. 352 at 
13-16)  Sufficient evidence was presented to enable the 
jury to decide whether Cisco’s customers directly in-
fringe the asserted claims by using the Sourcefire IPS 
products.   

On the record at bar, SRI presented more than 
conclusory evidence of inducement to the jury.  The ju-
ry credited the testimony of SRl’s witnesses and exhib-
its over that of Cisco.  The court declines to re-weigh 
the evidence or the credibility of the witnesses.  View-
ing the record in the light most favorable to SRI, sub-
stantial evidence supports the jury’s verdict that Cisco 
induced infringement of the asserted claims by its cus-
tomers using Sourcefire IPS products.  For these rea-
sons, Cisco’s renewed motion for JMOL is denied.   

3. Cisco IPS products 

Cisco argues that the asserted claims contain the 
“hierarchical monitor” limitation and that no reasonable 
jury could have found that the accused Cisco IPS prod-
ucts satisfy this claim limitation.  (D.I. 352 at 7)  Cisco 
avers that “[d]espite the express claim requirement of 
multiple (i.e., at least two) monitors in a hierarchy, SRI 

 
14 See supra, note 10.  Cisco mentioned rule nesting once in its 

closing argument, “[c]an a nested rule in a correlation engine be 
evaluated against multiple intrusion events?  It cannot.  How do 
you know?  I [Cisco’s Ted Bedwell] have actually reviewed the 
source code.”  (D.I. 400 at 1982:5-7)  See supra, note 3.   
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nevertheless based its infringement theory on the fea-
tures inside a single Cisco IPS product as being both 
the lower-level monitors and the hierarchical monitor 
required by the claims.”  (Id.)   

At summary judgment, Cisco presented a similar 
argument “that the SensorApp processing thread can-
not simultaneously be both the alleged ‘network moni-
tor and ‘hierarchical monitor’ under the claims because 
they are not ‘separate and distinct structures.’”   (D.I. 
301 at 32)  The court denied summary judgment of non-
infringement and clarified that “[t]he claim language 
and the parties’ constructions do not require that the 
‘network monitor’ and ‘hierarchical monitor’ be sepa-
rate structures.”  (Id.)  The court found genuine issues 
of material fact as to “whether the Meta Event genera-
tor meets the [‘hierarchical monitor’] claim limitation.”  
(Id.)   

Cisco makes two arguments in support of its mo-
tion for JMOL:  (1) a single Cisco IPS product cannot 
satisfy the “plurality of network monitors”15 limita-
tion;16 and (2) Dr. Lee’s testimony cannot support a ju-
ry finding of infringement of the “hierarchical moni-
tor”17 limitation.  (D.I. 352 at 7-8)   

 
15 Found in the ‘615 patent at column 15, lines 5 and 57, and 

the ‘203 patent at column 14, line 22 and column 15, line 2.   

16 Cisco’s argument appears to involve a claim construction in 
which the “accused lower-level monitors … [must] be independent-
ly configured or installed.”  (D.I. 352 at 7)  This claim construction 
was not presented to the jury.  For reasons to be discussed below, 
the court addresses these arguments as a motion for reconsidera-
tion.   

17 Found in the 615 patent at column 15, lines 20-21 and col-
umn 16, line 3, and the ‘203 patent at column 14, lines 34-35 and 
column 15, line 13.   
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a. Reconsideration 

A motion for reconsideration is the “functional 
equivalent” of a motion to alter or amend judgment un-
der Federal Rule of Civil Procedure 59(e).  See Jones v. 
Pittsburgh Nat’l Corp., 899 F.2d 1350, 1352 (3d Cir. 
1990) (citing Fed. Kemper Ins. Co. v. Rauscher, 807 
F.2d 345, 348 (3d Cir. 1986)).  The standard for obtain-
ing relief under Rule 59(e) is difficult to meet.  The 
purpose of a motion for reconsideration is to “correct 
manifest errors of law or fact or to present newly dis-
covered evidence.”  Max’s Seafood Cafe ex rel. Lou-
Ann, Inc. v. Quinteros, 176 F.3d 669, 677 (3d Cir. 1999).  
A court should exercise its discretion to alter or amend 
its judgment only if the movant demonstrates one of 
the following:  (1) a change in the controlling law; (2) a 
need to correct a clear error of law or fact or to prevent 
manifest injustice; or (3) availability of new evidence 
not available when the judgment was granted.  See id.  
A motion for reconsideration is not properly grounded 
on a request that a court rethink a decision already 
made and may not be used “as a means to argue new 
facts or issues that inexcusably were not presented to 
the court in the matter previously decided.”  Brambles 
USA, Inc. v. Blocker, 735 F. Supp. 1239, 1240 (D. Del. 
1990); see also Glendon Energy Co. v. Borough of Glen-
don, 836 F. Supp. 1109, 1122 (E.D. Pa. 1993).   

In support of its request for reconsideration of the 
denial of summary judgment of noninfringement, Cisco 
presents attorney argument related to the “plurality of 
monitors” limitations, but these are the same argu-
ments Cisco made at summary judgment, and Cisco has 
not presented additional facts or law to support its non-
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infringement position.18  (D.I. 352 at 7-8; See also D.I. 
301 at 32)  Therefore, the court denies Cisco’s request 
for reconsideration.   

b. Direct Infringement – “hierarchical 
monitor” 

Cisco argues that “SRI failed to prove that Cisco’s 
IPS Products satisfy the claim requirement of a ‘hier-
archical monitor’ that integrates reports from two or 
more lower­level monitors,” alleging that “Dr. Lee [] 
changed his infringement theory” during the trial.  
(D.1. 352 at 8)  SRI agrees that “Dr. Lee misstated … 
which box drawn in a marketing diagram represented 
the meta event generator,” but argues that the location 
of the meta event generator is not important and that 
the meta event engine (or generator) corresponds to 
the “hierarchical monitor” in the claims.  (D.I. 370 at 7)   

i. SRI’s evidence 

Dr. Lee opined that the meta event engine (or meta 
event generator) meets the claim limitation of a “hier-
archical monitor,” because it receives events “from the 
lower level sensor app processing thread network mon-

 
18 Cisco cited to testimony from Dr. Lee (SRl’s expert), vari-

ous Cisco employees, and to one question answered by Dr. Clark 
(Cisco’s expert) opining that sensor apps cannot be configured in-
dependently.  (See D.I. 398 at 1593:2-7 (“Q.  Okay.  Can a sensor 
app -- can you go in and independently configure or install a sensor 
app?  A.  It does not make sense.  As I said, it’s an execution 
stream in there.  You can’t -- you don’t even know how many of 
them there are going to be.  It’s dependent upon the hardware that 
you are running.”))  It is unclear how this testimony relates to Cis-
co’s argument.  Moreover, at summary judgment, the court con-
cluded “that the expert opinions present factual disputes as to 
whether the Meta Event Generator meets the claim limitation.”  
(D.I. 301 at 32)  These disputes are addressed below with respect 
to the “hierarchical monitor” limitation.   
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itors” and is “logically separate from the other inspec-
tion engines … that are in the sensor app threads.”  
(D.I. 396 at 888:6-15; D.I. 397 at 1189:5-12)  Dr. Lee dis-
cussed source code, which explains that the meta en-
gine “allows for definitions of ‘META events’ that in 
effect correlate events automatically … .  A META 
event is defined by other signature events occurring in 
a related manner within a sliding time interval.”  (PTX 
677 at 36; D.I. 396 at 888:16-890:18)  With reference to 
the User Guide for Cisco Security Manager 4.4, Dr. Lee 
testified that “the lower level sensors take input from 
network packet produced events and the meta engine 
takes those events and correlates them.  So there is a 
hierarchy here.”  (D.I. 396 at 891:15-18; See also PTX 94 
at 38-25 (“The Meta engine is different from other en-
gines in that it takes alerts as input where most en-
gines take packets as input.”))   

On direct examination, Dr. Lee discussed a Cisco 
marketing presentation.  A slide entitled “IPS Sensor 
Architecture,” Dr. Lee explained, is an “architectural 
diagram of software … [that] tells you what are the 
components of the software, how [] they work togeth-
er.”  (D.I. 396 at 864:5-11)  Dr. Lee opined that the meta 
event engine is located in the “Correlation App” box:   

Q.  What does this -- to your understanding, 
there’s a box here, correlation app.  What is 
that referring to?   

A.  So this is the, essentially, the correlation 
engine or the meta event engine in Cisco’s lan-
guage.  That’s the upper level hierarchy code 
monitor.   

(D.I. 396 at 864:24-865:3; PTX 109 at 19)  On cross ex-
amination, Dr. Lee confirmed this opinion.  (D.I. 396 at 
1048:19-1049:4)  After Cisco presented evidence disput-
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ing that the meta event engine is located within the 
“Correlation App” box of the software architecture, on 
redirect, Dr. Lee explained that the physical location of 
the meta event generator is not important.  (D.I. 397 at 
1188:20-22)  Dr. Lee explained his opinion, showing the 
preceding slide from the same presentation and identi-
fying that the “Meta Event Generator for event corre-
lation” is located within the “On-box Correlation En-
gine” box in that slide.  (D.I. 397 at 1188:23-1189:12; 
PTX 109 at 18)   

ii. Cisco’s evidence 

On cross examination, Cisco verified Dr. Lee’s 
opinion that the meta event generator is located in the 
“Correlation App” box in the Cisco marketing presen-
tation.  (D.I. 396 at 1048:19-1049:4; PTX 109 at 19)  Cis-
co’s Kasper testified that the “Correlation App” box in 
the marketing presentation does not have anything to 
do with the meta event generator.  (D.I. 398 at 1521:2-
4)  Kasper explained that the word correlation does not 
indicate that it has anything to do with the meta event 
generation, because “[c]orrelation is sort of generally 
used term.  So nothing to do with meta.”  (D.I. 398 at 
15:5-9)  Cisco questioned Dr. Lee about this incon-
sistency:   

Q.  And when you testified last week − 

A.  Yes.   

Q.   -- you testified that the meta event genera-
tor was this green box, the correlation app; is 
that correct?   

A.  I do recall that.   

Q.  Okay.  And that, sir, you relied on that tes-
timony to establish infringement?   
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A.  No.   

Q.  Part of your infringement opinion?   

A.  I disagree.   

Q.  Okay?   

A.  Yes.   

Q.  But that testimony, that was wrong?   

A.  So -- 

Q.  Can you answer my question?  That testi-
mony was incorrect?   

A.  That particular statement was incorrect, 
that the correlation app is, yes.   

(D.I. 399 at 1810:7-24)  Dr. Lee also agreed that “[o]n 
this particular slide, I think I was wrong in saying the 
correlation app was the meta event.”  (D.I. 399 at 
1811:17-18)   

Cisco elicited additional testimony from Dr. Lee on 
cross examination in which he explained that some sen-
sor “threads acts as network monitors … [and] [s]ome 
threads [act] as meta event generators.”  (D.I. 399 at 
1815:8-17)  Meanwhile, Kasper testified that “[t]he me-
ta event generator … is part of each of those threads.”  
(D.I. 398 at 1532:5-12; 1533:1-16)   

iii. Analysis 

The jury was asked to consider whether SRI pre-
sented a preponderance of evidence to demonstrate 
that Cisco’s IPS products directly infringed the assert-
ed claims either literally or under the doctrine of equiv-
alents.  (D.I. 336 at 23-25)  SRI did not assert doctrine 
of equivalents with respect to the “hierarchical moni-
tor” limitation.  (D.I. 396 at 866:20-869:3)  The court in-
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structed the jury that “[h]ierarchical monitor” means “a 
network monitor that receives data from at least two 
network monitors that are at a lower level in the analy-
sis hierarchy.”  (D.1. 336 at 20)   

SRl’s expert, Dr. Lee, opined that the meta event 
engine (or generator) satisfies the hierarchical monitor 
claim limitation.  The parties disputed the location of 
the meta event engine in Cisco’s marketing materials, 
and Cisco was able to elicit testimony from Dr. Lee that 
his opinion in this regard was “incorrect” and “wrong.”  
Cisco did not dispute the existence or role of the meta 
event engine.  Dr. Lee opined that the meta event en-
gine was a software thread distinct from other software 
threads.  Kasper explained that the meta event engine 
was part of each software thread but that in the con-
text of a virtual sensor, the meta event generator 
would read events from multiple threads.   

On the record at bar, SRl’s expert provided more 
than conclusory testimony in order to explain his con-
clusions to the jury.  The jury credited such testimony 
over that of Cisco’s expert and fact witnesses.  The 
court declines to re-weigh the evidence or the credibil-
ity of the witnesses.  Viewing the record in the light 
most favorable to SRI, substantial evidence supports 
the jury’s verdict.  For these reasons, Cisco’s renewed 
motion for JMOL is denied.   

c. Indirect infringement – induced in-
fringement 

The jury found that Cisco induced infringement of 
the asserted claims by the accused Cisco IPS products 
and services.  (D.I. 337 at 4)  Cisco contends that no 
reasonable jury could have determined that Cisco in-
duced infringement of the asserted claims by Cisco’s 
IPS products and services, because “no reasonable jury 
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could have found that Cisco knew that any use of the 
accused Cisco IPS Products and Services would be in-
fringing.”  (D.I. 352 at 16)  Addressing the first prong of 
intent, Cisco argues that its “good-faith, reasonable be-
lief in non-infringement since first learning of SRl’s pa-
tents defeats the intent requirement for inducement.”  
(Id. at 17)  As to the second prong, Cisco avers that 
Kasper’s testimony is insufficient to establish willful 
blindness.  (Id.)   

i. SRI’s evidence 

SRI presented testimony from Roesch that he did 
not review the patents-in-suit until after his deposition 
in the fall of 2015, some two years after the filing of the 
complaint.  (D.I. 398 at 1479:3-13)  SRI also presented 
the following testimony from Kasper:   

Q.  Between the time that Cisco received that 
notice [of SRl’s infringement contentions] men-
tioned in 2012 and when I took your deposition 
in 2015, did anyone from Cisco ever approach 
you and say, take a look at these patents.  We 
want to make sure that we don’t infringe them?   

A.  No, sir.   

Q.  In fact, even though you just said you were 
one of the most knowledgeable people at Cisco 
on its IPS system, and, in fact, the one here 
testifying, at the time of your deposition in 
2015, you had never even seen the patents-in-
suit, had you?   

A.  That is correct.   

(D.I. 398 at 1535:3-14)   
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ii. Cisco’s evidence 

Cisco points to the noninfringement defenses it 
presented at trial as evidence of its “reasonable belief 
that the accused Cisco IPS Products and Services do 
not infringe.”  (D.I. 352 at 16, citing D.I. 394 at 400:18-
25; D.I. 397 at 1233:15-22; D.I. 399 at 1899:20-21 and 
1900:8-9)  Moreover, Cisco argues that the jury had no 
basis to conclude that Cisco was willfully blind as to in-
fringement, because “Kasper’s testimony confirmed the 
absence of the claimed ‘hierarchical’ relationship be-
tween the accused features in Cisco’s IPS Products, 
which supports Cisco’s noninfringement defense.”  (D.I. 
352 at 17, citing D.I. 398 at 1509:7-1512:6, 1516:24-
1518:15 and 1545:16-23)   

iii. Analysis 

The jury was asked to consider whether SRI pre-
sented a preponderance of evidence to demonstrate 
that Cisco induced infringement of the asserted claims 
by Cisco’s IPS products and services.  (D.I. 336 at 26)  
The court instructed the jury that SRI bore the burden 
to prove, among other things, that:   

2. Defendant was aware of the asserted pa-
tents at the time of the alleged conduct and 
knew that its customer’s acts (if taken) would 
constitute infringement of an asserted patent, 
or the defendant believed there was a high 
probability that the acts (if taken) would con-
stitute infringement of an asserted patent but 
deliberately avoided confirming that belief.19   

 
19 Cisco only disputes this second factor (intent) relevant to 

Cisco’s inducement with respect to the Cisco IPS products and 
services.   
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(D.I. 336 at 26)  SRI presented evidence that SRI noti-
fied Cisco of infringement in 2012 and that neither 
Roesch nor Kasper (who are among the most knowl-
edgeable individuals within the company about the op-
eration of Cisco’s IPS products and services) read the 
patents-in-suit until some point in time after their dep-
ositions in the fall of 2015.  SRI also presented evidence 
that Cisco did not ask Kasper to investigate the pa-
tents-in-suit or potential infringement.  SRI argued 
that these actions establish willful blindness under the 
intent factor.  (D.I. 370 at 15)  Cisco argues that the 
noninfringement arguments that Roesch and Kasper 
presented at trial establish the company’s good faith 
belief in noninfringement.  (D.I. 352 at 16-17)  Sufficient 
evidence was presented to enable the jury to decide 
whether Cisco’s actions satisfied the intent factor.   

On the record at bar, SRI presented more than 
conclusory evidence of inducement to the jury.  The ju-
ry credited the testimony of SRl’s witnesses and exhib-
its over that of Cisco.  The court declines to re-weigh 
the evidence or the credibility of the witnesses.  View-
ing the record in the light most favorable to SRI, sub-
stantial evidence supports the jury’s verdict that Cisco 
induced infringement of the asserted claims by its cus-
tomers using Cisco IPS products and services.  For 
these reasons, Cisco’s renewed motion for JMOL is de-
nied.   

d. Indirect infringement – contributory 
infringement 

The jury found that Cisco contributed to the in-
fringement of the asserted claims by the accused Cisco 
IPS products.  (D.I. 337 at 5)  Cisco argues that “[n]o 
reasonable jury could have found Cisco liable for con-
tributory infringement with respect to the accused Cis-
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co IPS Products,” because SRI failed to demonstrate 
that “Cisco’s IPS Products have ‘no substantial non-
infringing uses’”  and SRI failed to establish the intent 
requirement.  (D.I. 352 at 17)   

i. SRI’s evidence 

“SRI offered testimony and Cisco documents show-
ing that the infringing meta engine and critical signa-
tures are enabled by default, that the meta engine han-
dles all signature events, and that Cisco encourages its 
customers’ use of the features by enabling the features 
and promoting their value.”  (D.I. 370 at 16)  For exam-
ple, Cisco’s Kasper verified that the meta event gener-
ator on Cisco IPS devices is enabled by default.  (D.I. 
395 at 644:15-18)  Dr. Lee explained that Cisco’s docu-
mentation indicates that the meta event generator is 
enabled by default.  (See D.I. 396 at 898:6-15 (referenc-
ing PTX 555 at SRI-CIS0041424); 900:5-10 (referencing 
PTX 94 at 39-22))  Dr Van Liere presented an opinion 
(based upon survey evidence) that, of the Cisco IPS 
customers, “60 to 64 percent are aware of the meta 
event generator and know that it’s enabled in one or 
more of the devices in their U.S. network.”  (D.I. 395 at 
736:15-23)  Dr. Lee opined that this number could be 
higher “because the default [setting is] on and some 
customers may not even pay attention to the default 
setting.  They just, you know, leave them on.”  (D.I. 395 
at 911:21-912:5)  With respect to intent, SRI relies on 
the aforementioned statements by Roesch and Kasper.   

ii. Cisco’s evidence 

Cisco questioned SRl’s damages expert Dr. Ste-
phen Prowse (“Dr. Prowse”), who acknowledged that 
the percentage of users who have the meta event en-
gine enabled is “probably less than a hundred.”  (D.I. 
397 at 1339:5-25)  Cisco also elicited testimony from Dr. 
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Van Liere that “36 percent [of users] said they don’t 
enable [the meta event engine] … or don’t know if they 
enabled [it].”  (D.I. 395 at 743:24-744:2)  As to these 36 
percent of users, both Dr. Van Liere and Dr. Lee were 
unable to answer Cisco’s question about the precise 
number of users who said “I don’t know” to the ques-
tion but who actually have the meta event engine ena-
bled.  (D.I. 396 at 741:11-25; D.I. 397 at 1165:7-1166:20 
(Dr. Lee))  According to Cisco, these statements indi-
cate that “SRI provided the jury no basis to infer 
whether those specific users represented a negligible or 
a substantial portion of the respondents.”  (D.I. 352 at 
17-18)  As to substantial noninfringing uses for Cisco 
IPS products, Dr. Clark opined that “a lot of what [Cis-
co] do[es] is not accused.”  (D.I. 398 at 1601:4)  At clos-
ing, Cisco attempted to focus the jury on the 36 percent 
number:   

Substantial noninfringing uses.  Their own sur-
vey expert, I think he was almost shocked.  I 
heard Mr. Scherkenbach actually admit, yes, 
not all do this.  Their own survey guy says 36 
percent said they don’t enable those features or 
they don’t know if they enable those features.  
That’s right.  We don’t have to get here.  If you 
find, as I think you will, that the products don’t 
infringe, then we don’t have to get to the whole 
point of whether there’s substantial noninfring-
ing uses, because all uses would infringe.  This 
is only somewhere in the case if you need to get 
to contributory infringement to find that our 
customers infringe.  No, please.   

(D.I. 400 at 1989:11-22)  On the intent factor, Cisco ar-
gues that, as with inducement, it lacked the intent to 
infringe.  (D.I. 352 at 18)   
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iii. Analysis 

The jury was asked to consider whether SRI pre-
sented a preponderance of evidence to demonstrate 
that Cisco contributed to infringement of the asserted 
claims by Cisco’s IPS products.  (D.I. 336 at 27)  The 
court instructed the jury that SRI bore the burden to 
prove, among other things, that:   

First, that defendant knew of the patents-in-
suit.   

Second, that the accused product is:  (a) for sys-
tem claims, a material component of the 
claimed system; or (b) for the method claims, a 
material component for use in practicing the 
claimed method.  In other words, that the ac-
cused product must be especially made or 
adapted for use in a manner that infringes the 
patent.   

Third, that defendant knew that the accused 
product would be used in a manner infringing 
the patents-in-suit.   

Fourth, that the accused product is not a staple 
or commodity article, in other words, the ac-
cused product does not have a substantial non-
infringing use.  Providing a staple or commodi-
ty article is not contributory infringement.   

Fifth, the accused product was actually used in 
a manner that you, the jury, find infringes the 
asserted claims.   
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(Id.)  The court has addressed the intent factor with re-
spect to inducement.20  (See, e.g., D.I. 379 at 10)  Cisco 
argues that SRI has failed to demonstrate that there 
are no substantial noninfringing uses.  Cisco contends 
that SRl’s expert, Dr. Lee, based his substantial nonin-
fringing uses opinion on the Cisco IPS products “as a 
whole” (D.I. 352 at 18, citing D.I. 396 at 918:15-920:12) 
and that SRI is now arguing that “the particular tools 
at issue” (i.e. meta event engine and critical signatures) 
have no substantial noninfringing uses.  (D.I. 370 at 16, 
citing Lucent Techs, Inc. v. Gateway, Inc., 580 F.3d 
1301, 1320 (Fed. Cir. 2009))   

“[N]on-infringing uses are substantial when they 
are not unusual, far-fetched, illusory, impractical, occa-
sional, aberrant, or experimental.”  Vita-Mix Corp. v. 
Basic Holding, Inc., 581 F.3d 1317, 1327 (Fed. Cir. 
2009).  Dr. Lee expressed the opinion that the potential 
noninfringing uses of the accused Cisco IPS products 
are impractical and, therefore, not substantial:   

So, in substantial [sic] use, it would be a cus-
tomer only uses a single hardware interface.  
As we have discussed before, this is very, very 
unusual.  Typically, a customer I would suspect 
would have at least two interfaces in a box, one 
for incoming, one for outbound traffic, and then 
the default signatures at a sensor level and also 
the default on meta event generator, they in-
fringe.   

The vast majority of the customers, the evi-
dence is they actually use the default settings.   

 
20 As with inducement, sufficient evidence was presented to 

enable the jury to decide whether Cisco’s actions satisfied the in-
tent factor for contributory infringement.   



100a 

 

Really, if a customer goes to the length to disa-
ble these [infringing] default settings, that 
would mean that they actually essentially are 
rendering the IPS apps not very useful.  That 
doesn’t make sense, after they paid so much 
money.  And, you know, also, we actually have 
not seen any evidence that there is a substan-
tial number of customers actually disabling 
these infringing features.   

(D.I. 396 at 919:21-920:12)  Dr. Clark disagreed and 
opined that “a lot of what [Cisco IPS sensors] do is not 
accused.”  (D.I. 398 at 1601:4)  Cisco argued to the jury 
that 36% of survey respondents may have turned off 
the “Correlation/Compliance Engine” or may not have 
known if the “Correlation/Compliance Engine” was en-
abled.  (D.I. 399 at 1989:11-22)  For the Cisco IPS prod-
ucts “as a whole,” SRI presented sufficient evidence for 
a jury to conclude that there are no substantial nonin-
fringing uses.   

On the record at bar, SRI presented more than 
conclusory evidence of contributory infringement to the 
jury.  The jury credited the testimony of SRl’s witness-
es and exhibits over that of Cisco.  The court declines to 
re-weigh the evidence or the credibility of the witness-
es.  Viewing the record in the light most favorable to 
SRI, substantial evidence supports the jury’s verdict 
that Cisco contributed to the infringement of the as-
serted claims by its customers using Cisco IPS prod-
ucts.  For these reasons, Cisco’s renewed motion for 
JMOL is denied.   

4. Accused services 

Cisco repeats its direct infringement arguments 
from the accused products with respect to the accused 
services, reasoning that “SRl’s infringement theory for 
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those services is derivative of its [direct] infringement 
claim[s] with respect to the … [accused] products.”21  
(D.I. 352 at 9)  Cisco presents additional attorney ar-
gument22 with respect to SRl’s failure to provide sub-
stantial evidence of infringement with respect to 
Sourcefire professional services, Sourcefire’s support 
services (Standard, Gold, and Platinum), Cisco IPS 
Services, and Cisco Remote Management Services.23  
(D.I. 352 at 10-11)   

Dr. Lee opined that the accused services infringe 
whenever a service updates a customer’s software and 
signatures because, “when we update, you essentially 
redeploy by enabling all these infringing features.”  
(D.I. 397 at 1172:12-18; See also D.I. 396 at 922:14-
923:22)  SRI contends that this aspect of Dr. Lee’s opin-
ion is the primary dispute between the parties.  (D.I. 
370 at 8) 

a. Sourcefire Professional Services 

i. SRI’s evidence 

As discussed above, SRI presented evidence that 
Sourcefire IPS products infringe the asserted claims.24  

 
21 For the reasons stated above, the court denies Cisco’s mo-

tion on these grounds.   

22 See supra, note 10.   

23 Cisco correctly points out that, at trial, SRI did not address 
two services (i.e., Cisco IPS Industrial Control Protection, Securi-
ty lntelliShield Alert Manager).  (D.I. 352 at 11)  SRI argues that 
this is moot, because these two services are not included in the 
damages base.  (D.I. 370 at 11 n.11)  Cisco did not respond to this 
argument.  (D.I. 379 at 6-7)  The court denies Cisco’s motion with 
respect to these two services.   

24 The jury found infringement, and the court has denied Cis-
co’s motion for a JMOL.   
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Dr. Lee reviewed the Sourcefire 3D System user guide 
and opined that the Sourcefire IPS products ship with 
default compliance rules that infringe the asserted 
claims.  (D.I. 396 at 968:24-970:3; DTX 840 at 1267)  Dr. 
Lee evaluated marketing materials for Sourcefire’s 
professional services.  (D.I. 396 at 981:6-984:16; PTX 
799; PTX 61)  For example, Dr. Lee testified that the 
Pre-Deployment and Kickstart services include a “best 
practice review.”  (D.I. 396 at 982:5-6)  Dr. Lee opined 
that “the best practice guide is addressed to” the value 
demonstrated by the correlation feature and that the 
professional services would include recommending and 
implementing the infringing correlation feature.  (D.I. 
396 at 983:24-984:11)   

ii. Cisco’s evidence 

Cisco argues that the Sourcefire Best Practices 
Guide “never mentions the accused nested rules feature 
at all, let alone using them to combine multiple events 
(which is not provided for in the underlying source 
code25, as discussed above).”  (D.I. 352 at 10, citing PTX 
784 at 62-6726)  Cisco points out that Dr. Lee explained 
that the “compliance correlation rules” are not enabled  

 
25 This is the same argument (that the correlation engine pro-

cesses only one event at a time) that was presented to the jury and 
that the jury rejected with respect to direct infringement.   

26 See supra, note 3.  While aspects of this argument are dis-
cussed elsewhere in Cisco’s brief, Cisco provided no testimony or 
other evidence to support its specific assertion with respect to 
PTX 784, the Sourcefire Best Practices Guide.  Moreover, it is un-
clear how Cisco expects a jury (or the court) to identify a critical 
argument in five pages of a user guide without any examination of 
a witness on the subject supported by an argument (i.e., a closing 
argument) in the record.   
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by default.27  (D.I. 396 at 970:4-8)  With respect to mar-
keting materials for Sourcefire Pre-Deployment and 
Kickstart professional services, when asked whether 
the materials specifically advised or recommended any 
configuration information “relating to the compliance 
engine,” Dr. Lee testified on cross examination that the 
materials “didn’t specifically say which Sourcefire 
products” would be included in the professional ser-
vices.  (D.I. 379 at 5, citing D.I. 397 at 1152:21-1153:9)   

iii. Analysis 

Dr. Lee opined that the Sourcefire Pre-
Deployment and Kickstart services would naturally in-
clude configuration of the correlation rules and the 
compliance engine, which infringe the asserted claims.  
Cisco cross examined Dr. Lee and identified potential 
gaps in his testimony.  On the record at bar, Dr. Lee 
provided more than conclusory testimony in order to 
explain his conclusions to the jury.  The jury credited 
his direct testimony over the testimony Cisco was able 
to elicit on cross examination.  The court declines to re-
weigh the evidence or the credibility of the witness.  
Viewing the record in the light most favorable to SRI, 
substantial evidence supports the jury’s verdict.  For 
these reasons, Cisco’s renewed motion for JMOL is de-
nied.   

b. Sourcefire Standard, Gold and Plati-
num support services 

Cisco argues that SRI presented no evidence relat-
ed to these services.  (D.I. 352 at 11)  These support 
services were not specifically identified in the jury in-
structions or the verdict form, but Cisco contends that 

 
27 See supra, note 10.   
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a JMOL is appropriate.  (D.I. 352 at 11; See also D.I. 
336 at 13, D.I. 337 at 1)   

i. SRI’s evidence 

Dr. Lee reviewed Sourcefire 3D System user guide 
and opined that the Sourcefire IPS products ship with 
default compliance rules that infringe the asserted 
claims.  (D.I. 396 at 968:24-970:3; DTX 840 at 1267)  
Truxal testified that TransUnion purchases mainte-
nance services from Sourcefire, which “allows 
[TransUnion] to get support from Sourcefire and also 
to get signature updates and access to new code provi-
sions and support manuals.”  (D.I. 395 at 789:12-790:2; 
See also D.I. 395 at 788:10-17; PTX 305 (documenting 
invoices to TransUnion for Sourcefire support ser-
vices28))  Referencing the “Cisco Services Q&A for 
Sourcefire Customers” materials, Dr. Lee explained 
that “a customer typically pays for these maintenance 
services so they can receive continuous updates to their 
operating systems, the IPS software and more im-
portantly, the signature rules, basically, you want to 
keep up with the newer attacks.  So you receive up-
dates of signatures.”  (D.I. 396 at 922:14-21; PTX 35 at 
3, 5-6, 8-9)  The Q&A materials address, among other 
things, the “Mapping of Sourcefire services to Cisco 
Services” which include Sourcefire “Kickstart Service 
(standard),” “Gold Support,” and “Platinum Support” 
and their corresponding post-acquisition Cisco services.  
(PTX 35 at 3; See also D.I. 397 at 1272:8-21 (discussing 
Cisco’s acquisition of Sourcefire in 2013))   

 
28 These invoices appear to be for “Sourcefire Gold” support 

services, but there is no evidence in the record to explain precisely 
which support service TransUnion purchases. 
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ii. Cisco’s evidence 

Cisco argues that SRI did not mention 
“Sourcefire’s Standard, Gold, and Platinum support 
services” at trial.  (D.I. 352 at 11)  Cisco contends that 
Dr. Lee’s opinion that “maintenance services involving 
reconfiguration of the products” infringe the asserted 
claims cannot apply to these Sourcefire support ser-
vices, because this “testimony relates to Cisco’s IPS 
products, not Sourcefire products.”29  (D.I. 379 at 6, cit-
ing D.I. 396 at 922:14-21, 923:17-22; D.I. 397 at 1172:12-
18)   

iii. Analysis 

The jury was asked to consider whether SRI had 
proven by a preponderance of the evidence that 
“Sourcefire Professional Services” infringed the assert-
ed claims.  (D.I. 336 at 13; D.I. 337 at 1)  This is the ex-
tent of the instruction, and Cisco now argues that no 
reasonable jury could have concluded that “Sourcefire 
Professional Services” infringe the asserted claims, be-
cause SRI failed to present detailed argument as to 
Sourcefire Standard support services, Sourcefire Gold 
support services, and Sourcefire Platinum support ser-
vices.  (D.I. 379 at 6)  Cisco has not contested the jury 
instruction or the verdict form on these grounds.  
Meanwhile, SRI presented documentary evidence re-
lated to the accused “Sourcefire Professional Services” 
and evidence of infringement by various Sourcefire pro-
fessional services, including Sourcefire support services 
as evidenced by testimony from TransUnion’s Truxal 
and relevant invoices.  The record includes materials 

 
29 See supra, note 10.  The record shows otherwise - that Dr. 

Lee expressed these opinions specifically with respect to 
Sourcefire IPS products and Sourcefire Professional Services.   
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related to Sourcefire Pre-Deployment and Kickstart 
services as well as Sourcefire Standard, Gold, and Plat-
inum support services.  (PTX 35 at 3; PTX 799; PTX 61)   

On the record at bar, Dr. Lee provided more than 
conclusory testimony in order to explain his opinions to 
the jury.  SRI presented additional documentary evi-
dence and testimony to corroborate Dr. Lee’s conclu-
sions.  Cisco presented no evidence and made no argu-
ments to the jury.  The court declines to re-weigh the 
evidence or the credibility of the witnesses.  Viewing 
the record in the light most favorable to SRI, substan-
tial evidence supports the jury’s verdict.  For these 
reasons, Cisco’s renewed motion for JMOL is denied.   

c. Cisco IPS Services 

i. SRI’s evidence 

As discussed above, SRI presented evidence that 
Cisco IPS products infringe the asserted claims.30  Dr. 
Lee discussed Cisco’s documentation that characterize 
Cisco’s IPS services as relating to maintenance and op-
eration (PTX 587 at 5) and including signature and 
software updates.  (PTX 628 at 4)  Dr. Lee opined that 
services that involve software updates and signature 
updates infringe the asserted claims each time the 
software or a signature is updated.  (D.I. 396 at 922:14-
923:22)  He further explained that “typically when you 
update … you … restart or reconfigure, in a sense re-
deploy[] the products.  So the product by default has all 
these meta engines, meta event rules being provided 
and enabled.  The point is [that] when [you] update, you 
essentially redeploy by enabling all these infringing 
features.”  (D.I. 397 at 1172:12-18)   

 
30 The jury found infringement, and the court has denied Cis-

co’s motion for a JMOL.   
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ii. Cisco’s evidence 

Cisco identifies no evidence in the record support-
ing its position.   

iii. Analysis 

Cisco argues that, as a matter of law, JMOL is ap-
propriate because “SRI introduced no evidence of how 
providing a signature update could ‘redeploy’ a sensor, 
let alone enable any feature covered by the asserted 
claims.”  (D.I. 352 at 10)  In support, Cisco cites Brooke 
Grp. Ltd. v. Brown & Williamson Tobacco Corp., 509 
U.S. 209, 242 (U.S. 1993) (“When an expert opinion is 
not supported by sufficient facts to validate it in the 
eyes of the law, or when indisputable record facts con-
tradict or otherwise render the opinion unreasonable, it 
cannot support a jury’s verdict.”); Regents of Univ. of 
Minnesota v. AGA Med. Corp., 717 F.3d 929, 941 (Fed. 
Cir. 2013) (“Conclusory expert assertions cannot raise 
triable issues of material fact on summary judg-
ment.”);31 Wechsler v. Macke Int’l Trade, Inc., 486 F.3d 
1286, 1294 (Fed. Cir. 2007) (overturning the trial court’s 
denial of a JMOL because plaintiff’s “expert presented 
little more than conclusory evidence” of lost profit 
damages); and Seal-Flex, Inc. v. Athletic Track & 
Court Const., 172 F.3d 836, 842 (Fed. Cir. 1999) (“To 
show infringement of a patent, a patentee must supply 
sufficient evidence to prove that the accused product or 
process contains, either literally or under the doctrine 
of equivalents, every limitation of the properly con-
strued claim.”).  (D.I. 352 at 10; D.I. 379 at 5-6)  Cisco 

 
31 Cisco only gives a pin cite in its brief (D.I. 352 at 10), and 

even though the case appears to be inapposite, this quotation ap-
pears to be most relevant to the argument Cisco appears to be 
making. 
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does not explain its citations or its arguments but, tak-
en together, Cisco appears to argue that SRI failed to 
prove literal infringement by the services, because Dr. 
Lee’s testimony is conclusory and, therefore, is insuffi-
cient as a matter of law.   

As SRI has pointed out, the parties have already 
argued the “hierarchical monitors” limitation with re-
spect to direct infringement, and the operative question 
is whether or not Cisco’s IPS services satisfy the “de-
ploying a plurality of network monitors” limitation 
found in the asserted method claims and the “plurality 
of network monitors deployed” limitation found in the 
asserted system claims.  (D.I. 370 at 8)  SRI presented 
testimony from Dr. Lee that a software or signature 
update is essentially a redeployment of the infringing 
features.  Through these cases, Cisco contends that Dr. 
Lee’s opinion is conclusory.  “Conclusory” is defined as 
“consisting of or relating to a conclusion or assertion for 
which no supporting evidence is offered.”  Merriam-
Webster Unabridged (2016).  The record shows that Dr. 
Lee offered supporting evidence in the form of his de-
tailed arguments as to direct infringement, various Cis-
co materials relating to services for updating software 
and signatures, and his explanation of what an update 
would entail.  Cisco was able to examine Dr. Lee, to 
challenge the sufficiency of his conclusions, and to pre-
sent evidence to rebut his opinions.32   

On the record at bar, Dr. Lee provided more than 
conclusory testimony in order to explain his “rede-
ployment” opinion to the jury.  SRI presented addition-
al documentary evidence to corroborate Dr. Lee’s con-
clusions.  Cisco presented no evidence and made no ar-

 
32 See supra, note 10. 



109a 

 

guments to the jury.  The court declines to re-weigh the 
evidence or the credibility of the witnesses.  Viewing 
the record in the light most favorable to SRI, substan-
tial evidence supports the jury’s verdict.  For these 
reasons, Cisco’s renewed motion for JMOL is denied.   

d. Cisco Remote Management Services 

i. SRI’s evidence 

SRI presented evidence of infringement by Cisco’s 
Remote Management Services (“RMS”).  Dr. Lee dis-
cussed various Cisco materials and opined that RMS 
infringe the asserted claims.  (D.I. 396 at 924:9-929:6 
(referencing PTX 586 (Cisco Security Remote Man-
agement Services for Intrusion Prevention Systems 
(IPS) At-A­Glance); PTX 755 (Service Description:  
Cisco Remote Management Services); PTX 810 (Splunk 
Ticket Integration Document))) Cisco’s Kasper (the 
software engineering technical leader) testified that:   

RMS … Remote Management Service.  So I 
confirmed that they [Cisco’s RMS team] are us-
ing Cisco [IPS] sensors on the customer prem-
ise and those will send up events to a central 
monitoring station where a human analyst is 
watching them, uses some tools to investigate 
and then will create tickets, just like an action 
ticket.   

So if a customer got attacked the sensor sees it, 
it’s transported up to the central Cisco site, the 
analyst checks it out, cross-references some 
things and says, oh, they got attacked.  I will 
make a ticket.  The ticket will tell the customer, 
you got attacked.  Here’s what happened.  
Here’s what we have got to do to fix it.  So it’s 
a full end-to-end service.   
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(D.I. 395 at 627:21-628:15)  Dr. Van Liere surveyed a 
group of security professionals who “had Cisco or 
Sourcefire network security products currently in use 
in their U.S. network.”  (D.I. 395 at 715:1-5)  Of these 
individuals whose organizations purchase Cisco ser-
vices, Dr. Van Liere expressed the opinion (based upon 
his survey) that “Cisco remote management services 
were reported being used by 72 percent of the respond-
ents.”  (D.I. 395 at 727:13-22; PTX 1093, table 8)   

ii. Cisco’s evidence 

Cisco argues that SRI failed to provide substantial 
evidence of infringement by Cisco Remote Manage-
ment Services.  (D.I. 352 at 11)  Cisco contends that 
RMS supports a variety of third-party (non-Cisco) 
products and that SRI did not present evidence that 
any Cisco RMS customers had connected Cisco IPS 
products connected to the RMS services.  (Id.)  With 
respect to the survey, Cisco argues that the survey did 
not ask whether the “customers … used Cisco’s IPS 
products and RMS together.”  (D.I. 379 at 6)   

iii. Analysis 

SRI asserts that it presented circumstantial evi-
dence of direct infringement, which is sufficient under 
the law.  See Lucent, 580 F.3d at 1317-19 (upholding the 
district court’s denial of JMOL with respect to in-
fringement based upon circumstantial evidence of di-
rect infringement of a method claim).  Cisco argues that 
Fujitsu Ltd. v. Netgear Inc., 620 F.3d 1321, 1328-29 
(Fed. Cir. 2010), requires SRI to “show evidence of 
specific instances of direct infringement.”  (D.I. 352 at 
11)  SRI argues that Fujitsu is inapposite, because the 
case related to a product for which the infringing fea-
ture was turned off by default, and SRI offered evi-
dence from Kasper that the meta event generator is 
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turned on by default in the Cisco IPS devices.  (D.I. 370 
at 9 n.8; D.I.395 at 644:15-18)  Cisco counters that 
“[p]roof that customers use RMS is insufficient to 
demonstrate infringement because RMS undisputedly 
can be used with many unaccused products.”  (D.I. 379 
at 6, citing PTX-755 at 41-42, 46)  While SRI must 
“show evidence of specific instances of direct infringe-
ment,” Fujitsu, 620 F.3d at 1329, that evidence of direct 
infringement may be circumstantial.  Lucent, 580 F.3d 
at 1318; see also Moleculon Research Corp. v. CBS, 
Inc., 793 F.2d 1261, 1272 (Fed. Cir. 1986).   

The parties agree that all Cisco IPS devices have 
the (infringing) meta event engine enabled by default, 
and that the infringing combination for RMS is when 
Cisco’s RMS manages a Cisco IPS sensor.  Cisco con-
tends that SRl’s survey does not provide examples of 
this scenario and that, therefore, a JMOL is appropri-
ate.  Dr. Van Liere’s survey determined that, of the 595 
individuals surveyed, 306 (or 51 percent) have Cisco 
IPS sensors employed in their organization’s U.S. net-
work.  (PTX 1093, table 1)  The survey also determined 
that, of the 350 survey respondents who use Cisco ser-
vices in their organization’s U.S. network, 252 (or 72 
percent) use Cisco Remote Management Services.  
(PTX 1093, table 8)  Cisco is correct that the survey re-
sults do not provide a single example of an organization 
that has Cisco IPS sensors and that uses Cisco RMS 
services.33   

Additional evidence, however, tips the scales.  Dr. 
Lee presented documentary evidence in the form of 

 
33 In order to reach the conclusion that the survey results in 

the record give evidence of an infringing combination (Cisco RMS 
service managing one or more Cisco IPS sensors), the jury would 
need to speculate.   
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Cisco’s customer-facing materials, and he expressed his 
conclusion that Cisco RMS infringes.  See Lucent, 580 
F.3d at 1318 (“circumstantial documentary evidence, 
supplementing the experts’ testimony, was just barely 
sufficient to permit the jury to find direct infringement 
by a preponderance of the evidence.”).  Moreover, 
Kasper (a Cisco employee) testified that Cisco employs 
RMS in conjunction with Cisco IPS sensors for an “end-
to-end service.”   

On the record at bar, SRI presented evidence of 
Cisco RMS deployed in an infringing combination with 
Cisco IPS sensors.  This evidence included Dr. Lee’s 
testimony, documents, Kasper’s testimony, Dr. Van 
Liere’s testimony, and the survey results.  Cisco pre-
sented no evidence and made no arguments to the jury.  
The court declines to re-weigh the evidence or the cred-
ibility of the witnesses.  Viewing the record in the light 
most favorable to SRI, substantial evidence supports 
the jury’s verdict.  For these reasons, Cisco’s renewed 
motion for JMOL is denied.   

5. Direct infringement by Cisco 

Cisco argues that a JMOL is appropriate with re-
spect to direct infringement by Cisco, because “SRI [] 
failed to present substantial evidence that Cisco actual-
ly practiced the claimed methods or configured and de-
ployed a system in an accused manner.”  (D.I. 352 at 11-
12)  SRI contends that “certain services Cisco provides 
include installation, configuration and ‘tune-ups,’ of the 
Cisco and Sourcefire IPS Products, through which Cis-
co is directly configuring an infringing system and per-
forming the infringing method.”  (D.I. 370 at 12)  Cisco 
avers that, because there is no basis for concluding that 
the accused services infringe, Cisco cannot directly in-
fringe.  (D.I. 379 at 7)  Cisco’s argument with respect to 
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direct infringement by Cisco hinges on the infringe-
ment by the accused services.  The court has denied 
Cisco’s renewed motion for JMOL with respect to the 
accused services; therefore, the court also denies Cis-
co’s renewed motion for JMOL with respect to direct 
infringement by Cisco.   

6. New trial – liability 

In the alternative, Cisco requests a new trial on li-
ability should the court deny the renewed motion for 
JMOL.  (D.I 352 at 28)  Cisco’s request is premised on 
the same arguments as its renewed motion for JMOL 
with respect to liability.  (Id.)  Cisco asks the court to 
“exercise[] its own judgment in assessing the evi-
dence,” and reach the opposite conclusion as the jury.  
(Id.)  For the reasons discussed above, the jury’s ver-
dict is not against the clear weight of the evidence; 
therefore, the court denies Cisco’s request for a new 
trial on liability.   

B. Damages 

1. Standard 

“A party challenging a jury damages verdict must 
show that the award is, in view of all of the evidence, 
either so outrageously high or so outrageously low as to 
be unsupportable as an estimation of a reasonable roy-
alty.”  Spectralytics, Inc. v. Cordis Corp., 649 F.3d 
1336, 1345 (Fed. Cir. 2011) (citing Rite-Hite Corp. v. 
Kelley Co., 56 F.3d 1538, 1554 (Fed.Cir.1995) (en banc) 
(internal quotation omitted)).  This court must “scruti-
nize the evidence carefully to ensure that the ‘substan-
tial evidence’ standard is satisfied, while keeping in 
mind that a reasonable royalty analysis necessarily in-
volves an element of approximation and uncertainty.”  
Id.  (citation and internal quotation omitted).   
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2. JMOL 

a. Running Royalty 

At trial, SRI presented testimony from Dr. Prowse 
in which he discussed licensing agreements with Oki, 
IBM, and·[Redacted].  Dr. Prowse expressed the opin-
ion that damages should be calculated at a 7.5% running 
royalty rate for the time period running from May 2012 
until trial, which (based upon the apportioned reve-
nues) would account for damages of $50.7 million.  (D.I. 
397 at 1250:10-1251:7)  Cisco’s expert, Dr. Leonard, 
evaluated these same agreements and explained that 
damages should take the form of an $8.6 million “paid-
up lump sum of royalty.”  (D.I. 399 at 1694:15-1696:15)  
The jury awarded SRI damages of $23.66 million, rep-
resenting a 3.5% running royalty on the accused prod-
ucts and services during the relevant time period.  (D.I. 
337 at 8) Cisco argues that:   

[T]he jury adopted the running-royalty analy-
sis proposed by SRl’s expert, Dr. Prowse, with 
a downward adjustment of the rate from 7.5% 
to 3.5%.  But SRl’s previous licenses do not 
support the jury’s decision to award a running 
royalty or to set the royalty rate at 3.5% of the 
apportioned base.  On the contrary, the only 
probative licensing evidence in the record sup-
ports granting a lump-sum payment that is 
substantially lower than the jury’s award.   

(D.I. 352 at 9)  SRI responds that substantial evidence 
supports the 3.5% running royalty as well as a higher 
(7.5%) royalty, and that “the jury was free to make up 
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its own mind as to whether to accept [Dr. Prowse’s or] 
Dr. Leonard’s analysis.”34  (D.I. 370 at 17-21)   

i. Oki license 

SRI presented evidence that, beginning in 2000, it 
granted Oki Electric Industry Co. (“Oki”) a six-year 
license to distribute SRl’s EMERALD software in Ja-
pan for “a $250,000 up-front fee, plus a 7.5% royalty 
rate applied to net sales.”  (D.I. 397 at 1254:9-10; PTX 
30)  Dr. Prowse explained that, among other things, the 
agreement referred to the patents-in-suit as documen-
tation.  (D.I. 397 at 1253:23-1254:5 (identifying the ‘203 
patent and U.S. Patent Application No. 10/254,457, 
which resulted in the ‘615 patent); PTX 30, ex. A at SRI 
018470)  Dr. Prowse opined that, under the agreement, 
“Oki didn’t have the right to go make its own products.”  
(D.I. 398 at 1404:11-13)   

Dr. Prowse testified that the Oki license is “in-
formative, because … while in the hypothetical negotia-
tion Cisco would be getting less than Oki … , Oki is ac-
tually paying more.”  (D.1. 397 at 1254:24-1255:5)  Dr. 
Prowse explained that Oki paid more than Cisco would 
in a hypothetical negotiation, even at the same royalty 
rate, for several reasons:  (1) Oki paid 7.5% royalty on 
net sales, “not some apportioned value;” (2) Oki paid 
$250,000 up front in addition to the royalty; (3) Oki’s 
license was limited to the Japanese market, which is 
smaller and affords much less “scope for sales and prof-

 
34 SRI argues that “Cisco ignores significant evidence and in-

stead focuses only on three license agreements; Oki, IBM, 
and·[Redacted].  The evidence Cisco ignores alone constitutes 
substantial evidence supporting the verdict, and even the licenses 
it chooses to discuss support the jury award.”  (D.I. 370 at 18)  SRI 
does not identify any evidence beyond these license agreements 
and their comparisons to Cisco.  (D.I. 370 at 21)   
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its” in comparison to the U.S. market; and (4) the li-
cense did not include a “presumption of validity and in-
fringement” as would exist in a hypothetical negotia-
tion.  (D.I. 397 at 1255:6-1256:2)  On redirect, Dr. 
Prowse opined that in comparison with Oki (which was 
not able to develop its own products under its license), 
“Cisco would have come out of the hypothetical negoti-
ation with the rights to use the … ‘203 and ‘615 pa-
tent[s], in any way that it wanted to in terms of making 
products or providing services … [which is] more valu-
able than the Oki license.”  (D.I. 398 at 1404:4-25) SRl’s 
Patrick Lincoln, PhD (“Dr. Lincoln”), testified that Oki 
paid SRI “just under $1.6 million” under the license.  
(D.I. 394 at 341:13-15)   

Cisco presented evidence from Dr. Leonard, who 
opined that “the substance of the [Oki] agreement is 
not a patent license … [, instead] SRI … provide[d] ful-
ly functional software product to Oki.”  (D.I. 399 at 
1699:5-11)  Dr. Leonard expressed the opinion that, in a 
hypothetical negotiation, Cisco would not have received 
software and would have instead had “a bare patent li-
cense, where they only get the rights to practice the 
claims that are in the patent.”  (D.I. 399 at 1703:18-23)  
Cisco elicited testimony from Dr. Prowse on cross ex-
amination that the Oki agreement included a software 
license, trademark rights, and rights to use SRl’s name 
that would not have been included in a hypothetical ne-
gotiation with Cisco.  (D.I. 397 at 1291:2-18)  Dr. 
Prowse agreed with the statement that, “Oki couldn’t 
go out and develop its own products and sell them.”  
(D.I. 397 at 1294:9-11; 1291:24-1293:17)   

Cisco argues that the Oki license is “ ’radically dif-
ferent from’ any patent license agreement Cisco and 
SRI would have entered into” and is “therefore not 
comparable to the agreement that Cisco and SRI would 
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have reached in a hypothetical negotiation.”  (D.I. 352 
at 19-20, citing Lucent, 580 F.3d at 1327)  SRI responds 
that “Oki received ‘rights to the patents under the li-
cense.’  And the jury even heard evidence that Cisco 
would have received even more rights under a license 
at the hypothetical negotiation than Oki received in its 
actual license, thus making Cisco’s license more valua-
ble.”  (D.I. 370 at 18)  SRI contends the Oki license “ex-
plicitly mentions both the ’203 patent and the applica-
tion that led to the ’615 patent.  It is therefore at least 
related to the patents­in-suit.”  (Id., citing Virnetx, Inc. 
v. Cisco Sys., Inc., 767 F.3d 1308, 1330 (Fed. Cir. 2014))  
The Oki agreement directly relates to (and references 
as “documentation”) the patents-in-suit.35  (PTX 30, ex. 
A at SRI 018470)  Moreover, Dr. Prowse explained in 
detail the differences between the Oki agreement and a 
hypothetical negotiation over a patent license between 
Cisco and SRI.  Dr. Prowse opined that the hypothet-
ical negotiation would be more valuable than the license 
to which Oki agreed.  Dr. Leonard expressed a contrary 
opinion and noted the elements present in the license 
that would not be found in a hypothetical negotiation.  
Based upon this record, sufficient evidence was pre-
sented to the jury to enable it to compare the Oki li-
cense to a hypothetical patent license negotiation be-
tween Cisco and SRI.   

ii. IBM and [Redacted] 

SRI presented deposition testimony from Abram-
son in which he detailed two licenses of a portfolio that 
included the ‘203 and ‘615 patents and took the form of 

 
35 Cisco argues elsewhere that the “EMERALD 1997” refer-

ence is invalidating prior art to the patents-in-suit.  (D.I. 352 at 33-
34)  SRl’s EMERALD software is an outcome of the project initi-
ated as a result of the EMERALD 1997 reference.   
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lump­sum payments of [Redacted] from [Redacted] and 
[Redacted] from IBM.  (D.I. 397 at 1217:19-1218:8; PTX 
22 ([Redacted] D.I. 397 at 1225:2-1227:16; PTX 905 
(IBM))  Abramson testified that the [Redacted] license 
“reflects a compromise between positions that started 
on SRl’s side with the assertion that a 7.5 percent roy-
alty ought to apply and an assertion on [Redacted] part 
that a lower rate ought to apply.”  (D.I. 397 at 1218:3-8)  
Abramson testified that, based upon [Redacted] reve-
nues, a 7.5% royalty on net product revenues would be 
approximately [Redacted] but that [Redacted] negoti-
ated a lump sum payment that “was much less” than 
the proposed royalty.  (D.I. 397 at 1220:24-1224:25; PTX 
1092)  With respect to IBM, Abramson discussed e-
mails documenting aspects of the negotiation and ex-
plained that, while a 7.5% royalty on net revenues 
would amount to “something in the range of [Redact-
ed],” calculating a royalty would require apportioning 
revenues to infringing features, calculating U.S.-only 
revenues, estimating future revenue growth, and ap-
plying a discount rate.  (D.I. 397 at 1225:2-1229:1; PTX 
1091)  When asked how SRI and IBM arrived at “the 
[Redacted] number,” Abramson replied:   

I mean, we started with, you know, our usual 
methodology.  We used a 7.5 percent royalty 
rate.  We applied that to the revenue.  We 
made some very conservative, from IBM’s 
point of view, assumptions.  We provided a liti-
gation risk discount, and then we negotiated 
back and forth to arrive at an agreed upon 
number.   

(D.I. 397 at 1229:24-1230:6)  When comparing the lump 
sum to a reasonably royalty, Abramson explained that 
“one thing you need to understand is that when you’re 
negotiating on a lump sum, eventually, it just becomes 
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a negotiation over numbers, so it’s a little bit hard to 
say that it’s any particular royalty rate or discount rate 
or apportionment rate.”  (D.I. 397 at 1231:4-8)   

SRI presented evidence from Dr. Prowse, who ex-
plained that his $50.7 million damages number reflects 
a 7.5% royalty on $676.2 million dollars, which is the 
“apportioned value of Cisco’s revenue … from May 
2012 to the date of trial.”  (D.I. 397 at 1250:10-1251:7)  
As to the IBM license, Dr. Prowse explained that “the 
takeaway … is that the [Redacted] arose in the negoti-
ation around a 7.5% rate applied to apportioned reve-
nue after taking into account a litigation risk discount 
for the uncertainty about whether the patents were 
valid and infringed.”36  (D.I. 397 at 1258:6-11)  Dr. 
Prowse expressed a similar opinion related to the [Re-
dacted] license.  (D.I. 397 at 1258:15-1261:1)   

Cisco presented evidence from Dr. Leonard in 
which he explained that his $8.6 million lump sum dam-
ages opinion was based upon a series of adjustments 
made to the IBM and [Redacted] licenses of 2013 and 
2014.  Dr. Leonard opined that the IBM and [Redacted] 
licenses “were a good starting place” and that he made 
“adjustments of various types to account for various 
differences between the economic situation of those 
agreements on one hand and the hypothetical license on 
the other.”  (D.I. 399 at 1724:10-21)  Dr. Leonard testi-
fied that, in contrast to a lump-sum payment where the 
parties do not assume that the patents are valid and 
infringed, in a hypothetical negotiation between Cisco 

 
36 SRI elicited testimony from Dr. Leonard, on cross exami-

nation, in which he affirmed that a scaling, by relative market 
share, of IBM’s [Redacted] lump-sum payment to account for Cis-
co’s greater revenues would amount to a lump-sum payment by 
Cisco of [Redacted].  (D.I. 399 at 1752:7-1754:1)   
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and SRI, the parties would “assume that the patents 
have been found to be valid and infringed with regard 
to Cisco.”  (D.I. 399 at 1726:9-20)  Dr. Leonard’s ad-
justments included:  removing litigation risk (which in-
creases the lump sum); accounting for the greater risk 
and uncertainty associated with a hypothetical negotia-
tion that would have taken place in 200537 (which de-
creases the lump sum); and scaling by revenues (in-
crease) to reflect that “Cisco and also Sourcefire [] were 
bigger than both IBM and [Redacted] in terms of sales 
or market share.”  (D.I. 399 at 1726:23-1727:9; 1727:20-
1728:2; 1728:17-21; 1730:11-1731:14; DTX 879)   

Cisco argues that “[u]nlike the jury’s award, [Dr. 
Leonard’s] approach avoids speculative assumptions 
about royalty rates, the revenue base, and how to ap-
portion between the various features.”  (D.I. 352 at 21)  
Cisco contends that the IBM and [Redacted] licenses 
cannot support a running royalty, because “the jury[] 
had almost no testimony with which to recalculate in a 
meaningful way the value of any of the lump­sum 
agreements to arrive at the running royalty damages 
award.”  (D.I. 379 at 11, citing Lucent, 580 F.3d at 1330 
(quotation marks omitted))  SRI avers that “the IBM 
and [Redacted] licenses[] support a running royalty” 
and that the jury heard sufficient evidence from Dr. 
Prowse and Dr. Leonard “to make up its own mind.”  
(D.I. 370 at 19-21)   

The jury heard testimony from Abramson on the 
differences between a reasonable royalty and a lump 
sum, including the calculations employed in converting 
from one to another.  (D.I. 397 at 1229:24-1230:6)  The 

 
37 The parties agree that the hypothetical negotiation would 

have taken place in the spring of 2005.  (D.I. 399 at 1714:18-23)   



121a 

 

jury was presented with documentary evidence of 
those calculations.  (PTX 1092)  Abramson explained 
that a running royalty would be based on apportioned 
U.S. revenues.  (D.I. 397 at 1228:2-10)  Dr. Prowse tes-
tified that a 7.5% royalty on Cisco’s apportioned U.S. 
revenues would amount to $50.7 million.  (D.I. 397 at 
1250:10-1251:7)  Dr. Prowse and Dr. Leonard testified 
extensively about the IBM and [Redacted] licenses and 
their revenues relative to the negotiated licenses.  Dr. 
Leonard detailed the four adjustments he made to con-
vert the IBM [Redacted] and licenses to reach the $8.6 
million damages number he presented.  (D.I. 399 at 
1724:10-1732:18)  Dr. Leonard agreed that, without 
making any additional discounts, the IBM license 
(scaled by Cisco’s relative revenues) would amount to a 
lump sum of [Redacted].  (D.I. 399 at 1752:7-1754:1)  
The jury was instructed on reasonable royalty calcula-
tions, including the factors employed in their calcula-
tion.  (D.I. 336 at 35-39)  Based upon the record, the ju-
ry had sufficient evidence to determine a running roy-
alty based upon the IBM and [Redacted] lump-sum li-
censes. 

iii. Analysis 

Dr. Prowse presented damages, based upon the Oki 
license, in the form of a 7.5% running royalty for the 
time from May 2012 until trial.  This amounted to $50.7 
million in damages.  SRl’s witnesses explained that 
lump-sum license negotiations with IBM [Redacted] 
and had begun with a 7.5% royalty as the departure 
point, with the counter-party revising the numbers 
downwards based upon a number of factors.  Dr. Leon-
ard evaluated the IBM and [Redacted] licenses and 
made four adjustments to those numbers to arrive at a 
lump-sum damages amount for Cisco of $8.6 million.  
The jury was entitled to credit testimony from both ex-
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perts and arrive at a 3.5% running royalty in the 
amount of $23.66 million, which is lower than the 7.5% 
rate proposed by SRI and above the $8.6 million lump 
sum proposed by Cisco.  The court declines to re-weigh 
the evidence or the credibility of the witnesses.  View-
ing all of the evidence in the light most favorable to 
SRI, substantial evidence supports the jury’s damages 
verdict.  Cisco has not demonstrated that, in view of all 
the evidence, this verdict is either so outrageously high 
or so outrageously low as to be unsupportable as an es-
timation of a reasonable royalty.  Spectralytics, 649 
F.3d at 1345.  For these reasons, Cisco’s renewed mo-
tion for JMOL is denied.   

b. Royalty base 

SRl’s expert, Dr. Prowse, testified that he calculat-
ed damages based upon a running royalty applied to 
100% of the apportioned revenues of the accused prod-
ucts and services.  (D.I. 397 at 1277:19-1280:2; 1337:10-
20; 1339:5-25)  Dr. Prowse explained that this was be-
cause “if you have that many meta event generators 
and the default is on, then it’s very likely all of them are 
on.”  (D.I. 397 at 1339:5-8)   

Cisco cross examined Dr. Van Liere, who con-
firmed that, of the Cisco customers he surveyed, “36% 
said that they don’t enable [the meta event] features or 
they don’t know if they enable [the meta event] fea-
tures.”38  (D.I. 395 at 743:24-744:2)  With respect to the 

 
38 SRI presented survey evidence from Dr. Van Liere that, 

for “Cisco devices, 60% to 64% [of users] are aware of the meta 
event generator and know that it’s enabled in one or more of the 
devices in their U.S. network.  And 78% of the [] people who have 
Sourcefire devices indicate that the correlation compliance engine 
is enabled in one or more of the devices in their U.S. network.”  
(D.I. 395 at 736:15-737:2)   
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Cisco customers in Dr. Van Liere’s survey, Dr. Prowse 
testified, “[i]f you multiply my damages number by 
64%, the number would go down.”39  (D.I. 397 at 
1336:10-14)  Cisco presented evidence in which Dr. 
Leonard disagreed with Dr. Prowse’s royalty base and 
opined that Dr. Prowse should have taken “the sales 
and [] multiplied by 60%, or whatever the right num-
ber is,” before apportioning revenues.  (D.I. 399 at 
1739:12-1740:7 (emphasis added))  At closing, Cisco ar-
gued that SRl’s royalty base was incorrect.  (D.I. 400 at 
1992:6-1994:15)   

Cisco has asked for remittitur to an $8.6 million 
lump sum or a new trial, based upon the royalty base.  
(D.I. 352 at 18)  Cisco contends that SRl’s survey evi-
dence suggests that the royalty base is “significantly 
lower than the 100% figure that Dr. Prowse used and 
that the jury adopted.”  (D.I. 352 at 22; PTX 1093, table 
10)  Cisco argues that SRI carries “the burden to estab-
lish the appropriate royalty base by reliably identifying 
the percentage of Cisco’s sales that lead to an instance 
of direct infringement.”  (D.I. 352 at 21, citing Lucent, 
580 F.3d at 1334-35)  SRI points out that, in a hypothet-
ical negotiation, validity and infringement are pre-
sumed.  (D.I. 370 at 21 (citing D.I. 397 at 1244:6-1246:2))  
SRI contends that Cisco’s reading of the case law is 
“misguided,” and that Lucent only requires “that the 
damages award ‘be correlated, in some respect, to the 
extent the infringing method is used by consumers.”  

 
39 When asked about the corresponding 78% of Sourcefire 

customers in Dr. Van Liere’s survey, Dr. Prowse acknowledged 
that if he had taken this 78% into account, it would decrease his 
damages number “[b]y 20%, you multiply by 78%.”  (D.I. 397 at 
1336:4-9)   
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(D.I. 370 at 22, citing Lucent, 580 F.3d at 1334)  In Lu-
cent, the Federal Circuit wrote:   

Consideration of evidence of usage after in-
fringement started can, under appropriate cir-
cumstances, be helpful to the jury and the court 
in assessing whether a royalty is reasonable.  
Usage (or similar) data may provide infor-
mation that the parties would frequently have 
estimated during the negotiation.  Such data 
might, depending on the case, come from sales 
projections based on past sales, consumer sur-
veys, focus group testing, and other sources… .  
This quantitative information, assuming it 
meets admissibility requirements, ought to be 
given its proper weight, as determined by the 
circumstances of each case.   

On the other hand, we have never laid down 
any rigid requirement that damages in all cir-
cumstances be limited to specific instances of 
infringement proven with direct evidence.  
Such a strict requirement could create a hypo-
thetical negotiation far-removed from what 
parties regularly do during real-world licensing 
negotiations.   

Lucent, 580 F.3d at 1333-34 (citations omitted).  “The 
damages award ought to be correlated, in some respect, 
to the extent the infringing method is used by consum-
ers.  This is so because this is what the parties to the 
hypothetical negotiation would have considered.”  Id.   

Dr. Prowse opined that a hypothetical negotiation 
would have relied on a 100% royalty base of appor-
tioned revenue.  Dr. Leonard disagreed with this opin-
ion but did not express an opinion as to what the per-
centage should be.  Based upon this record, the court 
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declines to re-weigh the evidence or the credibility of 
the witnesses.  Viewing all of the evidence in the light 
most favorable to SRI, substantial evidence exists for 
the jury to determine a damages verdict reasonably 
correlated to the infringement by Cisco and Cisco’s cus-
tomers.  Cisco has not demonstrated that, in view of all 
the evidence, this verdict is either so outrageously high 
or so outrageously low as to be unsupportable as an es-
timation of a reasonable royalty.  Spectralytics, 649 
F.3d at 1345.  Cisco’s motion for remittitur is denied.   

c. Apportionment 

SRI presented evidence of Dr. Lee’s opinion on ap-
portionment, in which he explained his calculation for 
each accused product and service.  (D.I. 396 at 984:17-
1006:9)  Cisco cross examined Dr. Lee on the subject.  
(D.I 397 at 1155:16-1160:13)  Dr. Prowse applied Dr. 
Lee’s 49.3% apportionment in his damages calculation.  
(D.I. 397 at 1250:10-1251:7)  Dr. Leonard disagreed with 
one of the apportionment numbers for one group of 
products in Dr. Lee’s apportionment calculation, be-
cause for certain firewalls “the amount that’s appor-
tioned to IPS and to the patented functionality should 
get less and less as you get to more and more complex 
and bigger firewalls.”  (D.I. 399 at 1735:9-1738:25)  Dr. 
Leonard did not express an opinion as to what the ap-
propriate apportionment percentage should be.  At 
closing, Cisco argued that SRl’s apportionment was in-
correct and focused its argument on the royalty base.  
(D.I. 400 at 1992:6-1994:15)  Cisco now argues that a 
JMOL or new trial is appropriate, citing numerous al-
leged deficiencies in Dr. Lee’s apportionment analysis 
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and various legal propositions that support the court’s 
intervention.40  (D.I. 352 at 23-25)   

Dr. Lee provided more than conclusory testimony 
in order to explain his apportionment calculation to the 
jury.  The jury credited such testimony over that of Dr. 
Leonard, who expressed no alternative apportionment 
calculation.  Based upon this record, the court declines 
to re-weigh the evidence or the credibility of the wit-
nesses.  Viewing all of the evidence in the light most 
favorable to SRI, substantial evidence exists for the 
jury to determine a damages verdict.  Cisco has not 
demonstrated that, in view of all the evidence, this ver-
dict is either so outrageously high or so outrageously 
low as to be unsupportable as an estimation of a rea-
sonable royalty.  Spectralytics, 649 F.3d at 1345.  Cis-
co’s motion for remittitur is denied.   

d. Accounting 

Cisco requests “an accounting to subtract from the 
jury’s award any sales to SRl’s licensees.”  (D.I. 352 at 
25)  SRI argues that “Cisco waived any license defense, 
and has presented no evidence [] to show that such a 
defense has any merit, let alone evidence as to any spe-
cific ‘licensed’ sales.”  (D.I. 370 at 26)  Cisco did not 
raise licensed sales as an affirmative defense, nor did it 
raise the need for an accounting in the pretrial order or 
during trial.41  (D.I. 9 at 6-7; D.I. 292)  At trial, Cisco 

 
40 Cisco re-argues its position that Dr. Lee is not an econo-

mist and, therefore, is not qualified to testify as to apportionment.  
(D.I. 379 at 13; D.I. 352 at 24)  As discussed, below, the court de-
clines to reconsider its decision to allow Dr. Lee to testify.   

41 Cisco claimed “government sales” as an affirmative defense 
in the pretrial order but did not argue government sales at trial.  
(D.I. 292 at ¶ 4)   
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examined Dr. Prowse about whether sales to IBM and 
the U.S. government were included in his royalty base.  
(D.I. 379 at 15 n.9, citing D.I. 398 at 1395:22-1396:13, 
1397:7-1398:23)  Dr. Prowse responded, “I can’t re-
member.  But whatever I did, [Dr.] Leonard obviously 
did, too.”  (D.I. 398 at 1398:22-23)  Earlier, Dr. Prowse 
had testified that there are “very small differences42 
between myself and Dr. Leonard in calculating the ac-
cused product revenue,” but that the two experts had 
otherwise agreed on the revenue numbers.  (D.I. 397 at 
1276:16-17)  On direct examination, Dr. Leonard did not 
discuss government or licensee sales in his revenue 
numbers, nor did he substantially disagree with Dr. 
Prowse’s revenue base.  Based upon the record, the 
court concludes that Cisco is raising its license reve-
nues defense for the first time in its post-trial brief.  
For these reasons, the court denies Cisco’s request for 
an accounting.   

3. New trial – damages 

In the alternative, Cisco requests a new trial on 
damages should the court deny the renewed motion for 
JMOL or the motion for remittitur.  (D.I 352 at 28)  
Cisco’s request is premised on the same arguments as 
its renewed motion for JMOL with respect to damages 
and its motion for remittitur.  (Id.)  Cisco asks the court 
to “exercise[] its own judgment in assessing the evi-
dence,” and reach the opposite conclusion as the jury.  
(Id.)  For the reasons discussed above, the jury’s ver-
dict is not against the clear weight of the evidence, 
therefore, the court denies Cisco’s request for a new 
trial on damages.   

 
42 The differences are primarily the date on which calculated 

damages end (February 2016 for Dr. Leonard, and May 2, 2016 for 
Dr. Prowse).  (D.I. 397 at 1276:9-25)   
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C. Willfulness 

The jury returned a verdict of willful infringement 
by Cisco under the Seagate standard.43  (D.I. 336 at 28-
29; D.I. 337 at 6)  Cisco moves for the court to set aside 
the jury’s willfulness verdict or to grant a JMOL of no 
willfulness.  (D.I. 352 at 25-26)  Cisco argues that “the 
Supreme Court recently overturned the Federal Cir-
cuit’s willfulness standard” and that the “jury now has 
no role in the determination of willfulness.”44  (Id., cit-
ing Halo Elecs., Inc. v. Pulse Elecs., Inc., 136 S. Ct. 
1923, 1932 (2016))  Cisco contends that a JMOL is ap-
propriate, “because the record contains no evidence on 
which a jury could reasonably find willful infringe-
ment.”  (D.I. 352 at 26)  SRI responds that sufficient 
evidence of Cisco’s acts support a finding of willfulness, 
because “[a] jury verdict of willfulness under the old, 
stricter, Seagate standard thus plainly satisfies the 
standard under Halo.”  (D.I. 370 at 27-28, citing WBIP, 
LLC v. Kohler Co., 2016 WL 3902668, at *15-16 (Fed. 
Cir. July 19, 2016) (upholding a jury’s willfulness find-
ing, under Halo, originally reached under the Seagate 
standard)) 

At trial, Cisco presented testimony from Kasper 
supporting a noninfringement defense.  (D.I. 398 at 
1509:7-1512:6, 1516:24-1518:15, 1545:16-23)  Under the 
prior Seagate standard, this noninfringement defense 
would have been sufficient for the court to grant a 
JMOL of no willfulness.  See Halo, 136 S. Ct. at 1933 

 
43 In re Seagate Tech., LLC, 497 F.3d 1360 (Fed. Cir. 2007) 

abrogated by Halo Elecs., Inc. v. Pulse Elecs., Inc., 136 S. Ct. 1923 
(2016).   

44 In light of Halo, Cisco suggests the court should “set[] 
aside the willfulness verdict.”  (D.I. 352 at 26)   
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(“The Seagate test aggravates the problem by making 
dispositive [of the willfulness claim] the ability of the 
infringer to muster a reasonable (even though unsuc-
cessful) defense at the infringement trial.”).  However, 
Halo eliminated Seagate’s objective prong.  WBIP, 829 
F.3d at 1341 (“[p]roof of an objectively reasonable liti-
gation-inspired defense to infringement is no longer a 
defense to willful infringement”).  “At the same time, 
Halo did not disturb the … second prong of Seagate, 
subjective willfulness … .  Halo emphasized that sub-
jective willfulness alone—i.e., proof that the defendant 
acted despite a risk of infringement that was either 
known or so obvious that it should have been known to 
the accused infringer—can support an award of en-
hanced damages.”45  WesternGeco L.L.C. v. ION Geo-
physical Corp., 837 F.3d 1358, 1362 (Fed. Cir. 2016) 
(quotations and citations omitted).   

The record at bar shows that the jury46 heard evi-
dence (as discussed above with respect to liability) that 
key Cisco employees did not read the patents-in-suit 
until their depositions.  The jury also heard evidence 
that Cisco designed the products and services in an in-
fringing manner and that Cisco instructed its custom-
ers to use the products and services in an infringing 
manner.  Viewing the record in the light most favorable 
to SRI, substantial evidence supports the jury’s subjec-
tive willfulness verdict.  For these reasons, Cisco’s re-
newed motion for JMOL is denied.   

 
45 The subjective prong is evaluated under a preponderance 

of the evidence standard.  Halo, 136 S. Ct. at 1934.   

46 See WBIP, 829 F.3d at 1341 (“We do not interpret Halo as 
changing the established law that the factual components of the 
willfulness question should be resolved by the jury.”).   
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D. Other Motions for a New Trial 

Cisco moves for new trial “to address several er-
rors that severely prejudiced Cisco and rendered the 
trial unfair, including:  (i) misleading statements during 
SRl’s closing argument [and] (ii) erroneous jury in-
structions.”  (D.I. 352 at 28)   

1. SRI’s closing arguments 

Cisco moves for a new trial on the basis that “SRI 
twice made statements in closing that were unfairly 
prejudicial and misleading … [and that] irreversibly 
tainted the jury’s verdict.”  (D.I. 352 at 29)  In the first 
statement, Cisco argues that “SRl’s counsel told the ju-
ry in his rebuttal closing that the mere ‘capability’ to 
infringe is enough to satisfy the asserted system (but 
not the method) claims, [which is] … an argument this 
court had rejected during claim construction and during 
SRl’s previous suit against Symantec and ISS.”  (Id.)  
In response, SRI points to the “installed and deployed” 
language in the statement.  (D.I. 370 at 29)  During 
closing arguments, SRl’s counsel discussed claim 12 of 
the ‘203 patent and said:   

The system claims are infringed when a system 
with all the required elements is installed in a 
network and configured.  In other words, when 
it’s in place.  It does not matter how much a 
customer uses it.  If it has the infringing capa-
bility and it’s installed and deployed, it in-
fringes.  That’s not disputed, and you are going 
to see that in the jury instructions.   

(D.I. 400 at 1999:14-20 (emphasis added))  Cisco object-
ed to this statement after closing arguments and re-
quested a curative instruction.  (D.I. 400 at 2009:9-20)  
The statement “[i]f it has the infringing capability and 
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it’s installed and deployed, it infringes” is neither con-
trary to the law, nor is it prejudicial.   

Cisco argues that, in a second statement, SRI “in-
appropriately asked the jury to infer that Cisco infring-
es because Roesch—a fact witness—did not testify 
about Cisco’s non-infringement during the trial.”  (D.I. 
352 at 30)  SRI contends that its “closing statement 
merely recited the undisputed fact that Cisco did not 
chose to bring to trial any witness—save its expert—to 
explain why it did not infringe.”  (D.I. 370 at 29)  SRI 
argues that this is an outgrowth of Cisco’s trial strate-
gy, which included not naming Roesch as a 30(b)(6) 
witness, and which led to the exclusion of his testimony 
that was “ ‘anything close to expert testimony’ includ-
ing … noninfringement.”  (D.I. 370 at 30 (citing D.I. 397 
at 1341:4-8))  Cisco contends that “[b]ecause [] Roesch’s 
testimony on technical issues was excluded on SRl’s 
own motion … , it was misleading and unfairly prejudi-
cial for SRI to ask the jury to draw a negative inference 
from [] Roesch’s failure to testify on that subject.”47  
(D.I. 379 at 17)   

During closing arguments, SRl’s counsel made the 
following statement about Cisco’s proof of nonin-
fringement:  “Shoe on the other foot.  Mr. Roesch, Mr. 
Kasper, they have all of the information.  They, in fact, 
generated the information.  They wrote the code.  They 
know the documents.  They could have told you what 
they thought and they didn’t.”48  (D.I. 400 at 2006:14-18)  

 
47 The parties document the evidentiary issues in their briefs, 

but these matters were never before the jury and cannot, there-
fore, be prejudicial.  This reduces the dispute to a single statement 
made before the jury during closing arguments.   

48 Cisco avers that this statement is prejudicial based upon 
case law from Missouri.  (D.I. 379 at 17, citing Bair v. Faust, 408 
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Cisco contends that this “statement made it reasonably 
probable that the verdict was influenced by prejudicial 
statements, and by itself justifies a new trial on all lia-
bility and damages issues.”  (D.I. 352 at 31, citing 
Greenleaf v. Garlock, Inc., 174 F.3d 352, 363-64 (3d Cir. 
1999) (quotation marks omitted))   

In the Third Circuit, when “a closing address to the 
jury contains such numerous and serious violations of 
so many rules of proper argument … , [a court] must 
conclude that it is more than ‘reasonably probable’ that 
the verdict was influenced by the prejudicial state-
ments.”  Draper v. Airco, Inc., 580 F.2d 91, 96-97 (3d 
Cir. 1978) (citation omitted).  Courts should not “rely on 
any of the individual instances or types of impropriety” 
and should instead determine whether “the closing ar-
gument [], when considered in its entirety, was so con-
stantly and effectively addressed to the prejudices of 
the jury.”  Id. at 97.  For example, the Third Circuit has 
identified prejudice when counsel:   

(1) [] attempted to prejudice the jurors through 
repeated inappropriate references to the de-
fendants’ wealth; (2) [] asserted his personal 
opinion of the justness of his client’s cause; (3) 
[] prejudicially referred to facts not in evidence; 
and (4) without provocation or basis in fact, [] 
made several prejudicial, vituperative and in-
sulting references to opposing counsel.   

Id. at 95.  Aside from this individual instance of alleged 
impropriety, Cisco has not explained how SRl’s entire 
closing argument constantly and effectively addressed 
the prejudices of the jury.  For the above reasons, the 

 
S.W.3d 98, 103 (Mo. 2013))  Cisco has not explained why this case 
should be persuasive to the court.   
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court denies Cisco’s motion for a new trial based upon 
SRl’s closing argument.   

2. Jury instructions 

Cisco moves for a new trial and argues that “the ju-
ry should have been instructed that if Cisco reasonably 
believed the acts it induced did not infringe, then it 
cannot be liable for inducement or contributory in-
fringement.”  (D.I. 352 at 31)  At the second charge con-
ference, Cisco objected to the jury instructions on in-
ducement, which did not include Cisco’s alternative 
construction.  (D.I. 399 at 1913:8-13)  Cisco avers that 
“[t]hese instructions fell short of the ‘full and complete’ 
instructions necessary to reach a reliable verdict,” and 
Cisco was prejudiced.  (D.I. 352 at 31-32)  Under Cisco’s 
theory, given the evidence presented, “a properly in-
structed jury [] likely would have returned a different 
verdict.”  (D.I. 352 at 32).  SRI contends that “the 
court’s instruction exactly lines up with Supreme Court 
precedent.”  (D.I. 370 at 30, citing Commil USA, LLC 
v. Cisco Sys., Inc., 135 S. Ct. 1920 (2015))  The court in-
structed the jury that:   

Defendant is liable for active inducement only 
if plaintiff proves by a preponderance of the ev-
idence that:   

1. Defendant took some action intending to 
encourage or instruct its customers to perform 
acts that you, the jury, find would directly in-
fringe an asserted claim; 

2. Defendant was aware of the asserted pa-
tents at the time of the alleged conduct and 
knew that its customer’s acts (if taken) would 
constitute infringement of an asserted pa-
tent, or the defendant believed there was a 
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high probability that the acts (if taken) would 
constitute infringement of an asserted patent 
but deliberately avoided confirming that belief; 
and 

3. Use by others of the defendant’s products 
or services infringes one or more of the assert-
ed claims.   

(D.I. 336 at 26 (emphasis added))  The language provid-
ed by Cisco in its argument is a restatement of the in-
struction read to the jury.  The court denies Cisco’s re-
quest for a new trial based upon the inducement in-
struction.   

Cisco also moves for a new trial, because “the jury 
should not have been instructed on all fifteen Georgia-
Pacific factors for calculating reasonable royalty dam-
ages.”  (D.I. 352 at 32)  At the first charge conference, 
Cisco asked to reduce the number of Georgia-Pacific 
factors presented to the jury and agreed to “go through 
the transcript and identify and work with SRI on what 
we think are the appropriate factors to give to the jury 
based on Dr. [Prowse’s] testimony and what we expect 
to come from Dr. Leonard.”  (D.I. 398 at 1658:16-20)  
The court clarified “I want you all to [under]stand 
though unless it’s clear, the fact [is that] it will stay in.”  
(Id. at 1658:21-22)  In the second charge conference, all 
fifteen Georgia-Pacific factors remained in the final ju-
ry instructions, and Cisco did not seek to correct the 
Georgia-Pacific instruction.  (D.I. 399 at 1907:3-1919:11)  
For this reason, Cisco waived its argument, and the 
court denies Cisco’s motion for a new trial based upon 
the Georgia-Pacific instruction.   
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E. Reconsideration 

Cisco includes in its JMOL brief several arguments 
the court addressed at summary judgment.  These mo-
tions are essentially requests for reconsideration.   

1. Dr. Lee’s apportionment testimony 

At summary judgment, Cisco moved to exclude 
SRl’s technical expert, Dr. Lee, from presenting his 
survey results for purposes of apportionment.  (D.I. 
216; D.I. 217 at 3-6)  The court denied Cisco’s motion, 
reasoning that “Cisco is free to challenge the conclu-
sions and analysis provided by Dr. Lee on cross exami-
nation.”  (D.I. 301 at 41-42; D.I. 302 at ¶ 4)  Cisco now 
moves for reconsideration and requests a new trial.  
(D.I. 352 at 32-33)  Cisco has failed to demonstrate any 
grounds sufficient to warrant a reconsideration of the 
court’s April 11, 2016 order.  See Max’s Seafood Cafe, 
176 F.3d at 677.   

2. Summary judgment of no anticipation 

At summary judgment, Cisco moved for summary 
judgment of anticipation of the asserted claims by the 
EMERALD 1997 reference.  (D.I. 182 at 10)  SRI did 
not file a cross motion for summary judgment of no an-
ticipation by the EMERALD 1997 reference and in-
stead argued that issues of material fact made sum-
mary judgment inappropriate.  (D.I. 220 at 35-36)  The 
court, sua sponte, granted summary judgment of no an-
ticipation, concluding “that no reasonable jury could 
find that EMERALD 1997 discloses all the limitations 
arranged as in the asserted claims.”  (D.I. 301 at 19)  
Cisco presently requests a new trial, because “Cisco did 
not receive notice of the court’s intention to grant 
summary judgment … and … did not have any mean-
ingful opportunity to respond.”  (D.I. 352 at 33)  Cisco 



136a 

 

contends that “[h]ad SRI moved for summary judg-
ment or had the Court given notice of its intent to con-
sider a sua sponte grant of summary judgment, Cisco 
would have presented additional arguments establish-
ing the genuine dispute over this factual question and 
would have pointed to other factual disputes that pre-
cluded summary judgment.”  (D.I. 352 at 34)  Here, 
Cisco does not identify any of the factors that could jus-
tify reconsideration; therefore, the court denies recon-
sideration of its grant of summary judgment of no an-
ticipation by the EMERALD 1997 reference.  See 
Max’s Seafood Cafe, 176 F.3d at 677.   

F. Cisco’s Motion To Supplement the Record 

On November 18, 2016, Cisco moved to supplement 
the record to include evidence of its post-verdict activi-
ties to allegedly design around the asserted patents.  
(D.I. 385)  SRI argues that the supplemented evidence 
is untimely, and “would therefore require significant 
discovery into the alleged re-designs.”  (D.I. 387 at 3)  
The proffered evidence is also irrelevant, SRI contends, 
because “it adds nothing that will help the court to as-
sess SRl’s motion for fees and enhanced damages.”  
(D.I. 387 at 4)  Cisco responds that the proffered “dec-
larations relate to the post-trial issues of enhanced 
damages and ongoing royalties” and that “ongoing roy-
alties are based on a post-verdict hypothetical negotia-
tion that necessarily takes into account facts and cir-
cumstances arising after trial.”  (D.I. 389 at 2, citing 
Fresenius USA, Inc. v. Baxter Int’l, Inc., 582 F.3d 
1288, 1303 (Fed. Cir. 2009)).  In Fresenius, the court 
awarded an ongoing royalty that ran past trial and until 
the expiration of the patents.  Fresenius, 582 F.3d at 
1303.  On the record at bar, the jury awarded a lump 
sum based upon a 3.5% running royalty on revenues for 
the infringing products and services for the time period 
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between filing of the suit in May 2012 and trial in May 
2016.  (D.I. 337 at 8; D.I. 397 at 1276:2-25)  There are no 
post-verdict royalties; therefore, evidence of Cisco’s 
post-verdict actions is not relevant to the jury’s calcula-
tion of royalties.   

Cisco argues that evidence of its post-verdict ef-
forts to design around the patents-in-suit is relevant to 
the court’s determination of enhanced damages.  (D.I. 
389 at 2)  According to the Federal Circuit, district 
courts may consider a number of factors, including 
“[r]emedial action by the defendant.”  Read Corp. v. 
Portec, Inc., 970 F.2d 816, 827 (Fed. Cir. 1992) (citing 
Intra Corp. v. Hamar Laser Instruments, Inc., 662 F. 
Supp. 1420, 1439 (E.D. Mich. 1987)).  After a bench trial, 
the Intra court found willful infringement and awarded 
double (but not treble) damages, because defendant 
“voluntarily ceased manufacture and sale of infringing 
systems during the pendency of [] litigation, and pre-
sented an arguable basis for a finding of obviousness.”  
Intra Corp., 662 F. Supp. at 1439.  Cisco identifies Spec-
tralytics, Inc. v. Cordis Corp., 834 F. Supp. 2d 920 (D. 
Minn. 2011), as supporting its argument.  In Spectralyt-
ics, the plaintiff did not “dispute that [defendant] 
stopped using the infringing device … shortly after tri-
al but before the Court entered a permanent injunction 
and while the parties’ post-trial motions were still 
pending.”  Id. at 928.  In the case at bar, Cisco did not 
redesign its products and services until after trial, and 
SRI contends that “significant discovery into the al-
leged re-designs” is necessary “to enable SRI to assess 
… whether the re-designed products contain new in-
fringing features.”  (D.I. 387 at 3)  Moreover, SRI iden-
tifies numerous potential factual disputes related to the 
evidence Cisco seeks to introduce.  (D.I. 387 at 4-8)  
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Given the stage in the proceedings and SRl’s opposi-
tion, the court denies Cisco’s motion.   

G. Attorney Fess and Enhanced Damages 

Once a defendant’s infringement has been deemed 
willful by a jury and judgment entered in favor of a 
plaintiff, the court has been given discretion to award 
damages over and above that amount found to be ap-
propriate by the jury.  Pursuant to 35 U.S.C. § 284, the 
court may “increase the damages up to three times the 
amount found or assessed” by the jury, so long as the 
court exercises it discretion ‘“in light of the considera-
tions’ underlying the grant of that discretion.” Halo, 
136 S.Ct. at 1926 (quoting Octane Fitness, 134 S.Ct. at 
1756).  The Federal Circuit, in Read Corp., 970 F.2d at 
826-27, offered the obligatory series of factors that a 
court should review in determining how to exercise its 
discretion, including the following most relevant to the 
record at bar:  (1) whether the infringer investigated 
the scope of the patent and had a good faith belief that 
it was not infringing or that the patent was invalid;49 (2) 
the infringer’s behavior during litigation;50 (3) the in-
fringer’s size and financial condition; (4) the closeness of 
the case; (5) the duration of the infringing conduct; (6) 
any remedial actions taken; and (7) defendant’s motiva-
tion for harm.   

As noted above, 35 U.S.C. § 285 provides an oppor-
tunity for the court to award attorney fees and costs to 

 
49 A factor which strikes the court as being the essence of 

whether infringement was willful in the first instance and, there-
fore, should not be double-counted.   

50 A factor that overlaps with those that are routinely scruti-
nized in making exceptional case determinations under 35 U.S.C. 
§ 285.   
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the prevailing party in “exceptional” cases, that is, 
those cases that, in view of the totality of the circum-
stances, “stand[] out from others” with respect to the 
“substantive strength” of the losing party’s litigating 
position and the “unreasonable manner in which the 
case was litigated.”  Octane Fitness, 134 S. Ct. at 1751.  
Among the factors posited by SRI in this case are the 
jury’s finding of willful infringement and Cisco’s con-
duct during litigation.  (D.I. 354 at 15-21)  Given the 
overlap in the considerations the court should review 
under both statutes, as well as the discretionary nature 
of both awards, the court will review the overall litiga-
tion before exercising its discretion under either § 284 
or § 285.   

There can be no doubt from even a cursory review 
of the record that Cisco pursued litigation about as ag-
gressively as the court has seen in its judicial experi-
ence.  While defending a client aggressively is under-
standable, if not laudable, in the case at bar, Cisco 
crossed the line in several regards.  First, Cisco main-
tained its reliance on nineteen invalidity theories to the 
eve of trial,51 and then at trial presented only a single 
defense of anticipation52 and a single claim of invalidity 
under § 112.53  With respect to its non-infringement de-
fenses, Cisco presented a single defense for each of the 
two representative product groupings, to wit:  Alt-
hough the court had explained that “[t]he claim lan-

 
51 (D.I. 292, ex. 2.2 at 5-8)   

52 Based on a prior art reference that has been twice consid-
ered by the Patent Office and by this court in prior litigation.  (See 
D.I. 398 at 1607:5-1622:3; DTX 116 (“DIDS reference”))   

53 The less than fulsome evidence presented in this regard 
was a single conclusory question to Cisco’s expert.  (D.I. 398 at 
1606:17-25)   
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guage and the parties’ constructions do not require that 
the ‘network monitor’ and ‘hierarchical monitor’ be sep-
arate structures”  (D.I. 301 at 32), Cisco maintained 
throughout trial that separate monitors were required.  
(D.I. 393 at 201:11-14; see also D.I. 398 at 1594:2-4 (“the 
infringement theory that has been advanced [by SRI] is 
that the individual threads are separate monitors, and 
that is simply not the case.”)  As to the Sourcefire 
products, the only defense that remained for trial was 
that the accused products did not perform correlation 
on multiple network intrusion events, despite contrary 
characterizations found in internal product literature 
(DTX 840 at 114), customer testimony (D.I. 395 at 
807:14-808:10), and third party documents (PTX 707 at 
20-21).   

In addition to pursuing defenses to trial that were 
contrary to the court’s rulings or Cisco’s internal docu-
ments, Cisco asserted many more defenses through the 
summary judgment exercise, causing SRI to expend its 
resources on responding to such motions, all of which 
were denied.  Having waded through the summary 
judgment labyrinth,54 the court was presented with yet 
another motion filed by Cisco seeking sanctions against 
SRI based on the claim that SRl’s royalty-sharing pro-
gram violated the criminal bribery statute; again, SRI 
was forced to respond and the motion was denied.  (D.I. 
280; D.I. 281; D.I. 289; D.I. 300)  During pre-trial prepa-
rations, Cisco designated 53 separate transcripts con-
sisting of nearly 48,000 lines of testimony (D.I. 292, ex. 
5.2 at 3-146) which SRI was forced to review for objec-
tions and counter-designations; Cisco affirmatively pre-

 
54 Including four summary judgment motions and three sub-

sequent letter briefs disputing portions of the summary judgment 
order.  (D.I. 158; D.I. 182; D.I. 213; D.I. 216; D.I. 219)   
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sented 22 lines of testimony from a single transcript at 
trial.  (D.I. 398 at 1637:9-1638:4)  Cisco pursued every 
line of defense post-trial, as represented in the motions 
it filed and briefed, requiring both SRI and the court to 
address the issues presented.  Once again, every mo-
tion for post-trial relief has been denied.   

In sum, the court understands the need for flexibil-
ity in terms of allowing attorneys to vigorously pursue 
the best interests of their clients; as a consequence, the 
court has rarely awarded fees pursuant to § 285.  How-
ever, Cisco’s litigation strategies in the case at bar cre-
ated a substantial amount of work for both SRI and the 
court, much of which work was needlessly repetitive55 
or irrelevant56 or frivolous.57  Of course, the fact that 

 
55 Rearguing claim construction and the significance of cer-

tain prior art references that had been considered before.  (See, 
e.g., D.I. 356, ex. 2 (finding, by the USPTO in a 2006 ex parte reex-
amination, that the patents are not obvious in light of combinations 
including the EMERALD 97, Net Ranger, and 1991 paper on the 
DIDS system)   

56 The assertion of a multitude of invalidity arguments and 
prior art references pre-trial that were dropped late in the case.   

57 Presenting arguments post-trial that had not been present-
ed to the jury.  For example, Cisco argued for the first time in its 
post-trial brief that SRI failed to demonstrate infringement by 
Sourcefire IPS products and services with respect to the “nested 
rules” feature.  (D.I. 352 at 5, 6, 12, 13, 14, 24 & n.4; D.I. 379 at 3, 5, 
7, 12, 13)  Numerous other arguments were not presented to the 
jury.  (See D.I. 352 at 14 (Cisco’s user guides and marketing mate-
rials are insufficient to demonstrate inducement); D.I. 352 at 15 
(Cisco’s denial of infringement during pre-suit discussions pre-
cludes a finding of inducement); D.I. 352 at 13 (Cisco could not 
have induced infringement of the Sourcefire IPS product and ser-
vices, because there was no direct infringement); D.I. 352 at 12 
(the accused configuration of the Sourcefire products is not ena-
bled by default); D.I. 379 at 6 (Dr. Lee’s opinion about maintenance 
services involving reconfiguration of the products infringing the 
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the jury found that Cisco’s infringement was willful is 
yet another factor to be considered.  For all of these 
reasons, the court exercises its discretion pursuant to 
§ 285 to award SRI its attorney fees and costs.58   

With respect to the willfulness award under § 284, 
some enhancement is appropriate given Cisco’s litiga-
tion conduct, its status as the world’s largest network-
ing company, its apparent disdain for SRI and its busi-
ness model, and the fact that Cisco lost on all issues 
during summary judgment and trial, despite its formi-
dable efforts to the contrary.  Even assuming for pur-
poses of the record that Cisco has undertaken some 
post-trial remedial actions,59 the court concludes that a 
doubling of the damages award is appropriate.  Similar-
ly, the court concludes that it is appropriate to order a 
3.5% compulsory license for all post-verdict sales.  See 

 
claims cannot apply to Sourcefire support services, because the 
testimony only relates to Cisco’s IPS products); D.I. 352 at 11 (SRI 
failed to present evidence related to Sourcefire Standard, Gold, 
and Platinum support services); D.I. 352 at 10 (Cisco IPS services 
cannot infringe, because a signature update cannot “redeploy” a 
sensor)); D.I. 352 at 11 (SRI did not present evidence that any Cis-
co RMS customers had connected Cisco IPS products to the ser-
vices); D.I. 352 at 25 (an accounting is needed to subtract SRI li-
censees from the sales factored into the jury’s award))   

58 The court finds that the amounts requested—$7,934,881.75 
in fees and $104,640 in related expenses—are consistent with both 
counsel’s usual and customary fixed preferred hourly rates as ap-
plied to SRI, and the amount of work performed commensurate 
with the demands of litigation imposed by Cisco.  (See D.I. 355 at ¶ 
5 (explaining the fees and expenses), see also id., ex. 4 at I-108 
(documenting mean patent litigation costs in the Philadelphia 
CMSA, which includes the court)   

59 The court is not prepared to undertake the kind of exten-
sive proceeding that would be required to determine whether such 
remedial actions were sufficient to avoid infringement.   
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ActiveVideo Networks, Inc. v. Verizon Commc’ns, Inc., 
694 F.3d 1312, 1343 (Fed. Cir. 2012); Amando v. Mi-
crosoft Corp., 517 F.3d 1353, 1361 (Fed. Cir. 2008).  
Moreover, the court concludes that an award of pre-
judgment interest at the prime rate, compounded quar-
terly, is appropriate.60  See Gen. Motors Corp. v. Devex 
Corp., 461 U.S. 648, 657 (1983) (“prejudgment interest 
should be awarded under § 284 absent some justifica-
tion61 for withholding such an award.”).   

V. CONCLUSION 

For the foregoing reasons, the court denies Cisco’s 
motion for judgment as a matter of law, new trial, and 
remittitur (D.I. 351); denies Cisco’s motion to supple-
ment the record (D.I. 385); and grants SRl’s motion for 
attorney fees, enhanced damages, compulsory license, 
and prejudgment interest.  (D.I. 349).   

An appropriate order shall issue.   

 

DATED AND SIGNED ABOVE.   

 
60 The amount requested—$1,595,309, which represents the 

prime interest rate as applied to the apportioned revenues and 
compounded quarterly—is reasonable and consistent with the 
court’s past awards. 

61 Cisco’s justification is that SRI “delayed eight years before 
discussing its patents with Cisco[] and waited until September 
2013 to file this lawsuit.”  (D.I. 362 at 31)  “Laches cannot be inter-
posed as a defense against damages when the infringement oc-
curred within the period prescribed by § 286.”  SCA Hygiene 
Prods. Aktiebolag v. First Quality Baby Prods., LLC, No. 15-927, 
slip op. at 16 (U.S. Mar. 21, 2017). 
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APPENDIX E 

NOTE:  This order is nonprecedential. 

UNITED STATES COURT OF APPEALS 
FOR THE FEDERAL CIRCUIT 

 
2020-1685, 2020-1704 

 

SRI INTERNATIONAL, INC., 
Plaintiff-Appellant, 

v. 

CISCO SYSTEMS, INC., 
Defendant-Cross-Appellant. 
 

Appeals from the United States District Court for the 
District of Delaware in No. 1:13-cv-01534-RGA-SRF, 

Judge Richard G. Andrews. 
 

ON PETITION FOR PANEL REHEARING 

AND REHEARING EN BANC 

 

Before MOORE, Chief Judge, NEWMAN, LOURIE, DYK, 
PROST, O’MALLEY, REYNA, TARANTO, CHEN, HUGHES, 
STOLL, and CUNNINGHAM, Circuit Judges. 

PER CURIAM. 

O R D E R 

Cisco Systems, Inc. filed a combined petition for 
panel rehearing and rehearing en banc.  High Tech In-
ventors Alliance requested leave to file a brief as ami-
cus curiae, which the court granted.  The petition was 
referred to the panel that heard the appeal, and there-
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after the petition for rehearing en banc was referred to 
the circuit judges who are in regular active service. 

Upon consideration thereof, 

IT IS ORDERED THAT: 

The petition for panel rehearing is denied. 

The petition for rehearing en banc is denied. 

The mandate of the court will issue on January 11, 
2022. 

January 4, 2022 
 Date 

FOR THE COURT 

/s/ Peter R. Marksteiner 
Peter R. Marksteiner 
Clerk of Court 

 




